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About the Product

Unicenter NetMaster Network Management for SNA is a network management
product that simplifies the processes involved in managing complex computer
networks.

NetMaster for SNA can manage many thousands of network addressable units,
resulting in better network performance and availability, and faster recovery from
network errors.

This chapter discussesthe following topics:

. What Is NetMaster for SNA?

«  What Other Functions Are Available?

. System Requirements for NetMaster for SNA

. License Manager Program (LMP) Key Requirements
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What Is NetMaster for SNA?

1-2

NetMaster for SNA provides functions that allow you to do the following tasks:

. Monitor and react to network errors

« Command and control network resources

. Track session information from a single console

. Monitor Network Control Programs (NCPs) across the network

NetMaster for SNA providestoolsthat collect network information and monitor
network devicesso that network operators can take action before problems occur.
You also get information on network status changes and network sessions so you
get acomplete picture of network activity.

NetMaster for SNA handles commands, messages, responses, and alarm
information from multiple systems simultaneously. It can process information
from awide range of SNA and non-SNA devices and applications.

NetMaster for SNA provides a single-image facility that lets you monitor any
domain from any terminal in your network, without switching between domains
and without terminating and re-establishing sessions. You need to look in only
one place for the information you need.

NetMaster for SNA provides real-time session-level information as well as
detailed session diagnostics. Thisaccessto session start times, stop times, number
of bytes passed, session trace records, and response time statistics, alowsyou to
track actual network usage and performance. Forlonger-termanalysis, NetMaster
for SNA maintains a database of session histories. Thisinformation is available
to help you plan and configure your network, to ensure you have adequate
resources where they are needed.

NetMaster for SNA comprises a menu-driven system of full-screen panels with
context-sensitive online help.

You cantailor NetMaster for SNA componentsto suit your siterequirements. The
NetMaster for SNA components are;

. Network Error Warning System (NEWYS)

. Network Tracking System (NTS)

. Network Control System (NCS)

. NCPView

« The Remote Operator Facility (ROF)

. The Network Management facility

« TheSYSCMD facility

. The NetView Operator Command Emulation facility
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What Is NEWS?

NEWS provides a centralized system for the continuous monitoring of network
error conditions so network operators can detect signals of imminent hardware
failures, and quickly recognize and isolate faults that occur.

NEWS recognizes and logs events (for example, degraded user response time
through a particular controller). It providesthe meansfor filtering events by
service objectives and commitments. Selected event records can be stored in a
database for later analysis. Other events may initiate procedures that result in
operator attention messages, or in automatically-generated problem tickets.

NEWS Features and Benefits

To help you monitor your network, NEWS provides these facilities:

Masks that you tailor to filter event records received, and to respond to the
events as you require

In event of afailure, diagnosticsthat help pinpoint the cause of thefailureand
speed up itsreversa

Amalgamation of varioustypes of unsolicited datafrom SNA and non-SNA
resources in the network, and issue of requests for specific information from
VTAM and certain hardware components

The alias name tranglation facility to translate resource names, to avoid any
confusion should a duplicate resource hame be encountered in another
network. This applies, for certain releases of VTAM and NCP, when SNA
Network Interconnection (SNI) is used.

Enhanced session hierarchy displays and session partner information, if the
Network Tracking System (NTS) isaso installed

The ability to issue of operating system commands and return the results.

The ability to forward aerts to Unicenter TNG where they can be monitored
from the TNG Event Management Console.

For more information about using NEWS, seethe Unicenter NetMaster Network
Management for SNA User’s Guide.
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What Is NTS?

NTS Features and Benefits

1-4

NTS provides improved session visibility to help you determine problems and
analyze your network’s performance. NTS obtains information about logical
network connections from VTAM and other NTS systems.

To help you manage your network and locate problems, NTS does these:

Provides an integrated view of activity across multiple SNA domains and
networks

Accumulates traffic statistics for sessions and resources to allow monitoring
of network performance

Uses the data available to it to build amodel of the networking environment
in which it is executing

Traces selected sessions to determine the presence of problemsin alogical
network

Other NTS benefits are;

Writes selected session details to a database, to provide an historical record
of network activity that you can analyze to determine patterns, and locate
previous occurrences of a particular problem

Interfaces with the Multiple Application Interface (MAI) component of the
SOLVE:Access product, to provide you with end-to-end visibility of MAI
virtual sessions

Istailorable, to enable the most efficient use of computer resources and meet
the specific needs of your installation

For more information about using NTS, see the Unicenter NetMaster Network
Management for SNA User’s Guide.

Administrator Guide P01-166



What Is NCS?

NCSisan effectiveand easy-to-use system for displaying and controlling network
resourcesthat aredefinedinany domaininwhichNCSisrunning, orinany domain
connected by an Inter-Management Services Connection (INMC) link.

NCS Features and Benefits

What Is NCPView?

P01-166

NCS enables you to display:
. Listshby resourcetype, in summary form

. Detailed, graphical representations of individual resources and their
subordinate nodes

. NEWS eventsfor a selected resource
. NTSactive sessions for a selected resource

. SNA resource session status codes

NCS aso enables you to:
. Activate and deactivate resources from selection lists
. Enter NCS optionsto issue VTAM display, modify, and vary commands

. Display and control resourcesin other VTAM domains, enabling central
control of all network resources

For information about using NCS, see the Unicenter NetMaster Network
Management for SNA User’s Guide.

NCPView isaNetMaster for SNA application that supports IBM 3745 and
3746-900 communi cationsprocessorsthat runaNetwork Control Program (NCP).
This support provides an increased level of visibility of the configuration, and
problems occurring with these communication processors.

It enables the NetMaster for SNA user to monitor:

. Token-ring resources

. Buffer and central control unit (CCU) utilization
. Virtua routes and transmission groups

. Internet protocol (I1P) resource statistics

. SNI connections

. Framerelay resources
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NCPView Features and Benefits

NCPView enables network operators to be proactive in monitoring,

troubl eshooting, and balancing loads among the communications control lers that
are running an NCP.

It does this by enabling operators to display these types of information:

. Particular aspects of an NCP, such as associated virtual routes, transmission
groups, and control block pools

. NCPsin other domains
. Information derived from an unformatted NCP dump
You can analyze information contained in these NCPView displays and use it to

aid problem diagnosis. For more information about using NCPView, see the
Unicenter NetMaster Network Management for SNA User’s Guide.

What Is the Remote Operator Facility?

NetMaster for SNA is designed for an integrated network of interconnected
systems. The Remote Operator Facility (ROF) allowsacentral operator to display
and control resourcesin any VTAM domain wherethereisan INMC link to a
remote NetMaster system.

In order for the full capabilities of the NetMaster for SNA product to be realized
on aremote system, two criteriamust be met:
. The NetMaster for SNA product must be licensed on the remote system.

. Operator(s) must be definedto the security system on theremote system—that
is, they must be defined with adeguate authority. In addition, their command
authority should allow them to issue VTAM commands.

For more information about ROF, see the Management Services User’s Guide.

What Is the Network Management Facility?

1-6

The standard Network Management facility provides the use of the SPO and the
PPO interfaces. The SPO interface is used to issue commandsto VTAM. The
PPO interfaceis used by the distributed NCL procedure PPOPROC to receive al
important network messages, particularly to intercept unsolicited VTAM PPO

messages.
Thisfacility provides an additional source of information to NetMaster for SNA.

It supports VTAM operator commands (such as D and F), and implements others
as Management Services (MS) commands (such as TRACE and ACT).
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What Is the SYSCMD Facility?

The SY SCMD facility gives you the ability to issue OS/390 operating system
commands and receive responses without having to use areal operating system
console.

For information about implementing the SY SCMD facility, see the Management
Services Administrator Guide.

For information about using the SY SCMD facility, see the Unicenter NetMaster
Network Management for SNA User’s Guide.

What Is the NetView Operator Command Emulation Facility?

The NetView operator command emulation facility is provided by NetMaster for
SNA to assist former NetView users with the commands used in NetM aster for
SNA.

This allows usersto operate NetMaster for SNA by using the same commands
and procedures they are accustomed to using with NetView.

What Other Functions Are Available?

LAN Management
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Therearefunctionsaccessiblefromthe Unicenter NetMaster : Primary Menu that
are not components of NetMaster for SNA. These available functions are:

. LAN management

. Information database
. Activity log

. Session replay

. Command entry

NetMaster for SNA supports IBM LAN Management Support.
LAN Manager network, adapter, and bridge functions (including bridge

configuration) can be executed from the host, if you are running the IBM LAN
Manager and it supports these functions.
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Information Database

Activity Log

Session Replay

Command Entry

1-8

The Information Database contains network and Management Services
information, organized by categories such as:

« 3174 error codes

. Messages

« SNA sense codes

«  SNA resource status codes

Some categories of information are distributed with Management Services.
However, you can add your own installation-specific categories.

The Activity Log browse function provides a full-screen display of the
Management Services log, which isarecord of all system activities.

You can search through the activity log both forwards and backwards by time,
date, or keyword. Youcanalsoselect analternativelogformat, or issueacommand
and see the result reported at the bottom of the log.

If you are licensed for SOLV E:Access, you have access to the Session Replay
facility, which is an aid to problem diagnosis.

The Session Replay facility enablesyou to record al 1/O activity associated with
one or moreterminals, by using MAI. You can then review the recorded activity
frame by frame, or as a sequence.

TheCommand Entry facility providesyouwithafull command entry and response
screen. Thisenablesyoutoissuesystem commandsand to view theresults, which
aredisplayed in the form of a scrollable list.

Commandscan be sent to both your own andto any connected NetM aster systems.
Any commands you issue are retained in alogical stack and can be retrieved.
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System Requirements for NetMaster for SNA

To run NetMaster for SNA, the following system requirements apply:

« You must have Management Services and Automation Servicesinstalled on
your system before you can run NetMaster for SNA Version 4.0. When you
purchase NetMaster for SNA, you are supplied with the current version of
both Management Services and Automation Services.

. The minimum maintenance level of both Management Services and
Automation Serviceswith which NetMaster for SNA Version 4.0 can operate
isVersion 5.0.

. If youwant touseNetSpy SNA agentsand collect NetSpy data, the minimum
level of Unicenter NetSpy Network Performancethat you needis Version 6.0.

«  Theminimum operating system level on which NetMaster for SNA Version
4.0 will operate is 0S/390 V 2R6 or later, including z/OS.

« Theminimum VTAM level with which NetMaster for SNA Version 4.0 can
operateisVTAM Version 4.2.

If you are migrating to NetMaster for SNA Version 4.0 from a previous version,
see the Unicenter NetMaster Network Management for SNA Version 4.0 Release
and Migration Guide for further information.

License Manager Program (LMP) Key Requirements

P01-166

Tobeableto accessand useany NetMaster for SNA components, your installation
license must have the License Manager Program (LMP) keys for the relevant
product names specified in the current system initialization PROD= parameter of
the JCL.

For details of the PROD= parameter, with atable of product name keysand LMP
codes, see the JCL Parameters appendix of the Management Services
Administrator Guide.

For lists and detailed descriptions of the structured fields for each supported

NetMaster for SNA component, and a brief description of the support, see
Table A-1 on page A-2.
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How NEWS Works

This chapter presents an overview of how the NEWS component of NetMaster
for SNA works, and introduces concepts that you need to understand to gain the
maximum benefit from using this component.

This chapter discussesthe following topics:

Data Available to NEWS

How NEWS Obtains Data

NEWS Processing Concepts
NEWS Facilities

Reviewing and Reporting on Data

Chapter 2. How NEWS Works
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Data Available to NEWS

Unsolicited Data

Solicited Data

NEWS processes awide variety of datareceived from different sources, and
respondsto the datait receivesin an appropriate (user-definable) way. Thetypes
of dataare:

. Unsolicited data
. Solicited data

NEWSa so processessolicited and unsolicited datafrom the 3x74 Response Time
Monitor.

Unsolicited data—which originates from network nodes and distributed
devices—received by NEWS includes:

. Traffic statistics

. Temporary and permanent error statistics

. Errors detected by network nodes

. Alert datagenerated by network components

As amanagement application, NEWS can solicit further data from network
components by issuing requests viathe CNM interface. The following types of
data can be requested:

. Device-dependent error data
. Microcode level data
. Link error datarecorded by network devices

Response Time Data

2-2

NEWS also supports the 3x74 Response Time Monitor (RTM). This enables
NEWS to receive response-time data, both solicited and unsolicited, that is
maintained by the 3x74. The RTM data can be displayed in either numeric or
bar-graph formats. NEWS also enables you to change the status of the RTM
component in a3x74. For instance, you can start or stop monitoring, or change
the response time limits.

If you are also licensed for the NTS component of NetMaster for SNA, you can

obtain more detailed response time data. In particular, you can see whether your
installation-specific response time objectives are being met.
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How NEWS Obtains Data

NEWS, as part of the NetMaster for SNA product, is linked to VTAM and your
SNA network by means of two Access-method Control Blocks (ACBS), through
which specific types of data are channeled.

The ACBs are:

« Theprimary NetMaster for SNA ACB
«  The Communications Network Management (CNM) ACB

NEWS obtains data from the following sources, via the specified routes:

Source Route

Thelocal SNA subarea network Viathe VTAM System Services
Control Point (SSCP) and the CNM
ACB

The Control Points (CPs) of APPN VialL U 6.2 sessions, which carry SNA

nodes management data, and the NetM aster
for SNA primary ACB

Connected systems ViaaManagement Services
I nter-System Routing (ISR)
connection

Applicationsrunning onthesamehost  Viathe program-to-program interface
that use PPl (PPI)

These forms of data delivery are discussed in the following sections.

SNA Networks and the CNM Interface
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The CNM interface provides ameans by which a suitably authorized CNM
application (such as NEWS) can maintain asession with an SSCP, to acquire data
from Physical Units(PUs) inyour SNA network. Thissessionisestablishedwhen
NEWS successfully opensitsVTAM CNM ACB, alowing datato be exchanged
with the SSCP of the VTAM under which NEWS is running.

NEWS receives the following types of datafrom the SSCP:

. Unsolicited, as aresult of some network event

. Solicited, asareply to a previous request for dataissued by NEWS itself

. Asasolicitation from the SSCP, requesting that NEWS send some datain
response
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NEWS sends data to the SSCP for the following reasons.
. Tosolicit datafrom a network resource
. Inresponse to a solicitation request from the SSCP

More detailed information about the CNM interface can befoundin Appendix B,
About the CNM Interface.

APPN Networks and SNA Management Services (SNAMS)

When NetMaster for SNA startsup, aprimary ACB linkingittoVTAM isopened.
During initialization, NEWS registers with Multiple Domain Support (MDS) as
the ALERT-NETOP application that acts as focal point for alert collection from
your APPN network.

MDSisacomponent of SNA Management Services (SNAMS) that facilitatesthe
routing of management data between applications. It enables management
roles—that is, which nodeisto bethefocal point for the recei pt of which data—to
be negotiated between nodes. (Seethe IBM publication, SNA Management
Services Reference, for amore comprehensive description of the functions and
services associated with SNAMS.)

SNA Management Services Units

SNAMS Data Transfer

The &SNAMS Verb

2-4

SNA data units are known as Management Services Units (MSUs). There are
various types of SNA MSUs, and many reasons for the generation of each type.
Asaresult, NEWS needsto apply rulesto classify incoming records, to determine
the relative importance of the data that each carries, and whether aresponseis
merited.

The SNAMS architecture makes use of SNA Management Services transport
which consists of a number of APPC transactions used to transport SNA MSUs
across the network.

The NetMaster for SNA & SNAMS verb enables NCL procedures to participate
as management applicationsinthe SNAM S architecture. The partner application
can exist within the same NetMaster system, aremote NetMaster system, or any
other system that supports MDS functions. (For more information on the

& SNAMS verb, see the Management Services manual, Network Control
Language Reference).
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NEWS and Inter-System Routing (ISR)

NEWS and PPI

The Inter-System Routing (ISR) feature of Management Services alows datato
be transparently routed to remote processing environments in other systems.

NEWS takes advantage of 1SR to exchange datawith remote systems. Requests,
including CNM requests, can be routed to remote NEWS systemsfor processing,
and the results returned to the originating system. Thiscan be used to change the
operation of, or solicit data from, a device managed by VTAM in the remote
system. (The NEWS Device Support facilities use this capability.) Distributed
processing enables NEWS systems to be more specialized in their processing,
while still maintaining the capability to process any type of event.

ISR also enablesaNEWS systemto deliver unsolicited recordsto aremote NEWS
system for processing. This enables data received by one NEWS system to be
propagated to other systems, where it might be logged, acted upon, or ignored.

By using ISR, you can also implement centralized management, resulting in one
NEWS system processing al datareceived by NEWS in linked systems. This
enables you to control all database logging from one system.

Applications running on the same host can communicate by means of PPI, a
support facility provided by either the NetMaster for SNA subsystem interface,
or by NetView. Usersof PPl can send varioustypesof datatothisinterface, which
then distributesthe datato the application registered to receive that particul ar type
of data.

NEWS registers with PPl as the receiver of generic alerts, in order to
monitor—and, if necessary, report on—the state of other applications using PPI.

NEWS Processing Concepts

Thissection explainsthe various conceptsrel ating to the processing of all records
received by NEWS.

Network Services Control File
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The processing requirements for records received by NEWS are determined by a
control database called the Network Services Control File (NSCNTL). This
database contains control codes that describe the processing to be performed for
each type of record received by NEWS. [t also acts as a data dictionary, and is
used to interpret the control codes present in the record.
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Events

Event Types

2-6

This approach of determining processing requirements through data held on a
control database provides extensive flexibility. The NEWS Control Function
menu provides functions that allow you to add support for non-standard devices
and requirements, or modify acontrol record held onthe database. Any aterations
or additions made to the control database are effective immediately.

NSCNTL isused by CNMPROC, a specialized NCL procedure, to process all
records received by NEWS (see the section, CNMPROC Record Processing, on

page 2-8).

Any record received by NEWSisclassified as an event, or as having the capacity
to generate an event. The concept of the event allows different types of datato
be grouped into one broad category, to provide a chronological record for a
network node.

Generally, unsolicited records notifying NEWS of network errorsareimmediately
classified asevents. Recordscarrying statistical datahavethe potential to generate
an event, if they include values that exceed thresholds set by your installation.

Although it is convenient to group various sources of network data under the
events umbrella, additional information isrequired to assist processing. Each
event record is classified as one of the following types:

. Permanent error (PERM)

. Temporary error (TEMP)

. Performance (PERF)

. Intervention required (INTV)

«  Customer application (CUST)

. Enduser (USER)

« SNA summary (SNA)

. Intensive mode record (IMR)

. Availability (AVAL)

. Notification (NTFY)

. Environmental problem (ENV)

. Instalation problem (INST)

« Operationa or procedural error (PROC)
. Security (SCUR)

. Delayed recovery (DLRC)

. Permanently affected resource (PAFF)
. Impending problem (IMP)
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Event Characteristics

Event Filtering
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. Bypassed (BYPS)
. Redundancy lost (RLST)
« Unknown (UNKN)

Each record contains a field that identifies the type of datain the record, and
determines the event type.

Thecharacteristicsthat identify an event are generally represented by one or more
codes within the record. These codes might describe:

. Thereason why the event was generated

. The probable cause or causes of the event

. Theseverity of the problem associated with the event
. Theresources affected by this problem

. Therecommended remedia action

The codes might also provide additional information that assists in determining
the cause of the associated problem, and are used by NEWS, in conjunction with
the control file, to determine record processing.

It isrecognized that different installations have different network configurations
and employ avariety of device types, some of which have their own special
requirements. It isalso recognized that installations assign differing levels of
importance to particular network events and problemsin their environments.

NEWS provides for this situation by passing all event records through a process
termed event filtering, using parameters set in the Control File. This process
enablesyou to discard those event records not required by your installation, while
bringing to the attention of the network operator those considered to be of great
importance (and various options between these two extremes).

For each of the event typesdescribed on the previous page, you can filter by using
resource masks. You can also set options that control how the event is recorded
in the NEWS database and whether an aert is generated for display on the Alert
Monitor.

Event filtering is performed by the NEW S and user CNM processing procedures.
CNMPROC uses control values that you set through the CNMFILTERS
parameter group in ICS to perform filtering. For information about how to set
filtersfor event recording, see the section, Implementing Event Filters
(CNMFILTERS), on page 6-7.
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Resource Masks

Alert Monitor

Because all records are sent by, or on behalf of, a network resource, it is possible
to restrict the processing of certain types of data to particular resources.

Resourcemasksaredefined generically, and areused toinclude or excluderecords
based on the originating resource name. Records that do not satisfy resource
masking criteria are discarded.

Through NEWS, you can generate alerts to increase operator awareness of
important eventsin thenetwork. Any record received by NEWS can beclassified,
through event filtering, as an alert. The alert monitor contains the most recent
aerts produced by NEWS. The display is updated as new alerts arrive, or the
status of alerts on the display is changed.

CNMPROC Record Processing

2-8

CNMPROC isaspecial NCL procedure that acts as afocal point application for
SNA management data. CNM PROC executesin abackground environment under
user ID xxxxCNMP, where xxxx is the four-letter Management Services domain

ID. A working version of CNMPROC isdistributed as $SNWCNMPR.

The function of CNMPROC is to:

. Analyze the content of each record delivered to it, in conjunction with the
Network Services Control File (NSCNTL), to determine the processing
requirements

. Processthe record accordingly
CNMPROC is written as a continuous procedure (like PPOPROC and
LOGPROC) and usesthe & CNMREAD verb toreceive each record asit becomes

available for focal point processing. CNMPROC does some pre-processing to
identify the record and then calls other procedures to perform further processing.

CNMPROC can be activated to process:
. All recordsthat arrive unsolicited from VTAM across the CNM interface

. Recordsfrom APPN nodes sent to the ALERT-NETOP application using the
Management Services implementation of M S Transport

. Solicited records delivered to it by users
« Alertscreated by the & CNMALERT verb

M essages generated by CNMPROC are sent to OCS users who have monitor
capability, and have a prefix of C to identify their origin.
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Figure 2-1.

OCS
Operator

Figure 2-1 showshow CNMPROC processesdataarrivingfromthe SNA network.
See Appendix B, About the CNM Interface.
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NEWS Facilities

NEWS comprises anumber of distinct facilities that combine to process records
received from the local host.

NCL Verbs and Procedures

NEWS providesavariety of NCL procedures, aswell asanumber of NCL verbs
and system variables, to perform different functions.

A summary of NEWS NCL verbs and system variablesis given below:

& CNMALERT
Sendsa CNM alert to alocal or remote NEWS system for processing.

& CNMCLEAR
Clears any outstanding Response Units (RUs) which have been solicited
by an & CNMSEND statement and not processed by an & CNMREAD
Statement.

& CNMCONT
Used within CNMPROC to send the current CNM record across specified
ISR links.

& CNMDEL
Used within CNMPROC to delete the current CNM record or stop the
current CNM record from being sent across specified ISR links.

& CNMPARSE
Produces tokenized data from the $SCNM mapped MDO used by NEWS.

& CNMREAD
Makes the next CNM record received from VTAM available to
CNMPROC, or the next outstanding RU available to auser procedure that
has solicited data using an & CNM SEND statement.

& CNM SEND
Sends an RU across the CNM interface.

& CNMVECTR
Vectorize a CNM record which was previously segmented.

& NEWSAUTH

Indicateswhether the user | D of theuser invoking aprocedureisauthorized
for NEWS (system variable).
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& NEWSRSET
Indicateswhether the user | D of theuser invoking aprocedureisauthorized
to delete records from the NEWS database (system variable).

& SNAM S
Provides the SNA Management Services interface which enables NCL
procedures to participate as management applications within an APPN
network.

For detailed information on NEWS NCL verbs and system variables, see the
Network Control Language Reference manual.

Unattended Solicitation

NEWS Commands
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NEWS supplies NCL procedures to solicit various types of network data,
including RTM, VPD, EC level data, FCS, and LPDA?2 data.

For information about the types of data solicited, see Appendix D, NEWSDevice
Solicitation Procedures.

A summary of NEWS commandsiis given below:

CNM
Starts and stops the VTAM CNM interface.

CNMTRACE
Definesatrace of recordsthat come acrossthe CNM interface. By default,
all trace dataiis recorded.

DEFALIAS
Defines an dias entry for the Alias Name Translation Facility of NEWS.

DELALIAS
Deletes an dias entry used by the Alias Name Trand ation Facility of
NEWS.

REPALIAS
Replaces an adlias name entry used by the Alias Name Translation Facility
of NEWS.

REQMS
Sends data across the CNM interface.

SHOW CNMTRACE
Displays active CNM trace requests.
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SHOW DEFALIAS
Displays one or more DEFALIAS entries used by the Alias Name
Trandation Facility of NEWS.

SHOW SNAMS
Displaysalist of all applications registered with SNA Management
Services.

SYSMON
L ogstheuser ontothe SystemMonitor residingina3600 or 4700 controller,
and sends data to the Monitor.

SYSPARMS
Initializes or modifies system parameter values.

XLATE
Performs name trandlation testing through the Alias Name Translation
Facility of NEWS.

For further information about these commands see the manual, Management
Services Command Reference.

Alias Name Translation Facility

2-12

NEWS providesVTAM diasnametranglation servicesfor thoselevelsof VTAM
that requirethisfunction. VTAM requestsalias nametranslation from NetMaster
for SNA if the CNM Routing table entry for the NetMaster for SNA CNM ACB
contains the translate-inquiry RU. When establishing cross-domain or
cross-network sessions, VTAM can request the tranglation of LU names, COS
names, and LOGMODE names.

Generic name definitions allow ranges of names to be translated by NEWS from
asingle translation definition. You display and maintain trandation definitions
by using NEWS commands—see the section, Maintaining Resource Alias Names,
on page 15-26.
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Reviewing and Reporting on Data

After data has been filtered and recorded in the NEWS database, you can review
it by usingthe NEWSmenusand full-screen panels, or haveit exported to adataset
for analysis by external systems.

If you want to analyze or report on NEWS datavia an external system, you need
to do one of the following:

. Usethe supplied user exitsto archive al required recordsto a sequential
dataset.

. Generate SMF records by activating SMF recording (see the section,
Maintaining the NEWS Database, on page 8-2).

If required, you can enable the generation of type 37 SMF records for all event,
attention, and statistics records that pass NEWS filtering.

NEWS also provides predefined reports. For information about these reports, see
the Unicenter NetMaster Network Management for SNA User’s Guide.
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How NTS Works

This chapter presents an overview of how the NTS component of NetMaster for
SNA works, and introduces concepts that you need to understand to gain the
maximum benefit from using this component.

This chapter discussesthe following topics:

Data Availableto NTS

How NTS Obtains Data

Network Definitions and Names Used by NTS
System Resource Utilization

Session Start Processing

Output Processing

System Event Generation

NTS Database

MAI Support

Use of ISR Links
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Data Available to NTS

The primary objectsthat concern NTS are network addressable units, also called
resources, and sessions between theseresources. Theresourcescan beinthesame
domain, in different domains, or even in different networks.

The datatypes availableto NTS are:

. Session awareness (SAW) data, which consists of session start and session
end natifications from VTAM

. Session datathat contains information about the performance and status of a
session, including:

Session trace data
Response time data
Route configuration data

Session Awareness (SAW) Data

To NTS, thelocal VTAM supplies SAW data relating to sessions that the local
SSCP maintains. This includes data about SSCP-SSCP, SSCP-PU, SSCP-L U,
LU-LU and CP-CP sessions.

If linked to other NTS systems, NTS can a so receive SAW datafrom VTAMSsin
remote domains.

Composition

SAW data consists of the following data:

. Session identification data, including:

Session partner names (or aliases, if applicable) and addresses
PCIDs

Session start and end time

Session type and class (such as: same domain, cross domain)

. Session connectivity data, including:

Explicit Route (ER)

Virtual Route (VR) and Transmission Priority (TP) that the sessionis

using
Logmode and Class of Service (CoS) table entries the session is using
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Session Trace Data

Composition

. Session hierarchy data, including:

- Controlling PU name

- Link name, and subarea PU name (where relevant) for each session
partner resource

. Session exception data, including:

- Sense codes describing any error conditions that occurred while the
Session was in progress

Through NTS, you can issue requests to VTAM to start tracing sessions that
involve resourcesin thelocal VTAM domain. Asaresult, NTS receivestrace
datafrom VTAM and associates it with session recordsin storage. NTS can also
solicit trace data collected by VTAMsin other, linked NTS systems.

Trace dataconsists of copiesof Path Information Units (PlUs) that flow on traced
sessions. PIUs are message units that comprise:

« A Transmission Header (TH)
« A Reguest/response Header (RH)
. Any Request/response Unit (RU)

In the case of session control RUs, the entire RU isincluded. Otherwise, for
performance reasons, only the first 11 bytes are retained. For details of how to
obtain extended trace information, see the STRACE command description in the
Management Services Command Reference manual.

Response Time Monitoring (RTM) Data
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RTM datais a measure of how long it takes for an operation to be transmitted
between adisplay station and a host.

NTS obtains the response time information from the cluster controller at session
end, then associates the response time obtained for a display station with the
session record in storage.

Note
In order for RTM datato be availableto NTS, the cluster controller must
support host programming. See your control unit’s customization guide for
information on setting this option.
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The cluster controller sends both solicited and unsolicited datato NTS. Thisdata
originatesfrom PUsthat implement RTM (3x74s or equivalent) for their attached
LUs.

NTS can also solicit RTM data collected by other NTS systems.

Composition

RTM data received from the cluster controller consists of:

. Boundary valuesin seconds:. these boundaries demarcate bucketsinto which
individual response times are counted; an overflow bucket is also provided.

. Bucket counts: these counts represent the total number of response times
within the specified boundaries since the beginning of the session, or since
the response times were last reset.

Route Configuration Data

NTSreceives both solicited and unsolicited route configuration datafrom VTAM
and other subareanodes. You can dynamically request ER and VR configuration
information from subarea nodes visibleto NTS.

Composition

Route configuration information includes:
. Source, destination, and adjacent subarea numbers

. Source, destination, and adjacent control point namesif the session involves
APPN

. Thestatus of theER, VR, and TP

. Session route information for the current APPN subnetwork if available

How NTS Obtains Data

NTS derives its data from these sources:

. Standard host access method interfaces (VTAM)
« Other NTS systems
. TheMultiple Application Interface (MAI) component of SOLVE:Access
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From VTAM Interfaces

VTAM isaware of al sessionsthat have at | east one session partner defined in its
domain. These sessions are presented to the local NTS system acrossaVTAM
interface, resulting in NTS building up an image of the logical network activity
within this domain.

VTAM interfacesto NTS include:

« A CNM interface, through which NTS requests are issued to VTAM, and
RTM, VR, and ER information is collected

. Aloca VTAM interface, through which thefollowing sessionsare conducted:

- AnLU-LU sessionwithVTAM for the collection of SAW data (and some
route configuration data)

- AnLU-LU session with VTAM for the collection of session trace data

Thelocal VTAM interfaceiscaled ISTPDCLU. To define the NTS side of the
interface, completethe NTS User Exit Details page of the SAW parameter group
inICS. Seethe Sarting NetMaster for SNA for the First Time chapter in the
Unicenter NetMaster Network Management for SNA Implementation Guide.

For information about controlling NTS data collection, see Chapter 9, Tailoring
NTS

Through Inter-system Routing Between NTS Systems

NTS uses the Inter-System Routing (I1SR) feature of Management Services to
obtain further information about cross-domain and cross-network sessions.

VTAM isonly aware of sessionsthat have at |east one session partner defined in
itsdomain. Itispossibleto centralize (or distribute) the monitoring of logical
network activity by expanding the sources of dataavailableto an NTS systemsto
include:

. SAW datacollected by NTS systems in other domains

. Session trace, accounting, and RTM data collected by NTS systems in other
domains

The other NTS systems may or may not be within the same SNA network.

Single Image Presentation
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Theuser of an NTS system that islinked to other NTS systemsiis presented with
asingle image of:

. The sessions between resources throughout the network(s)
. Theperformance and problem determination data collected for these sessions
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Thissingleimageis preserved in the NTS database and NTS SMF exit.

Complete knowledge of a session partner in another VTAM domain is available
only if the domains are connected by an INMC link that supports
Inter-System-Routing (ISR) processing. NTS usesthe facilities of appropriately
connected and configured | SR links between systems to exchange information.
To define I SR links, complete the ISRIN and ISROUT parameter groupsin ICS.

For information about completing the ISRIN and ISROUT parameter groups, see
the section, Defining Communications for NEWSand for NTS, on page 15-14.

For information about I SR links, see the Management Services Administrator
Guide.

Through MAI Sessions

MAI isacomponent of the SOLV E:Access product that allows a user to operate
multiple sessions concurrently. See the section, MAI Support, on page 3-10 for
further details.

MAI provides NTS with information about the logical relationship between the
real half sessionsthat formtheMAI virtual session. Whenthe MAI/NTSinterface
isfirstactivated, MAI providesNTSwiththisinformationfor all currently existing
MAI sessions. MAI then notifiesNTS as new MAI sessions are started.

Network Definitions and Names Used by NTS

3-6

NTS does not require definitions of the network or VTAM environment in which
it isexecuting. All such knowledge is derived by NTS through standard access
method interfaces. NTS panelsdisplay the network ID for the host VTAM under
which NTS runs.

Because NTS operatesin SNA Network I nterconnection (SNI) environments, all
NTSresource names are qualified by the network name (that is, both the resource
name and the network name are required to identify an SNA resource), and alias
names arefully supported. The network inwhich NTSisexecuting isawaysthe
assumed default. Therefore, the use of network qualified namesby NTSin a
singlenetwork environment (or within the default network inan SNI environment)
istotally transparent to the user.
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System Resource Utilization

NTS defines buffer poolsfor allocating all resource records, session records, and
trace datakept in virtual storage. No storageisallocated until NTS begins SAW
processing. Both storage allocation and NTS processing are carefully managed
to produce low system overheads and paging rates. In MV S/XA and above
systems, al NTS buffers are located above the 16MB line.

It is possibleto retain all session information and to trace all session activity on
most installations, with little or no loss of performance. This does, of course,
depend on the extent of system resource consumption during network operation.

Session Start Processing

As part of session start notification, this processing occurs:

1. VTAM passesto NTS the SSCP name or names that identify the domain or
domains in which the participating resources reside.

2. |f either resourcedoesnot resideinthelocal domain, NTSdetermineswhether
an ISR link to the NTS in the other domain exists.

3. If thereisasuitably configured link, NTSis ableto solicit session datafrom
the other domain; if not, data for the session will be incomplete.

4. NTSthen proceedsto classify the session.

Output Processing
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Session records can be queued for output processing by NTS for any of these
reasons:

. Session start notification—applies only to sessions for which accounting
information has been requested

. Forced logging by an operator through an NTSMOD command

. Session awareness close processing

« Normal end-of-session processing

For sessions placed on the output queue, logging commences immediately after
one of the following:

. Session start natification (accounting information is logged)
. Being force-logged by an operator
. Being closed by session awareness close processing
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Session End Processing

All dataassociated with an active session iskept in storage until the session ends.
When termination notification for asessionisreceived from VTAM, NTS queues
the session for output processing, which occurs as follows:

1. Firstly, NTS correlates all session data, such as session awareness data and
any other statistical or problem-determination data, waiting for the correlation
interval if necessary.

2. Thisfinal session dataisthen passed to auser exit, if oneisactive, and logged
in the NTS database (unless the user exit suppresses logging).

3. When output processing is complete, the session datais purged from storage
and is subsequently available (in the NTS database) as historical data only.

NTS User Exit Processing

If an exit isdefined, all session records scheduled for logging (thisis determined
by the record type) are first passed to thisexit. The exit can perform additional
record processing, and can set aflag to indicate that the record beignored by the
subsequent NTS logging function.

For further informationabout theNTS User Exitanditsfunctions, seeAppendix E,
Implementing the NEWS User Exit. The exit is also described fully in the
documentationincluded withthesampleexit, and withinthemacro DSECT named
SNMSMF, which are provided with NTS. The sample exit provides the record
layout for the NTS output data to be written to the system SMF repository.

System Event Generation
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Event Distribution Services (EDS) is acomponent of Management Services that
alows NCL proceduresto listen for and generate events.

If requested by means of SY SPARMS NTSEVENT, EDS generates events on
behalf of NTS at the following times:

Time Event Name

At session start $ENTS.SESSION.START
At session end $ENTS.SESSION.END
On session failure $SNTS.SESSION.FAIL

When RTM objectives are exceeded $ENTS.RTM.OBJ.EXCEEDED

A datafield containing all details relating to the session accompanies the event
notification. Any SNA sense code supplied appearsin the reference codefield of
the event notification.
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NTS Database

All information logged to the NTS database is session-related and is stored under
the session partner names. Together, the two network-qualified session partner
namesform a session name pair and each session logged inthe databaseistermed
asession incidence. For each session name pair, there exists amaster and a
cross-reference record, both of which are created when the first session for the
name pair islogged to the database. (For an example of how you can limit the
number of session namepairsstoredinthe NT Sdatabase, seethesection, Defining
Session Classes, on page 9-3.)

Session Keep Counts and Database Slots

The session incidence count for any given session name pair is restricted by the
session keep count. The default session keep count is 10, but this can be
modified—see Chapter 9, Tailoring NTS, in thismanual. Thisvalueis stored as
part of the master record when thefirst session incidence for a session name pair
islogged.

Each session incidence is allocated a single slot in the database. When a new
session isdueto belogged, the master record is checked to determine whether the
number of slots used for the session name pair has yet reached the session keep
count. If it has, then the oldest session incidence datais overwritten; otherwise,
anew database slot is allocated.

The advantage of database slotsisthat the key used to access session incidence
data can be reused, which means that database maintenance is minimized. For
example, if thedatabase currently containsas much dataasit will ever berequired
to hold, then it can be used for session logging indefinitely without requiring
reorganization. It takes sometimebefore the database reachessuch anideal state,
however.

An example of an implementation strategy and detail s of the space requirements
for the NTS database are given in Appendix |, NTS Sorage Estimates.

Connecting to the NTS Database
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By default, each time session awareness processing is started, NTS attemptsto
connect to the NTS database and prepares for logging. NTS searchesinternally
to find afile ID of NTSLOG, in the same way that an NCL procedure searches
for afileto connect to. Thisenablestheinstallation to determine both the dataset
name and DD name of the NTS database, and allows the database to be opened
viaany of the options available on the UDBCTL command. (The UDBCTL
command is a Management Services (MS) command used to open VSAM files
and to optionally allocate an internal file ID. See the Management Services
Command Reference for a complete description of these commands.)
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If an error occurs in the NTS database during output processing, the NTSLOG
filelD isreleased. NTS continuesto function normally without a database, apart
from the fact that it cannot perform database logging until you alocate and open
anew database. (See the section on connecting and disconnecting the NTS
database in Chapter 11, Maintaining NTS))

MAI Support

TheMultiple Application Interface (MAI) component of SOLV E:Access enables
youto operate multiplesessionssimultaneously For moreinformationabout MAI,
see the SOLVE: Access User’s Guide or the SOLVE: Access | mplementation and
Administration Guide.

What Is an MAI Session?

3-10

An active MAI session consists of two real SNA sessions. MAI relates these
sessions by transferring data received for one session across to the other. The
result isthat, to the user, the endpoints of two distinct sessions appear to bein
session with one another.

For the purposes of identification, the sessions related by MAI are termed the
primary and secondary half sessions of an MAI virtual session. These half
sessions, which aretransparent to the M Al user, comprise thefollowing elements:

« Theprimary haf session hasan application asits primary session partner and
an MAI ACB (an ACB defined to SOLVE:Access for the use of MAI) asits
secondary session partner.

. Thesecondary half session has SOLVE:Access asits primary partner and, in
most cases, aterminal asits secondary partner.

Thisprocessisillustrated in Figure 3-1.
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Figure3-1. MAI Session
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User sees this MAI virtual session

VTAM presents NTS with SAW data for each of the MAI half sessions, but is
unawarethat they arelogicaly related. MAI, viathe NTS/IMALI interface, advises
NTS that the half sessions are logically related.

Thisrelationshipispresented on aspecial MAI Session Configuration panel. (You
can display a Session Configuration panel for each of the half sessions.) Seethe
NetMaster for SNA User’s Guide for more information about the NTS Session
Configuration panel.

The MAI/NTS Interface
When active, NTSisaware of al real sessionsthat have at |east one partner inits
domain. Using the NTS/MAI interface, MAI provides NTS with information
about the logical relationship between the real half sessionsthat form the MAI
virtual session or sessions.
Fromthis, NTSbuildsinformation from thetwo half sessionsinto asinglevirtual
session. Thisvirtual session can be listed, selected, and displayed in the same

manner as real sessionswithin NTS.

No RTM datais collected or available for MAI| sessions.
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Logging MAI Sessions to the NTS Database

When an MAI session islogged to the NTS database, NTS checksif any trace or
accounting data, or both, isflagged as availablefor the MAI session. If thisisthe
case, NTS logs the trace or accounting data (or both) collected for the primary
half session with the MAI session incidence record. (Thisavoidsthe needtolog
the primary half session to the database if the MAI session isthe preferred record
of the session incidence.)

Logging MAI Sessions to the NTS User Exit

Theuser ID of the user who started the MAI sessionisprovided by the MAI/NTS
interface. Thisdatais passed tothe NTS user exit in an additional field added to
the session configuration section of thetype 39 SMF record (see Appendix G, NTS
SMIF Record Formats). This field contains nulls for non-MAI sessions.

Use of ISR Links

A largeinstallation can have many systems active in many domains, and on a
number of hosts. These systems can be linked by ISR links.

ISR links can be used by NTSin two ways:

. For session configuration data sharing
. By NTSSingleImage

Session Configuration Data Sharing

3-12

In amulti-host environment, the session configuration data availableto NTS for
across-domain session isincomplete, because only theinformation relating to the
session partner owned by thelocal VTAM systemisvisibleto NTS. However, if
another NTS system is running on the remote VTAM to which the other session
partner is defined, it will have captured the missing data. Under such
circumstances, the respective NTS systems are in a position to exchange data, so
that both systems can complete their records.

Theexchange of session configuration dataoccursautomatically if thereisan ISR
link between the two systems, as shown in Figure 3-2.

Note
Links should be established before session awareness processing is
activated, to ensure the collection of complete session configuration data.
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Figure3-2. Transfer of Session Data via an ISR Link

Domain B

Domain A

Resource B1

session
ISR LINK

NTS B Resource B2

VTAM in domain B supplies NTS B with data relating to the session between
resources B1 and B2, which in turn is forwarded to NTS A.

Arrowheads indicate flow of data.

NTS Single Image

NTS-SI uses ISR to share session awareness and session configuration data
between NTS systems, when theremote NTS systems have available session data
that would not normally be available to the local NTS system. If you configure
your ISR links correctly, this session information can be shared amongst NTS

systems (see How NTS-S Works, on page C-14).
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How NCS Works

Network Control Services (NCS) provides summary displays of resource types,
and graphic displays of individual resources and their subordinate nodes.

This chapter discusses the following topic:
. How NCS Works
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How NCS Works

NCS functions by issuing VTAM Display commands and interpreting the
responses received.

It also collaborates with other, linked NetMaster for SNA systems, by using the
Inter-M anagement Services Connection (INMC) facility. VTAM Display
commands can be executed on other NetMaster for SNA systemsin other VTAM

domains for processing, and responses can be returned to the original NCS for
display, as shown in Figure 4-1.

Note

This can occur only if the user has access to the other NCS, and the user IDs
in both systems are the same.

Figure4-1. Transfer of NCS Data Across an INMC Link

Domain A Domain B

display | NCS A commands NCSB |
A » A
resﬁonses INMC LINK respérnses
comTands | responses | comm‘?\nds
VTAM A VTAM B

NCS in domain A sends VTAM Display command requests to NCS in domain B,
which returns responses. These responses can be displayed by NCS A.
Arrowheads indicate flow of data.

Access to Configuration Data

To be ableto list configuration data, NCS needs to be integrated with a
configuration management database. See Chapter 12, Tailoring NCS.
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How NCPView Works

NCPView monitors IBM 3720, 3725, 3745, and 3746-900 communications
processors that are running NCP version 4, 5, 6, or 7.

Note
Although NCPView can obtain information about a 3746-900

resource. NCPView obtains what information it can about a 3746-900
communications processor from the associated 3745 processor.

communications processor, it cannot communicate directly with this type of

This chapter discussesthe following topic:
. How NCPView Works

Chapter 5.  How NCPView Works
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How NCPView Works

NCPView obtains NCP data viathe VTAM secondary program operator (SPO)
interface, by using VTAM display commands.

NCPView identifies NCPs at initialization by issuing a
D RSCLIST,IDTYPE=PUT45 command.

NCPView obtains its information about the NCPs viathe standard VTAM
command—D NET,NCPSTOR,ADDR=xx.

Alternatively, NCPView can obtain its information from an NCP unformatted
dump. Thisisachieved by NCPView reading a section of storagein the
unformatted dump instead of issuing aD NET,NCPSTOR,ADDR=xx command.

See Chapter 13, Tailoring and Controlling NCPView.

NCPView and Connected Domains

5-2

You canview all the NCPsin your enterprise from one domain, provided that you
are operating in a multisystem environment supported by Automation Services.

For further details, see the chapter, Administering a Multisystem Environment, in
the Automation Services Administrator Guide.
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Administering NetMaster for

SNA

This chapter describesthe following topics:

Performing Administrative Tasks

Implementing Features

Customizing Fecilities

Tailoring the NetMaster for SNA Startup Procedure
About Security

Defining User Exits
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Performing Administrative Tasks

To use the NetMaster for SNA facilities that have been authorized for your use,
you can perform various administrative tasks to implement and customize the
facilities to suit your installation.

Implementing Features

Thetasks required to implement various features are described in the following
sections. Many of thesetasksareperformed using | CS parameter groups, asshown

in Table 6-1.

Table 6-1. Implementing NetMaster for SNA Features

To implement...

Use parameter
group...

See section...

The Network NSCNTL Implementing the Network Services

Services Control file Control File (NSCNTL), on page 6-3

NEWS databases NEWS Implementing NEWS Databases, on
page 6-3

The NTS log NTS Implementing the NTS Log

database Database, on page 6-4

Your initialization SNAINIT Identifying Your Initialization

procedure Procedure (SNAINIT), on page 6-5

NSCNTL cache NSCNTLCACHE Implementing NSCNTL Cache

options Options, on page 6-5

NEWS database NEWSDBOPTS Implementing NEWS Database

logging options Logging Options (NEWSDBOPTS),
on page 6-6

Event filters CNMFILTERS Implementing Event Filters
(CNMFILTERS), on page 6-7

Performance CNMPERFOBJ Implementing Performance

objectives for event Objectives for Event Recording

recording (CNMPERFOBJ), on page 6-8

SMFeventrecording SMFT37 Implementing SMF Event

options

Recording Options (SMFT37), on
page 6-8
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Table 6-1. Implementing NetMaster for SNA Features

To implement... Use parameter See section...
group...
The PPI receiver PPINETVALRT Implementing the PPI Receiver

(PPINETVALRT), on page 6-9

Device support DEVICESUPP Implementing Device Support
Diagnostics (DEVICESUPP), on
page 6-9

Implementing the Network Services Control File (NSCNTL)

Step 1.

Step 2.

Step 3.

Step 4.
Step 5.

Step 6.

You need to define a Network Services (NSCNTL) database for your product
region. To do this:

Enter /ICS at a===> prompt. The ICS : Customization Parameters panel is
displayed.

Enter U beside the NSCNTL parameter group. The NSCNTL - NSCNTL File
Specifications panel is displayed.

Enter theNSCNTL FilelD. Thisspecifiesthefilename of your Network Services
(NSCNTL) database, which is arequired database.

For information on the remaining fields, press F1 (Help).
Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.

Implementing NEWS Databases

P01-166

You can define the following NEWS databases for your product region:

. Network Error (NEWSFILE) database
. Network Error Backup (NEWSBKP) database.

Note
If you do not define the NEWSFILE database, no CNM events can be saved.
If you do not define the NEWSBKP database, you cannot perform an online
reorganization of the NEWSFILE database.
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Step 1.

Step 2.

Step 3.

Step 4.

Step 5.

Step 6.

Step 7.

Step 8.

Step 9.

To define the NEWSFILE and NEWSBK P databases:

Enter /ICS at a===> prompt. The ICS : Customization Parameters panel is
displayed.

Enter U beside the NEWS parameter group. The NEWS - NEWS File
Specifications panel is displayed.

Enter the NEWS Database File ID. This specifiesthe file name of your Network
Error database. If you do not enter a value here, no Network Error databaseis
allocated.

Complete the remaining fields on the panel. For information on the fields, press
F1 (Help).

Press F8. The second panel for this parameter group is displayed.
Enter the NEWSBKP Database File ID. This specifies the file name of your
Network Error Backup database. If you do not enter a value here, no Network

Error database is allocated.

Complete the remaining fields on the panel. For information on the fields, press
F1 (Help).

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.

Implementing the NTS Log Database

6-4

Step 1.

Step 2.

Step 3.

You can define a Network Tracking Log (NTSLOG) database for your product
region.

Note
If you do not define the NTSLOG database, no session awareness or session
trace data can be saved.

To define the NTSLOG database:

Enter /ICS at a===> prompt. The ICS: Customization Parameters panel is
displayed.

Enter U besidetheNT Sparameter group. TheNTS- NTSLOG File Specifications
panel is displayed.

Enter theNTSLOG DatabaseFilelD. Thisspecifiesthefilenameof your Network

Tracking Log database. If you do not enter a value here, no NTSLOG database
is allocated.
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Step 4.

Step 5.

Step 6.

Complete the remaining fields on the panel. For information on the fields, press
F1 (Help).

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.

Identifying Your Initialization Procedure (SNAINIT)

Step 1.

Step 2.

Step 3.

Step 4.

Step 5.

A defaultinitialization procedure, SNSINIT, isprovided with NetM aster for SNA.
If you make a copy of this procedure and customize it, you need to identify your
customized initialization procedure to NetMaster for SNA.

To identify a customized initialization procedure:

Enter /ICS at a===> prompt. The ICS : Customization Parameters panel is
displayed.

Enter U beside the SNAINIT parameter group. The SNAINIT - NetMaster for
SNA Init Process panel is displayed.

If you have copied and customized the default initialization process, SNSINIT,
enter your process hame under NetMaster for SNA Initialization Details.

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.

Implementing NSCNTL Cache Options

P01-166

By setting an optimum cache size for the Network Services Control File, you can
improve the performance of NEWS processing by eliminating as much VSAM
activity as possible.

The Control Fileis a database that controls all NEWS CNM record processing.
The Control File contains codes and messages that are used to control NEWS
functions. It isfront-ended by a cache that holds the most recently retrieved
records from the Control File. Once full, the cache discards an infrequently
referenced record when a new record is added.

Note
The cacheisanin-storage vartable. Actioning this parameter group resultsin
the vartable being deleted and redefined.
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Step 1.

Step 2.

Step 3.

Step 4.

Step 5.

To implement the NSCNTL cache options:

Enter /ICS at a===> prompt. The ICS : Customization Parameters panel is
displayed.

Enter U beside the NSCNTLCACHE parameter group. The NSCNTLCACHE
- NSCNTL Cache Size panel is displayed.

Enter a value in the Maximum Number of Records Cached field, or |leave the
default value.

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.

Implementing NEWS Database Logging Options (NEWSDBOPTS)

Examples

6-6

Step 1.

Step 2.

Step 3.

Step 4.

Step 5.

You can control the performance of record logging to the NEWS database by
implementing the NEWS Database Recording Options parameter group. This
parameter group controls how many records are stored on the NEWS database for
each resource name, per category.

To implement these options:

Enter /ICS at a===> prompt. ThelCS: Customization Parameters panel is
displayed.

Enter U beside the NEWSDBOPTS parameter group. The NEWSDBOPTS -
NEWS Database Recording Options panel is displayed.

For each category shown, enter the maximum number of records to be captured,
or leave the default value. For further information, press F1 (Help).

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.

Torecelveawarning message every timeadeviceinformation record isdiscarded,
type the value 1 in the Device Information field.

To receive no warnings after the initial notification that logging has been
suspended, type 0 in the Device Information field.
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Implementing Event Filters (CNMFILTERS)

Step 1.

Step 2.

Step 3.

Step 4.

Step 5.

Step 6.

Examples

P01-166

You can control how NetMaster for SNA processes network events by defining
which events are to be recorded, how they are to be processed, and what severity
alert NetMaster for SNA isto generate. You do this by implementing the Event
Recording Filters parameter group.

Theuseof resource masksrestrictsthe processing of event recordsto only asubset
of the network. The Event Recording Filters parameter group allows you to set
resource masks for further filtering of recordswithin the selected event type. You
can specify any combination of include or exclude mask type for an event type.
To implement the Event Recording Filters parameter group:

Enter /ICS at a===> prompt. The ICS : Customization Parameters panel is
displayed.

Enter U besidethe CNMFILTERS parameter group. The CNMFILTERS - Event
Recording Filters panel is displayed. This panel has ten pages (each with two
types of event filter) that you can scroll through to define filters for each event
category. For alist of event types, see the section, Events, on page 2-6.

For each event category, enter the Processing Option and Alert Severity, if you
want to change the default values.

For each event category for which you want further filtering, define an Include
Mask or an Exclude Mask. For further information, press F1 (Help).

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.

To prevent an event generating an aert that is displayed on the Alert Monitor,
specify an Alert Severity of 0.

To write an event to the Events Category, specify a Processing Option of E.
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Implementing Performance Objectives for Event Recording (CNMPERFOBJ)

Step 1.

Step 2.

Step 3.

Step 4.

Step 5.

The Performance Objectives parameter group allows you to set threshold values
for certain network statistics that cause a performance event to be created when
the values are reached or exceeded.

The network statistics used for performance objectives are:

. 3X74 RTM Data
. RECMS Sttistics
. FCSRECFMS 04 Data

To define performance objectives:

Enter /ICS at a===> prompt. ThelICS: Customization Parameters panel is
displayed.

Enter U beside the CNMPERFOBJ parameter group. The CNMPERFOBJ -
Performance Objectives panel isdisplayed. This panel has three pages that you
can scroll through to define performance objectives for each type of event.

For each type of event, enter the threshold values for a performance event to be
created. For further information, press F1 (Help).

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.

Implementing SMF Event Recording Options (SMFT37)

6-8

Step 1.

Step 2.

Step 3.

By setting SM F recording options, you can control the generation of SMF records
from NEWS events and statistics.

When turned on, these options cause CNMPROC to write the specified NEWS
records to the SMF filein type 37 format.

To set these options:

Enter /ICS at a===> prompt. ThelICS: Customization Parameters panel is
displayed.

Enter U beside the SMFT37 parameter group. The SMFT37 - SMF Type 37
Recording Options panel is displayed.

Enter avalue in the Events and Attentions field to specify the types of NEWS

event records for which you want SMF records to be written. For further
information, press F1 (Help).
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Step 4.

Step 5.

Step 6.

Enter avauein the Statistics field to specify whether you want SMF records to
be written for statistics.

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.

Implementing the PPI Receiver (PPINETVALRT)

Step 1.

Step 2.

Step 3.

Step 4.

Step 5.

Step 6.

The PPI receiver processes external eventsthat are queued to the NETVALRT
PPI resource by other tasks. To define details for starting and stopping the PP
receiver:

Enter /ICS at a===> prompt. The ICS: Customization Parameters panel is
displayed.

Enter U beside the PPINETVALRT parameter group. The PPINETVALRT -
NETVALRT PPl Receiver Process panel is displayed.

Specify YES or NO inthe Initially Active? field. Thisfield indicates whether to
start the PPI receiver during initialization.

Specify YES or NO in the Currently Active? field. This field indicates whether
to start or stop the PPl receiver now.

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.

Implementing Device Support Diagnostics (DEVICESUPP)

P01-166

Step 1.

Step 2.

Step 3.

Step 4.

Step 5.

News device support alows you to diagnose problems with SNA controller
devices. TheDEVICESUPP parameter group allowsyouto specify which options
are to be displayed on your SNA : Device Support Diagnostic Menu. To do this:

Enter /ICS at a===> prompt. ThelICS: Customization Parameters panel is
displayed.

Enter U besidethe DEVICESUPP parameter group. The DEVICESUPP- Device
Support Diagnostics Menu panel is displayed.

For each option shown, enter Y ESor NO to control whether theoptionisdisplayed
on the Device Support Diagnostics Menu. For further information, press F1

(Help).

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.
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Customizing Facilities

Thetasksrequired to customizefacilitiesfor various features are described in the
following sections.

Customizing NEWS Facilities

To customize NEWS facilitiesin your NetMaster for SNA region, you can update
the following parameter groups that you reviewed when implementing your
region:

. NEWSFile Specifications
. NEWS Database Logging Options

See the Unicenter NetMaster Network Management for SNA Implementation
Guide.

You can also do the following:

. Review your NEWS parameters to suit your installation. For detailed steps
about tailoring NEWS parameters and operational characteristics, see
Chapter 7, Tailoring NEWS.

. Manage your network focal points and entry points by using the
NEWS : Control Functions Menu. For details about managing foca points
and entry points, see Chapter 8, Maintaining the NEWS Database.

Customizing NTS Facilities

To customize NTS functions to suit your installation, use the SY SPARMS and
DEFCLASS commands. These commands are normally included in the
NetMaster for SNA initialization procedure, SNSINIT.

For details about the SNSINIT procedure review, see the section, Tailoring the
NetMaster for SNA Sartup Procedure, on page 6-11.

Customizing NCPView Facilities

6-10

To customize NCPView facilitiesto suit your installation, you can:

. Tailor the NCPView NCL exit.
. Define additional NCPs to be monitored.

For further details, see Chapter 13, Tailoring and Controlling NCPView.
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Customizing NCS Facilities

To customize NCS facilitiesin your NetMaster for SNA region, you can:

. Limit the size of display listsand individua node displays
. Integrate NCS with a configuration management database

For further details, see Chapter 12, Tailoring NCS.

Tailoring the NetMaster for SNA Startup Procedure

The$NSINIT procedureisexecuted during NetMaster for SNA initialization and
is designed for actions specific to NetMaster for SNA .

You must review the SNSINIT procedure for the following purposes:

. Toenable NetView operator command emulation, if required.
. TosetupNTS.

Note
SNSINIT isthe default procedure. If you copy this procedure and customize
it, you need to identify your customized procedure in the SNAINIT
parameter group in ICS (see Identifying Your Initialization Procedure
(SNAINIT), on page 6-5).

Enabling NetView Operator Command Emulation

If you have NetView at your installation, you can use the same NetView operator
commandsin NetMaster for SNA. To enable this facility, perform these steps:

Step 1.  Add the following statement to the SNSINIT member.
EXEC $VWCALL OPT=INI'T
Alternatively, if this statement already exists, remove the comment symbols (-«)

beside the statement.

Step 2. Review the command emulation table entries contained in the CAS table with
the name EQUATES and application ID of $VW. For information on reviewing

P01-166 Chapter 6. Administering NetMaster for SNA 6-11



Step 3.

Setting Up NTS

and modifying table entries, see the section, Modifying Table Entries, on
page 14-2.

Action the SNAINIT parameter group in |CS for the changes to take effect. See
Identifying Your Initialization Procedure (SNAINIT), on page 6-5.

In the SNSINIT procedure, review the following:

« SYSPARMS parametersto control NTS functions
. DEFCLASS commandsto control NTS data collection

These are administrative tasks that you can perform either now or after startup.
For details about the SY SPARMS parameters for NTS, and how to set up NTS
data collection, see the following:

« Chapter 9, Tailoring NTS, and Chapter 10, Collecting NTS Data, in this
manual

« Theappendix titled SYSPARMS Operands in the Management Services
Administrator Guide

About Security

6-12

Access to a product region is controlled by the User ID Access Maintenance
Subsystem (UAMS).

NetMaster for SNA supplies five sample group definitions that are generated
during installation. These groups and their characteristics are described below:

.  $RMADMIN—administrator—thisgroup of usershasaccesstoall NetMaster
administrative functions, such as adding users. An administrator has access
to all the menu options and is authorized to delete database records.

.  $RMBUSER—background user—this group of users has region or engine
component authorization.

. $RMMON—monitor—thisgroup of usershasaccessto arestricted subset of
NetMaster functions. A monitor user does not have access to all the menu
options and can browse but not update or del ete database records.

.  SRMNOPER—network operator—this group of users has similar access to
NetMaster functions as an operator. Network operators can manage network
operations but are not authorized to manage system operations.
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.  SRMOPER—operator—this group of users has access to arestricted subset
of NetMaster functions. An operator does not have accessto al the menu
options and is not authorized to del ete database records.

Note
Do not modify the supplied $SRMBUSER group definition, because this
could impede the operation of the NetMaster product.

Security Considerations for Existing Users

If you are using a pre-existing UAMS database, perform the following tasks to
ensure that users are properly authorized to operate in the region:

. Ensure that the group definitions are authorized for NetMaster for SNA.

. Ensurethat the background usersare defined by using the SRMBUSER group
definition.

Checking Existing User Group Definitions
Ensurethat the group definitionsare authorized for NetMaster for SNA asfollows:

Step 1. Enter the/UAMS shortcut to accessthe UAMS : Primary Menu.

Step 2. Typel at the===> prompt and $RM in the User field. The group definitions are
listed.

Step 3. Update each of the SRMADMIN, $RMBUSER, $RMMON, $RMNOPER, and
$RMOPER definitions to ensure that the following fields are specified correctly:

Panel Field Value

3rd Network Management field on the Access Authorities Y
panel

8th NEWS Access field on the Network Management Y
Details pand

8th Reset Authority field on the Network Management N for
Details panel $RMMON;

Y for others

8th NTS Access field on the Network Management Details Y
panel

8th NCS Accessfield onthe Network Management Details Y
panel
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8th NCPView Authority field on the Network Management 1
Details pand

Customizing Existing Background User Definitions

The SRMBUSER group definition for background regionsis defined when a
product region starts the first time. The following UAMS background user
definitions (where xxxx is the domain I D) are also generated and linked to the
UAMS group:

User ID Description
XOXXAOMP  AOM procedure
xXXXXBLOG Logger
XXXXBMON Monitor
XXXXBSVR Server

XXOXBSY S System
XOXCNMP CNM procedure

xxXLOGP Log procedure

Note
The domain ID of the region is specified in the RUNSY SIN member during
setup.

Updating Background User Definitions

6-14

Step 1.

Step 2.

Step 3.
Step 4.

Step 5.

If you set up your region by using a pre-existing UAM S database in which the
background users are already defined for your region, those background user
definitionsare not replaced. To enable the new region to work correctly, you must
update those background user definitions by associating the definitions to the
$RMBUSER Group ID. You can do this by completing the following steps:
Enter the /UAM S shortcut. The UAMS : Primary Menu is displayed.

Enter L at the ===> prompt and xxxx in the User field. A list of the background
user definitionsis displayed.

Update the background user ID by entering $SRMBUSER in the Group ID field.
Press F3 (File) to file the change.

Repeat steps 3 and 4 for each of the background user I1Ds.
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Step 6.

Step 7.

After you finish updating the user definitions, enter =CM D at the ===> prompt
to access the NetMaster : Command Entry panel.

Enter the following command for each of the background users to invoke the
changes.

SUBM T USER=backgr ound-user-id SI GNON
The following example invokes the changes for the background logger:

SUBM T USER=xxxxBLOG SI GNON

Defining User Exits
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If you have NEWS or NTS user exits, then define them to NetM aster for SNA by
using the CNM and SAW parameter groupsin ICS. Seethechapter titled Sarting
NetMaster for SNA for the First Time in the Unicenter NetMaster Network
Management for SNA Implementation Guide.

For details about how to implement the NEWS user exit, see Appendix E,
Implementing the NEWS User Exit, in this manual.

For details about how to implement the NTS user exit, see Appendix F,
Implementing the NTS User Exit, in this manual.
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Tailoring NEWS

NEWS can be operated and used immediately following the installation of
NetMaster for SNA. However, you can at any time change certain parametersto
tailor its operational characteristics.

Thischapter discussesthewaysinwhichyoutailor theuseand operationof NEWS
to the requirements of your installation. The information is presented as a series
of stepsto be performed. Each step requires Management Services System
Support functions to be performed online.

This chapter describes the following topics.
. Reviewing Parameters to Send and Receive CNM Data
. Reviewing NCP Parameters and Operations

« Customizing Device Configuration
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Reviewing Parameters to Send and Receive CNM Data

To send and receive CNM data, you heed to set fieldson thefirst page of the CNM
parameter group.

In the CNM parameter group, specify the required CNM ACB name. The CNM
ACB name is the name of the ACB used to send and receive CNM requests and
responses, and optionally, used to receive unsolicited CNM data.

Note
If the ACB specified is unable to receive unsolicited CNM data, then the
name of the NetMaster for SNA or NetView region where it resides must be
specified in the ISR Link Name field on the ISRIN Initialization Parameters
panel.

Seethe section, Defining Communicationsfor NEWSand for NTS, on page 15-14.

Tailoring NEWS Database Options

The NEWS database options allow you to control how many records are stored
on the NEWS database for each resource name, per category.

To implement the NEWS database options, use the NEWSDBOPTS parameter
group in ICS. Seethe section, Implementing NEWS Database Logging Options
(NEWSDBOPTS), on page 6-6.

Reviewing NCP Parameters and Operations

7-2

TheNCP generatesstati sticsrecordswhenever certaininternal countersoverflow.
Generally speaking, the counters for SNA devices overflow fairly frequently
because the transmission counters include poll-type transmissions, and so the
arrival rate of statistics for those devicesis normally high. The counters for
non-SNA devices, however, include only datatransmissions, and by default wrap
only after 65535 transmissions or 255 temporary errors. The arrival rate for
statistics records for these devices can be quite low.

To adjust the statistics arrival rate for both SNA and non-SNA devices, specify
the SRT NCP generation parameter. You might specify it on a PU macro for an
SNA controller, or aTERMINAL macro for anon-SNA terminal. It issuggested
that the parameter be utilized, particularly for non-SNA devices, so that statistics
can be kept as current as possible.
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Another concern for statistics collection isthat of network shutdown. Whenever
VTAM varies an NCP inactive, that NCP delivers statistics for all devices
connected to it. If network shutdown is effected using the Z NET,QUICK
command, VTAM varies al NCPsinactive, which then deliver their statistics.
However, it is probable that Management Servicesis terminating because of the
Z NET,QUICK command and therefore will not accumulate those statistics.

It is recommended that an orderly network shutdown be implemented whereby
all NCPs are made inactive before VTAM is halted.

Customizing Device Configuration

LPDA Support

Step 1.

Step 2.

RTM Support
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Step 1.

Step 2.

You might consider customizing the configuration to include the following
features:

. LPDA support
. RTM support
. FCSsupport

If 386X type modems are used in the installation, then do this:
Consider the inclusion of LPDA support.

Set the LPDATS operand on the LINE macro to YES, or the solicitation of link
status and DTE data from such devices will fail.

To be able to utilize the support NEWS provides for the 3x74 RTM feature, you
must customize the controller for host support. To do this:

During the customization process for the 3x74, select any one of the options
avail able which provide host support. The specific option depends on your other
requirements.

Configure the default RTM definition and boundary values for all attached
devices. These values can subsequently be changed by NEWS.
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FCS Support

7-4

In order for NEWS to converse with a 3600/4700 controller, the controller must
include the expanded System Monitor with Communications Network
Management/Controller Support (CNM/CS). For further information on the
generation statements required and CNM support, see the appropriate 3600/4700
Subsystem Instruction and Macros Reference, Programmer’s Guide, System
Programmer’s Guide, Component Descriptions, and Principles of Operation
manuals.
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Maintaining the NEWS
Database

The NEWS Control Functions allow you to set NEWS parameters and tune the
various features of NEWS after you have installed NEWS.

This chapter discussesthe following topic:
. Maintaining the NEWS Database
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Maintaining the NEWS Database

You canimprovethe capacity of the NEWS database by deleting databaserecords
or by reclaiming unused VSAM space.

The Database Maintenance panel allows you to del ete specific records from the
database, delete all records, or perform amanual reorganization of the database
to reclaim VSAM space.

Enabling and Disabling CNMPROC Logging Options

8-2

Step 1.

Step 2.

Step 3.

Step 4.

Step 5.

Step 6.

The CNMLOGGING parameter group alows you to turn logging on and off for
the NEWS database and to definewhat isto happen if the NEWS databaseisfilled:

. Logging areminder message after a specified number of lost records
«  Whether or not to automatically reorganize the NEWS database

To implement the CNMPROC logging options:

Enter /ICS at a===> prompt. TheICS: Customization Parameters panel is
displayed.

Enter U beside the CNMLOGGING parameter group. The CNMLOGGING -
NEWS Database Logging Options panel isdisplayed. This panel has two pages
that you can scroll through to define CNMPROC logging options.

Onthefirst page, enter avalueinthe Logging Active?field if you want to suspend
(NO) or resume (YES) logging.

On the second page, enter avalue in the Lost Record Reminder and Auto-reorg?
fields, or leave the default values. These values specify what is to happen if the
NEWS database is filled. For further information, press F1 (Help).

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.
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Accessing Database Maintenance
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To access Database Maintenance, enter /SNADBA at a===> prompt. The
NEWS : Database Maintenance menu is displayed.

Figure8-1. NEWS: Database Maintenance Menu

Sel ect Option ===>

Del ete Records Cenerically by Date and/or Node
Del ete ALL NEWS Dat abase Records

Perform Re-org of NEWS Dat abase

Exi t

For generic deletion, option 1
Keep Date ===> (Only ol der records are deleted )

Node Nane ===> ( Name of specific node for deletion, or
Nane* for a generic name, * for all nodes )

Del ete Masters ===> N ( YN - Nonly detail records are deleted,

(Options 2 and 3 proceed only after confirnmation by the user)

o

- Y master and detail records are del eted)

The panel alowsyou to do this:
. Choose an option from the following:

- Delete specified records
- Deleteadl records
- Perform areorganization of the NEWS database.

. If deleting specific records, specify the relevant parameters.
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Deleting Records Generically by Date and/or Node

To delete specified records generically, from the NEWS : Database Maintenance
menu, do this;

Step 1. Choose option 1 - Delete Records Generically by Date and/or Node.

Step 2. Specify parameters for generic record deletion, by doing the following:

a

In the Keep Date field, specify a date to delete any records that arrived
before the specified date. For details of date formats, press F1 (Help).

In the Node Name field, specify one of the following:
- A node name

- A generic node name, by typing a generic node name and the wild
character *

- All nodes, by typing the wild character *

IntheDeleteMastersfield, typeY to del eteboth master and detail records,
or N to delete only detail records.

The Master record contains information, within arecord category for a
specific node, about when detailed records were collected, the record
count, and the record collection period.

Detail records contain detailed information for a specific node.

A pandl isdisplayed showing the number of detail records deleted, the number of
master records updated, and the number of master records del eted.

Note

If you deleted large numbers of records, it is suggested that you perform a
database reorganization to reclaim unused VSAM space. For information
about how to do this, see the section, Reorganizing the NEWS Database,
below.

Deleting All Records

8-4

To delete dl records from the NEWS database, from the NEWS : Database
Maintenance menu, choose option 2 - Delete All NEWS Database Records. A
confirmation message is displayed.

Note

After clearing the database, it is recommended that you perform a database
reorganization to reclaim unused VSAM space. For information about how
to do this, see the section, Reorganizing the NEWS Database, bel ow.
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Reorganizing the NEWS Database

Step 1.

Step 2.

Step 3.

Reorganizingthe NEW S database allowsyouto reclaim any unused VSAM space.

Note
NEWS can perform automatic database reorganization if you enable the
Auto Re-org facility by using the CNMLOGGING - NEWS Database
Logging Options panel in ICS. For information about how to do this, seethe
section, Enabling and Disabling CNMPROC Logging Options, on page 8-2.

Before you reorganize the database, ensure you have appropriate VSAM
definitions. To do this:

Review the VSAM cluster definition of NEWSFILE onthe NEWS - NEWSFile
Specifications panel in ICS.

Ensure that the NEWSFILE is defined with the REUSE option. For some levels
of VSAM, thisisonly possible where the dataset has been sub-allocated.

Review the backup file (NEWSBKP) definition on the NEWS - NEWS File
Specifications panel in ICS.

Ensure that the backup dataset is large enough to contain all database records.
Ensure that the NEWSFILE file ID has been freed by all procedures. To do this,

go to OCS (=0) and enter SHOW UDBUSERS to check that the NEWSFILE is
not being used.

For more information, see the section, Releasing the NEWSFILE from
CNMPROC, below.

Releasing the NEWSFILE from CNMPROC
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The NEWSFILE file ID would normally be in use by CNMPROC and any users
currently using NEWS optionsinvolving access to the database. Certain options,
such asthe System Support Services menu, are entered without all ocating thefile
until a specific requests required its use.

You can release the NEWSFILE from CNMPROC by suspending database
logging, using the CNMLOGGING parameter group in ICS. For information
about how todothiss, seethe section, Enabling and Disabling CNMPROC Logging
Options, on page 8-2.
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Manually Reorganizing the Database

8-6

To manually reorganize the NEWS database, from the NEWS : Database
Maintenance menu, choose option 3 - Perform Re-org of the NEWS Database.

Note
This action invokes NCL procedure SNWCNMRO which builds IDCAMS
control statements and calls the utility program UTIL0007 to attach
IDCAMS and perform the actual reorganization.

If the reorganization is successful, then a message is displayed to notify you of
this. When this happens, restart CNMPROC or reactivate database logging by
using the CNMLOGGING - NEWS Database L ogging Options panel inICS. For
information about how to do this, see the section, Enabling and Disabling
CNMPROC Logging Options, on page 8-2.

If the reorganization is not successful, then a message is displayed to notify you

of this. When this happens, determine the reason for the failure by referring to
the message issued to the activity log.
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Tailoring NTS

Unlesstailored, NTS collectsdataaccording to aset of default parameters. While
these defaults are normally adequate for smaller networks, they might not suit
your system. Failure to tailor these defaults, for larger systemsin particular, is
likely to resultin NTS collecting far too much data, or the wrong mixture of data.

It is therefore highly recommended that you look at the particular needs of your
installation and consider tailoring NTS to achieve the desired level and mix of
data collection.

This chapter discussesthe following topics:
. Defining NTS Classes

« Setting NTS System Parameters

. Establishing Inter-System Routing Links
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Defining NTS Classes

Processing performed by NTS is determined by class definitions.

Withinagivennetwork, therearevariousdifferent typesof sessionsand resources.
You are likely to require specific types and amounts of datato be collected by
NTSfor each different session type, and to require different forms of processing
for different session types. You are also likely to want to map session datato the
underlying resource hierarchy.

You can achieve these objectives by defining four types of NTS classes to suit
your installation needs. These classes are:

. Session classes

. Resourceclasses
. SAW classes

. RTM classes

By default, only SAW datais collected, and for all sessions, which might not suit
your installation. No accounting, RTM, or resource stati stics data can be collected
until you have defined your classes.

For adiscussionon NTS classes, seethe section, Using NTSClasses, on page C-1.

Specifying the DEFCLASS Command

9-2

Step 1.

Step 2.

Step 3.

To define the attributes of the various categories or classes of session that control
how NTSisto collect and process data, use the DEFCLASS command. (Seethe
Management Services Command Reference manual, for acomplete list of the
attributes used to set up the class definitions.)

To define classes do this:

Decide on what classes you need, and the attributes each class should have.
Specify the DEFCLASS SESSION, RESOURCE, SAW, and RTM commands,
and appropriate operand values in your NetMaster for SNA initialization
procedure (normally $NSINIT).

Periodically review the data collected by NTS and adjust any class definitionsto
suit new requirements.

To subsequently add class definitions, issue a DEFCL A SS command from OCS.
You must enter all operands, except those which have default values. |f you do
thiswhile NetMaster for SNA is running, the new class definitions do not affect
any existing sessions NTS is aware of but will be used by any new sessions.
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Defining Session Classes

Session class definitions perform adual function. They provide:

. Thesession selection criteria that determine to which session class each
session belongs

. Thenamesof SAW and RTM classesfrom which the member sessionsderive
their SAW and RTM class values

Each session class definition contains the following information:
« A unique session class identification name

. Parametersthat a session must match, to be considered a member of this
session class:

- Full and partial names of primary and secondary resources

- Thesubareaand APPN COS (Class-Of-Service) name for the session
- Anexplicit route number and avirtual route number

- A subareaand an APPN transmission priority

- Thesession type and class

- Thesource of the session

- An SSCP name (identifying the domain of origin of the session)

. Thenamesof the SAW and RTM classdefinitionsthat can be used by sessions
in this class

Valid characters for operands within session classes include:

* Can be used in any position to represent asingle wild
character.

> Can be used as a suffix to indicate one or more trailing wild characters.

- Can be used as asuffix (for an LU only) to indicate one or moretrailing
wild characters for LU names that are not to be displayed.

Note
If any session class selection operands are omitted, any value of the omitted
parameter is considered to be valid. For example, if no PRI operand is
specified, any primary name is considered to be valid.
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Table 9-1.

Valid Values for the DEFCLASS SESSION Command Operands

Operand Values Associated Action
SAWCLASS | =sawclass Sessions take their SAW class attributes from this class.
RTMCLASS | =rtmclass Sessions take their RTM class attributes from this class.
PRI =name Names the primary resources considered to be in this session class.
SEC =name Names the secondary session partner for sessions considered as being
in this session class.
COos =cosname Specifies the cosname of sessions considered as being in this session
class.
APPNCOS =cosname Specifies the APPN cosname of sessions considered as being in this
session class.
ER =0-7 Provides the Explicit Route number (0 - 7) that sessions must have for
them to be considered as being in this session class.
VR =0-7 Provides the Virtual Route number (0 - 7) that sessions must have for
them to be considered to be in this session class.
TP =0-2 Provides the Transmission Priority number (0 - 2) that sessions must
have for them to be considered to be in this session class.
APPNTP =0-3 Provides the APPN Transmission Priority number (O - 3) that sessions
must have for them to be considered to be in this session class.
SCLASS =SD Provides the class of session as SD (same domain), XD (cross domain),
=XD or XN (cross network) that sessions must be for them to be considered
=XN as being in this session class.
STYPE =LL Provides the type of session as LL (LU-LU), SL (SSCP-LU), SP
=SL (SSCP-PU), SS (SSCP-SSCP), MAI (Multiple Application Interface), or
=SP CC (CP-CP) that sessions must be in for them to be considered as being
=SS in this session class.
=MAI
=CC
SOURCE =LOCAL Provides the source of the session as LOCAL (sourced from VTAM on
=REMOTE this system) or REMOTE (sourced from an ISR link with another NTS
=ALL system), or ALL (sourced from either local or remote system).
SSCP =sscpname Valid only if SOURCE=REMOTE was specified. Provides the name of
the SSCP at the system where a session was sourced.
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Example

An example of asession class definition is shown and explained below.

DEFCLASS SESSION=TSOB PRI=TSO> SEC=ASYD>
SAWCLASS=NOLOG RTMCLASS=TSO

In this example, the session classis called TSOA. For thisclass:

. Membersare primary resources with anamethat commenceswith the letters
TSO, and secondary resources with a name that commences with the letters
ASYD.

. Members use SAW class NOLOG, which specifiesthat session data be
retained, but not logged.

« Membersuse RTM class TSO, which is defined on page 9-10.

Using Generic Names for Logging

All information logged to the NTS database is session-related and is stored under
the session partner names. Together, the two network-qualified session partner
names form a session name pair.

Tolimit the number of session name pairsstoredinthe NT S database, your session
class definition parameters can specify generic session names (or part names),
where possible.

For example, an application such as TSO has many ACB names that all begin
with a common prefix, TSO>. This means that different sessions between a
terminal and various TSO ACBs can all be logged under the same session pair
name (that is, TSO>).

Defining Resource Classes
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Resource class definitions determine the way NTS processes information for
different network resources or groups of resources.

Resource class definitions contain the following information:
« A unique resource class identification name

. Parametersthat resources must match (potentialy: specific link, PU, or LU
names) to be considered members of the resource class

Note
At least one of the following must be specified per resource definition: a
LINK, PU, or LU name.

. Whether accounting statistics are to be collected
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A limit range (from 0 to 255) for the number of interval sthat can occur before
the statistics for the oldest interval are overwritten

The names of the RTM class definitions that can be used by resourcesin this
class

Valid characters for operands within resource classes include:

*

Can be used in any position to represent a single wild character.
Can be used as a suffix to indicate one or more trailing wild characters.

Can be used as a suffix (for an LU only) to indicate one or more trailing
wild characters for LU names that are not to be displayed.

If you specify parameters other than the parameter that defines the level of the
resource class, this has the effect of limiting the range of resourcesthat match the
resource class definition.

For example, if you specify both the PU and the LU parameters in the same
resource class definition, the range of matching LUsis narrowed to those owned
by the nominated PU(s). Because all resources should have unique names, this
level of detail isonly worthwhileif thevalueof thehierarchically lowest parameter
in the class definition is generic, for example: LU=TSO>.

Table 9-2. Valid Values for the DEFCLASS RESOURCE Command Operands

Operand Values Associated Action

LINK =name Provides the full or partial link name that must be used by resources that
are to be considered as being in this resource class.

PU =name Provides the full or partial PU name that must be used by resources that
are to be considered as being in this resource class.

LU =name Provides the full or partial LU name of any LUs that are to be considered
as being in this resource class.

STATS =YES Provides the resource accounting statistics collection option for

=NO resources in this class.

LIMIT =0-255 Valid only when STATS=YES is specified. Specifies in minutes (0 to 255)
the interval to occur before the statistics for the oldest interval are
overwritten.

RTMCLASS | =rtmclass Specifies the RTM class name from which resources are to take their
RTM class attributes if RTM summarization is required for this class.
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Examples

Two examples of resource class definitions are shown and explained bel ow.

DEFCLASS RESOURCE=ALLINK LINK=> STATS=YES
RTMCLASS=CICS

DEFCLASS RESOURCE=TSO LU=TSO> STATS=YES

In the first example, the resource classis called ALLINK. For this class:

. Alllinksareconsideredto belongtothisclass, asindicated by thespecification
LINK=>,

. Statistics are to be collected for members of this class.

. Membersuse RTM class CICS, which isdefined on page 9-7. The format of
RTM responsesreceived by aresource are compared to the format defined in
this RTM class definition, and statistics kept when amatch is found.

In the second example, the resource classis called TSO. For this class:

« All LUsthat have names starting with the letters TSO are considered to be
members of this class (LU=TSO>).

. Statistics are to be collected for members of this class.

. Because no RTMCLASS parameter is specified, no RTM statistics will be
collected; accounting statistics are, however, still collected.

Defining SAW Classes
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Each SAW class that you defineto NTS describes a set of processing options for
al session awareness information, including whether such information isto be
retained or discarded. SAW classes can therefore be used to ensure that no
unwanted session dataiis collected, thereby saving both processing time and
storage space. (See the examples on page 9-8.)

SAW class definitions contain the following information:;

« A unique SAW class identification name

. Whether accounting statistics are to be collected

. Whether EDS system events are to be generated

. Whether session records are to be kept

. Whether NTS dataisto be logged, and under what conditions
. Thedepth of theinitial and final trace queues
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Table 9-3 shows the available operands for the DEFCLASS SAW command, and
the valid values for each operand. Default values are underscored.

Table 9-3. Valid Values for the DEFCLASS SAW Command Operands
Operand Values Associated Action
ACCT =YES Accounting data is accumulated for this class.
=NO No accounting data is accumulated for this class.
EVENT =YES Generates $$SNTS.xxx events.
=NO Does not generate events.
KEEP =YES Keeps data for this class.
=NO Does not keep data for this class.
=LOCAL Sends data to a remote NTS.
LOG =SUMMARY | Logs all data (except for trace data) at normal end of session; if session
ends in error, all data, including trace data, is logged.
=DATA Logs all data if any exists, otherwise logs no session data.
=ERROR Logs all data if session ends in error.
=ALL Logs all data.
=NO Does not log any data.
TRACE =(n,n) Sets depth of the initial and final trace queue (default is 4,20).
Examples
Two examples of SAW class definitions are shown and explained below.
DEFCLASS SAW=KEEP ACCT=YES KEEP=YES LOG=ALL
TRACE=(4,20)
DEFCLASS SAW=NOKEEP KEEP=NO
In the first example, the SAW classis, aptly, called KEEP. |t specifies that:
. SAW datafor sessionswith which this classis associated isto be retained by
NTS (KEEP=YES).
. Accounting dataisto be accumulated for sessions with which thisclassis
associated (ACCT=YES).
. All session and SAW datais to be unconditionally logged (LOG=ALL).
. Thetrace queue depth isto berestricted to 4,20 (that is, 4 PIUs in the initial
gueue and 20 in the final queue).
Only associate the type of sessions, for which you specifically wanted to retain
all data, with this SAW class.
In the second example, the SAW classis called NOKEEP.
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Because KEEP=NO is specified, NTS discards SAW data for any sessions with
whichthisclassisassociated. Thismeansthat no information about these sessions
is available, and no other NTS information can be collected for such sessions.
Therefore, there is no point in specifying other operands for thisclass. Thisisa
handy way of avoiding the collection of unwanted session data.

Defining RTM Classes
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For NTS to be able to collect RTM information from network control units, you
need to define one or more RTM classes. In addition, your control units (which
might be 3274s, 3174s, or compatible devices) must have the required RTM
hardware or microcode level support for the collection of RTM data, and have a
host-modifiable RTM definition configured.

RTM class definitions contain the following information:
« A unique RTM class identification name

. Objective response times for this class

. Percentage of overall responses that must meet the objective response time
for thisclass. Together, the values mean, for example, 90% of responseswill
be 1.5 seconds or less.

. Collection boundaries to be set in the control unit
. Definition criteria, to indicate what RTM dataisto be kept
When NTSreceivesasession for which RTM dataisto be collected, theboundary

valuesfor that class are set in the control unit, and retained for the duration of the
session.

The abjective response times and objective percentage for the class are used to

monitor network response times, and can lead to the automatic generation of
attention messages.
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Table 9-4 showsthe avail able operandsfor the DEFCLASS RTM command, and
the valid values for each operand. Default values are underscored.

Table 9-4. Valid Values for the DEFCLASS RTM Command Operands
Operand Values Associated Action
OBJTIME =mm:ss.t Specifies the acceptable response time for the session. Range is from
0.1 seconds to 30 minutes. Can also be specified as mm:ss, ss, or ss:t
(where tis a tenth of a second). This value must correspond to one of
the boundary values.
OBJPC =1-100 Specifies the objective percentage for this class.
BOUNDS =(value 1, Specifies up to four boundary values that are to be set in the control unit.
value 2, ... One of the boundary values must be the same as the objtime.
value 4)
RTMDEF =FIRST Response time measured until the first character of the host data stream
is received.
=KEYBD Response time measured until the keyboard is unlocked.
=CDEB Response time measured until an SNA Change Direction or End Bracket
order is received.
=LAST Response time measured until the last character of the host data stream
is received.
Examples

9-10

Two examples of RTM class definitions are shown and explained below.

DEFCLASS  RTM=CICS OBJTIME=1.0 OBJPC=90
BOUNDS=(0.5, 1.0, 2.0, 5.0)

DEFCLASS  RTM=TSO OBJTIME=2.0 OBJPC=80
BOUNDS=(1.0, 2.0, 5.0, 10.0) RTMDEF=CDEB

In the first example, the RTM classis called CICS. For thisclass:
. Theobjective response time for the session is one second (OBJTIME=1.0).
. Theobjective percentage for this RTM classis 90 percent (OBJPC=90).

. Four boundary values areto be set in the control unit and used to accumul ate
RTM datafor each session using this class{ BOUNDS=(0.5,1.0,2.0,5.0)} .

Because the RTMDEF operand is not specified, response time is measured until
the first character of the host data stream is received (thisis the default).

In the second example, the RTM classis called TSO. For this class:
. Theobjective response time for the session is two seconds (OBJTIME=2.0).

. Theobjective percentage for this RTM classis 80 percent (OBJPC=80).
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. Four boundary values are to be set in the control unit and used to accumulate
RTM data for each session using this class (BOUNDS=(1.0,2.0,5.0,10.0)).

. Responsetimeisto bemeasured until an SNA changedirection or end bracket
order isreceived (RTMDEF=CDEB).

Setting NTS System Parameters
NTS system parameters are used to:

. Definethe NTS environment to VTAM.

. Specify global data collection options.

. Optimize NTS performance characteristics.

. Enable and disable data collection interfaces.
. Enable and disable NTS outputs.

Specifying the SYSPARMS Command

Aswell as enabling and disabling certain NTS functions by setting system
parameters, you can set or modify certain system valuesby usingthe SY SPARMS
command. This enablesyou to improve or modify NTS operations to suit your
installation requirements. In most cases, the default values supplied by NTS
should be adequate.

For further information about how NTS actually usesthe values set by the system
parameters, see Chapter 3, How NTSWorks.
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The NTS functions or parameter settings that you can tailor and the associated

SY SPARM S operands are listed in the table below.
Table 9-5. SYSPARMS Operands for Tailoring NTS

Tailorable Function or Setting

Related Operand

NTS ACB name NTSACBNM
Collection of accounting data NTSACCT
Collection of resource statistics NTSRSTAT
Logging of active sessions at shutdown NTSCLOSE
Intensive message logging NTSINTSV
Notification of MAI sessions NTSMAISV
Generation of NTS events NTSEVENT
Queuing of NTS CNM requests NTSCNMQ
Consolidation of trace final queue buffers when first NTSTRBEX
wrap occurs
Presentation of MAI sessions to the NTS user exit NTSMAIEX
Correlation of data NTSCINTV
L NTSMAXTR
Trace activity NTSMAXTP
Session keep counts NTSSKEEP
. NTSSAWBF
VTAM session and trace data buffers NTSTRCBE
- o NTSRSINT
Resource statistics collection intervals NTSRSLIM

A full description of the SY SPARM S command syntax, plus the valid operand

values and their significance, can be found in the SYSPARMS Oper ands appendix
of the Management Services Administrator Guide. For information about how to
tailor NTSby using these operandsto enabl e or disablefunctions, seethefollowing

sections in this chapter.
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Defining the NTS ACB Name

You must have defined the NTS ACB name before you can use NTS. Thistask
isnormally performed as one of the NetMaster for SNA startup tasks, using the
SAW parameter group in ICS. For details, see the Unicenter NetMaster Network
Management for SNA Implementation Guide.

Collecting NTS Session Accounting Data

Step 1.
Step 2.

Step 3.

Selective Accounting

Step 1.

Step 2.

Global Accounting
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To enable the collection of NTS session accounting data, use the NTSACCT
operand. Collection of this data can be either selective (the default) or global.

When session awareness processing is active, you can only specify
NTSACCT=NO. To changeto any other value, do this:

Stop session awareness.
Make the required modification.

Restart session awareness.

NTSACCT=SELECTIVE isset by default. This meansthat accounting datafor
asessionisonly collected if the DEFCLASS ACCT operandissetto YESin the
SAW class definition associated with the session.

If you require NTS accounting data to be collected for a particular session class,
dothis:

Define an appropriate SAW class, with ACCT=Y ES specified.

Associate this SAW class with the session class, by specifying the SAW class as
thevaluefor the DEFCLASS SAWCLASS operand in the session classdefinition.

If you enable or disable the accounting function globally, SAW class definition
accounting options are ignored.

To enable or disable the accounting function globally, specify NTSACCT=ALL
or NTSACCT=NO.
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Collecting NTS Resource Statistics
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Step 1.
Step 2.

Step 3.

To enablethe collection of NTS resource accounting and RTM statistics, use the
NTSRSTAT operand. Thisoperand globally enablesor disablesresourcestatistics
collection when you specify avalue of YES or NO. The default is NO.

Also consider these actions:

. Because NTSresource statistics are derived from session accounting data,
ensure that NTSACCT=ALL is specified if you want resource accounting
datato be collected.

. Thereisahierarchy governing statistics collection for resources:

- Collection must be enabled for thelink used by a PU before statistics can
be collected for the PU itself.

- Collection must be enabled for the owning PU before statistics can be
collected for an LU.

. If you specify NTSRSTAT=YES, but you do not want statistics collected for
certaintypesof resources, specify STATS=NOintheresourceclassdefinitions
for those types of resources.

. If theresource statistics functionis globally disabled, the NTSresource class
statistics collection option is ignored.

. When session awareness processing is active, you can only disable resource
statistics collection.

To change from NTSRSTAT=NO to NTSRSTAT=YES, do this:

Stop session awareness.

Make the required change.

Restart session awareness.

Caution
Carefully evaluate the requirements of your installation for resource
statistics collection, because summarizing far too many resources may not
give useful results and may adversely impact the performance of NTS.

For adescription of how to set resourcecollectionintervals, seethesection, Setting
Resource Satistics Collection Intervals, on page 9-19.
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Rules Governing Statistics Collection

The rules governing statistics collection are:

. Tocollect statisticsfor an LU, statisticscollection must be enabled for the PU
that ownsthe LU.

. Tocollect statisticsfor aPU, statistics collection must be enabled for the link
used by the PU.

. Accounting statistics for resources above the LU level are summarized from
statistics collected for resources directly below them in the hierarchy. That
is, PU accounting statisticsarederived from statisticscollected for LUsowned
by the PU. Link accounting statistics are derived from statistics accumul ated
for the PUs that use the link.

Where aresource class specifies that statistics are to be collected, NTS
accumulates resource statistics for resources that match the class, at the level of
the resource class. For example:

. If theresourceisan LU, and the selected resource classis at the LU levdl,
statistics are collected for the specified LU in isolation.

. If theresourceisan LU, and the selected resource classis at the PU level,
statisticsarecollected for thespecified LU, and areadded to statisticscoll ected
from peer LUs owned by the same PU, to form the statistics for the owning
PU. Statistics are not retained for the LU alone.

Monitoring NTS Resource Availability

If you have enabled the collection of statistics for a particular resource, NTS
automatically uses SAW data to monitor the availability of that resource. A
resource is considered to be available if it is participating in a session with the
SSCP of the domain in which it is defined.

If NTS is monitoring resource availability, it automatically passes SMF records
that indicate changesin the status of aresourceto the NTS User Exit, if you have
defined one.

Logging of Active Sessions at Shutdown
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When Management Servicesis being shut down, all NTS activities must cease.
It ishighly likely that a number of sessionswill still be active at this point, and
that session data collected by NTS for such sessions will not have been logged.

To enabletheseresidual sessionsto betreated asended for the purpose of logging,
set the NTSCL OSE operand of the SY SPARMS commandto YES. The sessions
are queued for output processing, and the NTS class definitions checked to
determine whether or not logging is actually required.
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Becausethereisonly asmall delay (approximately 10 seconds) between thetime
that NTS s notified of the impending shutdown, and the actual termination of
Management Services, this setting is useful only when the residual session count
issmall.

Analternativemethod of closing sessionsisavailablethroughthe SAWARE STOP
CLOSE command, described in Chapter 10, Collecting NTS Data.

Note
To improve performance during NTS logging, operate the NTS database
using VSAM Local Shared Resources (LSR) and deferred 1/0O capabilities.
For information about space allocation for this VSAM dataset, see
Appendix |, NTS Storage Estimates.

Enabling Intensive Message Recording

NTS receives large quantities of datafrom VTAM and may not process the data
that it cannot understand. For example, NTS cannot collect trace dataindefinitely
for asession of which it has no knowledge. Asaresult, at some stage it purges
such data. At other times, NTS might receive datathat is not in the expected
format and this datais discarded. During normal operation, these kinds of data
are purged on aregular basis and might go unreported by NTS.

If you suspect that datais missing, to aid problem detection, you can enable
intensive message recording to see if NTSis discarding any data.

To enableintensive message recording, setthe NTSINTSV operandto YES. This
causes|og messagesto be created whenever the conditions of datainconsi stencies
arise.

Enabling MAI Sessions

9-16

To enable NTS to be aware of MAI sessions, specify NTSMAISV=YES (the
default isNO).

For trace and accounting datato be available for an MAI session, collection must
be requested for the primary half-session component of an MAI virtual session.
When trace datais received for the primary half session, and you have requested
trace or accounting data collection for MAI sessions, NTSindicatesthat the MAI
session has such data available. If you request the display of either trace or
accounting datafor an MAI session, primary or secondary, then the data collected
for the primary half session is displayed.
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Enabling NTS Session Event Generation

Step 1.

Step 2.

To enable or disable NTS event generation, do this:
Usethe NTSEVENT operand.
Ensure that appropriate SAW classes (with EVENT=Y ES specified) are defined

for and associated with sessionsfor which eventsareto be generated. (See System
Event Generation, on page 3-8.)

Setting the Data Correlation Interval

Setting Trace Limits
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One of the primary functions of NTSis to gather data from a number of sources
and correlateit at session level.

The sequence in which data arrives, and the interval between such arrivals, is
beyond the control of NTS. Under certain circumstances, such as a network
failure, anticipated data might not arrive at all.

To protect NTSfrom waiting indefinitely for such session data, thereisaninterval
defined that representsthetimelimit for data correlation. The default correlation
interval is 30 seconds.

To change the default correlation interval, use the NTSCINTV operand.

It is recommended that the length of the correlation interval be kept constant
throughout the network.

To impose limits on the number of specific trace requeststhat can be outstanding,
use the NTSMAXTR operand.

To limit the number of PIUs that can be queued for any given session, use the

NTSMAXTP operands. For information about the implications of restricting
tracing, see Chapter 11, Maintaining NTS,
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Setting Session Keep Counts

The session keep count refers to the number of session incidences that are stored
concurrently in the NTS database for any session name pair. The default session
keep count is 10.

To modify the default count, use the NTSSK EEP operand.

Note
The session keep count isonly used the first time a session incidence for a
new name pair is written to the database. The value is subsequently stored
with the recordsin the database. To modify thisvalue, usethe NTSDBMOD
command.

Setting VTAM Session and Trace Data Buffer Allocations

Default Allocations

When NTS session awareness processing begins, requests are sent to VTAM
specifying the number and size of the buffers to allocate for the collection of
session awareness and session trace data.

To modify these values, use the NTSSAWBF and NTSTRCBF operands.

By default, NTS allocates the following, which should be adequate for normal
usage:

. Two buffers of 4K each to accommodate the flow of session awareness data
from VTAM

. Four buffers of 4K each for the collection of session trace data

During times of exceptionally heavy trace activity, however, the all ocation might
be insufficient.

When These Allocations are Insufficient

9-18

If NTS cannot service the data buffers quickly enough, then VTAM overwrites
the datain the oldest, unprocessed buffer, with the result that you losedata. NTS
can detect this data loss and notify operators by issuing a monitor message.

In times of intense system activity, you might lose some trace data in this way,
otherwise this kind of datalossisunlikely. (If it occurs, it needs investigation.)
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Overcoming the Problem

If buffer overrun conditions occur, allocate alarger number of smaller buffers,
rather than a smaller number of larger buffers. If more buffers are available to
VTAM, they are likely to be available to NTS at any given time.

Other factors influence the delivery of datato NTS, especially the ability of the
operating system to dispatch data. If its dispatching priority istoo low, it might
never be ableto service large amounts of trace datain times of intensive activity.

You need to check the dispatching priority, and ensurethat it is set just below that
of VTAM.

Setting Resource Statistics Collection Intervals
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Resource statistics are collected and presented by NTS as counts of events that
occurred within a specified timeinterval. Statistics gathered during different
intervals can be compared for the purpose of network performance monitoring
and analysis.

The valid range for the resource collection interval is 1 through 480 minutes (8
hours), and the default is 30 minutes.

To tailor the duration of theinterval, usethe NTSRSINT operand to set the value
you require.

To set the value of the number of intervalsthat can occur before NTS overwrites
the statistics collected for the oldest interval, use the DEFCLASS RESOURCE
LIMIT operand, or set the global default by using the SY SPARM NTSRSLIM
operand. The valid range of vaues for this operand 0 to 255; the default is 16.

Caution
High settings for this operand can consume large amounts of storage.
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Establishing Inter-System Routing Links

A largeinstallation can have NetMaster for SNA running on many systemsactive
in many domains, and on a number of hosts.

To establish communication links between these systems, use the ISRIN and
ISROUT parameter groupsin| CS. For detail s, see Enabling Multi-system Support,
on page 15-13.

Configuring Your Systems for NTS-SI

If you are planning to use NTS-SI for single network image presentation, a star
network configuration of NTS systemsis recommended. This enables you to
either centralize or distribute the monitoring of network activity. How you
configure ISR links also determines whether or not SAW and session data flows
between systems, and in which directions. See Appendix C, About the Session
Awareness(SAW) Interface, for adescriptionof NTS-SI, and the SAW, and session
data sharing rules.

Linking SNA Sessions

In an SNA environment, extra configuration data relating to cross-network
sessions is made available to the host that controls the SNA gateway. This data
includes network addresses and route information for sessions in the adjacent
network.

To make the most effective use of NTSin an SNA environment, you must run
NTSon the gateway host. You then link other host systemsin the network to the
Gateway host NTS system by establishing | SR links between these systems. This
ensures that NTS has maximum accessibility to all session data.

Distributing MAI Data Across ISR

You can implement the NTS and MAI featuresin different domains on the same
host. Toroute MAI dataacross|SR, ensurethat the following conditions are met:

« NTSislicensed in both domains.
. SYSPARMSNTSMAISV=YESis specified in both domains.

. TheNTSISRIinkisconfiguredfor unsolicited messageflow fromthedomain
where MAI isresident, to the domain in which NTSis active.
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Collecting NTS Data

Before you can productively use NTS, you need to activate session awareness
processing. If session awareness processing has not been activated, no NTS data
iscollected. Theonly NTS function then available is the review of historical
information in the NTS database.

This chapter discussesthe following topics:
« Opening the VTAM CNM Interface
. Enabling NTS Session Awareness

«  Connecting and Disconnecting the NTS Database
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Opening the VTAM CNM Interface

NTS uses the CNM interface to transmit various commands to VTAM and to
receive solicited and unsolicited datafrom VTAM. You must openthe CNM ACB
before you can start session awareness processing.

Note
The CNM interface is primarily used by NEWS.

To open the CNM ACB, use the CNM parameter group in ICS.

Enabling NTS Session Awareness

Before NTS can process session awareness data, it must establish a session with
VTAM.

After asessionisestablished betweenNTSand VTAM, VTAM sendssession start
notificationsfor al currently active sessionsto NTS. Thisisthe start of NTS
session awareness, and istermed awarm start. From this point, VTAM sends
session start and session end notificationsto NTS as they occur for as long as
SESSi 0N awareness remains active.

Starting and Stopping Session Awareness Processing

Youusethe SAW parameter group in | CSto activate session awareness processing
in either of two ways.

. Automatically at initialization
. At any time after initialization
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Connecting and Disconnecting the NTS Database

For historical recording purposes, NTS session awareness data can be logged to
the NTS database.

The SAWL OG parameter group in ICS allowsyou to stop and start SAW logging
on an ad-hoc basis, without needing to stop and start normal SAW processing.

Connecting the NTS Database

Step 1.

Step 2.

Step 3.

Step 4.

Step 5.

To ensure that NTS performs SAW logging:

Enter /ICS at a===> prompt. ThelICS: Customization Parameters panel is
displayed.

Enter U beside the SAWLOG parameter group. The SAWLOG - Session
Awareness (SAW) Logging panel is displayed.

In the Logging Active?field, enter Yesto start logging SAW records at any time
after initialization. For further information, press F1 (Help).

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.

Disconnecting the NTS Database
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Step 1.

Step 2.

Step 3.

Step 4.

Step 5.

To stop logging SAW records.

Enter /ICS at a===> prompt. The ICS : Customization Parameters panel is
displayed.

Enter U beside the SAWLOG parameter group. The SAWLOG - Session
Awareness (SAW) Logging panel is displayed.

In the Logging Active?field, enter No to stop logging SAW records at any time
after initialization. For further information, press F1 (Help).

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.
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Maintaining NTS

Onceinstalled and activated, NTS operates continuously without operator
intervention. However, you might need to modify NTS processing from time to
timein order to control itsoperation. For example, if aproblem occurs, you might
decide to record additional information, such as trace data.

This chapter discussesthe following topics:

. Modifying NTS Processing

. Modifying NTS Class Definitions

. Limiting NTS Trace Activity

. Maintaining the NTS Database

. Writing NTS Records to SMF for Further Processing
. Controlling the MAI/NTS Interface
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Modifying NTS Processing

After you havebeen using NTSfor atime, you arelikely to want to modify certain
aspectsof NTSprocessing. You would normally do thiswhile session awareness
isinactive, but you can aso modify processing for active sessions, if necessary.

Modifying Processing While Session Awareness Is Inactive

You can modify NTS processing either by changing the YES/NO system
parameter that determine which function NTS performs, or by specifying a
parameter val ue.

To do this, use the SY SPARM S command.
Do thiswhile session awarenessisinactive. This ensures that the modifications
apply toall session processing that occursfromthetimeyouissuethe SY SPARMS

command with the appropriate operands and new values.

The NTS functions and settings that can be tailored using the SY SPARMS
command and operands are listed in Table 9-5 on page 9-12.

Modifying Processing for Active Sessions

11-2

After NTS has built a session record for an active session, the future processing
for that session isfixed by the various values extracted from the matching class
or classes. However, you might need to modify such processing options under
certain circumstances, especially since sessions can remain active for extended
periods.

To modify the processing options for an active session, use the NTSMOD
command.
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Using the NTSMOD Command

Example
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The NTSMOD command enables you to do the following:

. Alter the trace queue depths; this can be useful, for example, if you want to
collect more trace data for a session that is experiencing problems.

. Modify the NTS log options, to collect additional data for asession that is
experiencing problems, by:

- Logging all data when the session ends, regardless of the original SAW
class log options

- Forcing the current data to be logged in its present form, for future
reference (a historical record)

- Forcing the current session data to be presented to the NTS user exit
instead of, or aswell as, being logged to the NTS database

Thisisan example of the use of the NTSMOD command.
NTSMOD NAME=CI CS TRACE=(4, 50) LOG=FORCE

In this case, the following occurs:
. Thetrace queue depth for sessions with the name CICS is modified.

. Sessionswith the name CICS are flagged for force-logging and immediately
placed on the output queue. The currently stored session dataislogged, while
normal NTS processing of the session continues.

When you review CICS session data at a later stage, the display of an F next to
the end time for each session on the NTS Session List Panel indicates that these
sessions were force-logged before they ended.

For more information about the NTSMOD command and its operands, see the
Management Services Command Reference manual.

Hint
If you issue the NTSMOD command with neither the TRACE nor the LOG
operand specified, then the sessions specified by the NAME operand are
listed, so that you can determine the scope of the command prior to making
any modifications.
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Modifying NTS Class Definitions

After you have been using NTSfor atime, you might want to modify one or more
NTS class definitions. You would normally do this while session awarenessis
inactive.

Showing the Current Values of Parameters and Classes

Example

Step 1.

Step 2.

To display current NTS class definitions, do this:
Use the SHOW DEFCLASS command.

Specify the type of class or classes you want to display—session, SAW, RTM,
or resource—and, if you want to limit the display, the class name or partial name.

Thisis an example of the use of the SHOW DEFCLASS command.
SHOW DEFCLASS RTM=CI CS

In this case, one of the following occurs:

. If thereisonly one RTM class with a name starting with the letters CICS (or
an entire name of CICS), then thisisthe only classlisted.

. Ifthereismorethanone RTM classwithanamestartingwiththelettersCICS,
then all these classes are listed.

Making the Required Changes

Example
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To replace or delete class definitions, use the REPCLASS and DELCLASS
commands.

To change one or more attributes of a class, use the REPCLASS command to

redefine the entire class. This command shares the same operands as the
DEFCLASS command (see Chapter 9, Tailoring NTS).

To delete the RTM class caled CICS, issue the following command:

DELCLASS RTM=CI CS
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Limiting NTS Trace Activity

The STRACE command is used to start and stop global or specific NTStracing.
This command provides operands that enable you to select the precise session
trace activity that you require. For a description of these operands, see the
Management Services Command Reference manual.

Global tracing consumes large amounts of system resources. In order to avoid
this, NTS provides parametersto limit the number of outstanding trace requests.

ThePIU operand of the STRA CE command allowsyoutodoaPARTIAL or FULL
tracing. Inmost instances, PARTIAL tracing providessufficient datafor problem
determination.

Caution
Before you issue a request to trace a complete RU from VTAM, take note
that an RU can be very large.

Limiting the Number of Concurrent Traces

To set the maximum number of specific trace requests that can be outstanding at
any time, specify thelimitinthevalue of the SY SPARMSNTSMAXTR operand.

This value includes the following requests:
. Specific trace start requests (even if these are pending)
. When global tracing is active, specific trace stop requests

. Any specific tracereguests started by the NTS sel ective accounting function,
which operate automatically if you specify ACCT=YESin aSAW class
definition.

NTS rejects any attempt to issue a specific trace request that would result in the
value set for NTSMAXTR being exceeded.

Limiting Trace PIU Collection
To set the trace queue depths for theinitial and final trace queues for a session,

set the valuesin your SAW class definitions. These values determine the
maximum number of PIUs that can be stored for a session at any given time.
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Tooverridethevauesinthe SAW definition, issuethe SY SPARMSNTSMAXTP
command.

Note
When you have defined values for NTSMAXTP, you cannot define a new
SAW class with trace queue depths exceeding these values, nor change the
trace queue depths of an existing SAW classto be greater than the val ues set
for this system parameter.

Maintaining the NTS Database

Example

To maintain the NTS database, use the NTSDBMOD command. This command
enablesyou to:

. Delete session records.
. Alter session keep counts for sessions stored in the NTS database.
. Cancel the execution of a previously issued NTSDBMOD command.

Thisis an example of the use of the NTSDBMOD command:
NTSDBMOD PRI NAME=C| CS KEEPDATE=2001/ 03/ 31

In this case, al stored records for sessions with the primary name of CICS that
predate April 1, 2001, are deleted.

For moreinformation about the NTSDBMOD command and itsoperands, seethe
Management Services Command Reference manual.

Modifying the Database Session Keep Counts
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After the first session incidence has been recorded for a session name pair, the
master record contains the session keep count for that name pair.

To display this value, use the SHOW SKEEP command.

To modify this value, use the NTSDBMOD command.

To delete al records for the session name pair, including master and
cross-reference records, set anew session keep count of zerointheNTSDBMOD

command.

The NTSDBMOD command allows a generic name specification to permit mass
update and deletion with a single command.
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Writing NTS Records to SMF for Further Processing

You can convert NTS session recordsto SMF type 37 format to use the output in
report-generating applications.

To do this, you must specify the name of an NTS user exit in the SAW parameter
group inICS.

NTS automatically passes SMF-formatted records to this exit. The supplied exit
can be customized to perform further processing of the data before the dataiis
passed to SMF and finally to areport-generating application, such as SAS, to
produce statistical reports based on the raw NTS data.

For adescription of the formats used by NTS, see Appendix G, NTS SMF Record
Formats.

Controlling the MAI/NTS Interface

To ensure that MAI notifiesNTS of al currently existing MAI sessions, specify
SYSPARMS NTSMAISV=YES when NTS and MAI are already active.

If you specify NTSMAISV=NOwhentheinterfaceisalready active, NTSretains
knowledge of existing MAI sessions, but isnot notified of any new MAI sessions.
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Tailoring NCS

This chapter discusses the following topic:

. Limiting the Size of Display Lists and Individual Node Displays
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Limiting the Size of Display Lists and Individual Node Displays

When NetMaster for SNA is running under an XA or ESA operating system, all
of the storage used by NCS is above the 16 Mb line and therefore has no effect
on the private region size required to run Management Services.

When NetMaster for SNA is running under anon-XA operating system or when
paging ratesareof significant concern, youmay want tolimit theamount of storage
used by NCS when processing summary display lists.

Limiting the Number of Lines in NCS Display Lists

The maximum size of any summary display list within NCSis 9999 entries. A
list of this size requires a considerable amount of storage in the NetMaster for
SNA private region.

Limiting the Number of Subnodes Displayed For a Node

InaFujitsuVTAM-G environment, VTAM display commands support an optional
NUMBER= operand which can be used to limit the number of subnodes for a
particular node.

Implementing NCS Display Limits

12-2

Step 1.

Step 2.

Step 3.

Step 4.

Step 5.

Step 6.

To set amaximum number of linesin NCS display lists and a maximum number
of subnodes displayed for a node, use the SNA Node Display Limits parameter
group inICS:

Enter /ICS at a===> prompt. The ICS: Customization Parameters panel is
displayed.

Enter U beside the NCS parameter group. The NCS- SNA Node Display Limits
panel is displayed.

Enter the Maximum Number of Display Lines. This value controls the number
of resources displayed in NCS.

If you are using Fujitsu VTAM-G, enter the Maximum Number of Sub-nodes.
This value controls VTAM display command results.

Press F6 (Action) to action your entries.

Press F3 (File) to save your settings.
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Tailoring and Controlling
NCPView

This chapter discussesthe following topics:
« About NCP Monitoring

. Defining a System Image

. Defining NCP Resources

. Tailoring the NCPView NCL Exit
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About NCP Monitoring

System Images

NCP Definitions

13-2

NCP monitoring enables you to:

. View performance information about the NCPs in your network
. Perform diagnostics on selected NCPs

Before you can use the NCP monitor, you must have a system image that defines
the resources you want to monitor. You can specify whether or not performance
monitoring is done for each resource defined in the system image.

Performance monitoring uses data sampled at regular intervals. The information
retrieved by data sampling is used to:

. Trigger aertsif the monitored performance is outside defined boundaries
. Generate online reports that can be viewed from the NCP monitor

The system image represents the set of resources you can monitor and control.
Each system image has a name and a version number. You can define multiple
system images, but only one system image can beactivein aregion at atime. The
systemimagebecomesactivewhenitisloaded. A systemimageisloadedineither
of the following ways:

. Atregion startup
. By issuing the LOAD command

Your product region usesadefault systemimageif no systemimageissuccessfully
loaded during startup.

During system image load:

. Performance monitoring is started for the NCPs defined in the system image.
. The NCPs are defined to the NCP monitor.

NCP definitions are qualified by:

.  The system image name and version
«  TheNCP name
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Working with NCPs

The NCP administration facilities allow you to:

. Update, copy, and del ete the NCPsdefined when you implement your product
region

. Add new resources
. Define which NCPs are monitored
. Set the attributes to be monitored for each NCP

. Define the conditions that cause aerts to be raised and actions taken

Monitoring Resources in a Multisystem Environment

Inamultisystem environment, you canview and perform diagnosticsfromasingle
monitor on the resources from the connected systems.

In a multisystem environment, each region must load a different system image.
Each NCP's system image name s visible on the NCP monitor. For subordinate
regions, the system image name must match the name supplied during the
multisystem linking process.

Defining a System Image

If you do not want to usethe default system image, you can define a system image
to your product region. To do this:

Step 1. Enter/RADMIN.I atthe===>prompt. TheSystemImageL.ist panel isdisplayed.
This panel lists the system images defined to your system. You can:
« Add new system image definitions

. Browse, change, copy, and delete existing system images

Step 2. To add a new image, press F4 (Add). The System Image Definition panel is
displayed.

Step 3. Specify the name of the system image, its version, and a short description of the
system image in this panel.

One system imageisrequired for each region. If you are defining asystemimage
for a subordinate, use the name assigned during the multisystem linking process.

Step 4.  PressF3 (File). You are returned to the System Image List panel, and a message
is displayed indicating that the system image has been successfully added to the
knowledge base.
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Defining NCP Resources
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Step 1.

Step 2.

Step 3.
Step 4.
Step 5.

Step 6.

Step 7.

Step 8.

Your existing NCP resourcesareautomatically defined when you implement your
NetMaster for SNA region. After implementation you can use the resource
definition facility to:

. Update, copy, or delete existing definitions

. Add new resource definitions

Note
For any NCPs that you wish to monitor, ensure that the value specified for
the OPTIONS keyword in the NCP SY SCNTRL definition statement is
STORDSP. Thisvalue allows storage information to be displayed by
NCPView. Seethe|BM NCP, SSP, and EP Definition Reference manual.

To define anew NCP resource to be monitored by the NCP monitor:

Enter/ RADMIN.R at the===>prompt. TheResourceView : Resource Definition
panel is displayed. This panel displays the system image nhame and lists the
resource classes that you can maintain.

Enter Sin front of the NCPMON (NCP Monitor) class. The ResourceView : NCP
Monitor List panel isdisplayed. The NCP resources already defined to the system
image are listed on this panel.

You can use this pand to:
. Add new NCP resource definitions
. Browse, update, copy, and delete existing NCP resource definitions

Note
Alternatively, you can perform these functions from the NCP Monitor panel:

. PressF4 (Add) to add new NCP resource definitions.

. Enter DB beside aresource to browse or update its definition.

Press F4 (Add). The NCP Monitor General Description panel is displayed.
Enter the NCP Monitor Name. This defines the NCP resource to your system.
Set Monitoring to Active and provide a description of the NCP resource.

If you want to use one of the predefined templates for the monitoring definition,
enter L in the Template Name selection field.

Press F8 (Forward). The NCPMON Monitoring Definition panel is displayed.
Set the frequency for monitor samples to be taken in the Monitor Interval

field—this can be from 5 to 60 minutes.
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Step 9.

Step 10.

Step 11.

Step 12.

Press F10 (Attributes) to edit the attributes to be monitored.

Press F8 (Forward). The NCPMON Automation Log Details panel is displayed.
This panel defines the resource transient log.

It is recommended that you accept the default settings for this feature. For more
information, press F1 (Help).

Press F8 (Forward). The Owner Details panel is displayed. The fields on this
panel are for documentation purposes only.

If required, completethefieldsonthepanel and pressF3 (Save). The NCP Monitor
List panel is displayed with the new definition added.

Tailoring the NCPView NCL EXxit

P01-166

Step 1.

Step 2.

Step 3.

A\

Distributed with NCPView isan NCL exit, called ZNCUX000, that you use to
tailor NCPView functions. Thisexitiscalled at theend of NCPView initialization
to alow you to include code specific to your installation. You can, for example,
include code that:

. Filtersout NCPs that you do not want monitored
. Allocates NCP unformatted dump files

Whenever NCPView finds an NCP, ZNCU X000 is called to determine whether
the NCP should beincluded or excluded from NCPView’ smonitoring scope. This
can happen during NCPView initialization, or whenever NCPView detects anew
NCP being activated.

To tailor the ZNCUX000 NCL exit, follow these steps:

Take a copy of ZNCUX000.
Thisisdistributed in the ?dsng.SN400.SNTEXEC dataset.

Place the copy in the TESTEXEC library.

Change any of the following functions as required:
. Exclude one or more NCPs.
« Allocate NCP dumps.

Detail ed instructions on how to change these functions are included as comments
within the ZNCUX 000 procedure.

Warning
‘ Never delete the distributed ZNCUX000 exit.
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14

Tailoring NetView Operator
Command Emulation

The NetView operator command emulation facility assistsformer NetView users
with the commands used in NetMaster for SNA.

This allows users to operate NetMaster for SNA by using the same commands
and procedures they are accustomed to using with NetView.

This chapter discusses the following topic:
. Maodifying Table Entries
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Modifying Table Entries

Step 1.

Step 2.

Step 3.

Step 4.

Step 5.
Step 6.

Step 7.

The command emulation tables are contained in a CAStable called EQUATES.
Each table entry represents a NetView operator command and can be defined as
ACTIVE or INACTIVE.

You canmodify the EQUATEStablewhile NetM aster for SNA isrunning by using
CAS Table Services:

Enter /CASTABE at a===>prompt. The CAS: Table Entry DefinitionMenuis
displayed.

Enter L at the ===> prompt, $VW in the Appl ID field, and EQUATES in the
Field Name field. The CAS: Table Entry Definition List is displayed.

Enter U next to the command that you want to change. The CAS: Table Entry
Definition panel is displayed.

Change only the Active? (Yes/No) field. See the following section,
Considerations When Modifying Table Entries, for further information.

Press F3 (File) to return to the CAS: Table Entry Definition Menu.
Use option R to reload the table.

Action the SNAINIT parameter group in ICS for the changes to take effect. See
the section, Identifying Your Initialization Procedure (SNAINIT), on page 6-5.

Considerations When Modifying Table Entries

14-2

Any changes you make are limited by the following rules:

. Changing an entry from INACTIVE to ACTIVE will not set aglobal equate.
To do this, you must restart NetMaster for SNA.

« Changing an entry from ACTIVE to INACTIVE will take affect as soon as
the tableisreloaded. When an entry is set to INACTIVE, the NetView
operator command is no longer operational.

Note
When you inactivate NetView operator commands that have the same
name as MS commands, that is ACT and INACT, the inactivation does
not become effective until NetMaster for SNA is next restarted.
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. Ifanentry isINACTIVE whentheoperator triesto useit, the system attempts
to executeit asif it were an NCL procedure name, and an error message
results—for example:

START commmandnane
NO4005 NCL PROCEDURE commandnane DOES NOT EXI ST | N LI BRARY
COMIVANDS.

The NetView operator commands initialization process, described in the
Unicenter NetMaster Network Management for SNA I mplementation Guide, can
be performed locally, that is, on entry to OCS. However, this means that:

. Theequates only stay in effect while the operator remainsin OCS.

« You cannot set an equate for acommand that has the same name asa
Management Services (MS) command, that is, the ACT and INACT
commands.
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15

Advanced Configuration Tasks

This chapter describes the tasks to configure the advanced features of NetMaster
for SNA.

This chapter discussesthe following topics:

Implementing a Trouble Ticket Interface
Implementing the Alert History Function
Applying Alert Monitor Filtering
Forwarding Alerts

Enabling Multi-system Support
Managing Focal Points

Managing Entry Points

Maintaining Control File Records
Maintaining Resource Alias Names
Allocating NCP Unformatted Dumps
Integrating NCS with a Configuration Management Database
Creating User Alerts
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Implementing a Trouble Ticket Interface

Thealert monitor providesanumber of actionsyou can set up to run automatically
when aerts arrive:

« Notify

.  Execute acommand

. Execute NCL

.  Generate atrouble ticket

To use the trouble ticket action, you must implement atrouble ticket interface.
The alert monitor supports two interfaces to troubl e ticket systems.

. Electronic mail, where an e-mail describing the problem can be sent to a
trouble ticket application or to aparticular person. This method can be used
to send problems to many types of trouble ticket applications.

. Custom, whereyou canwriteyour own NCL codeto deliver thetroubleticket
to an application by whatever means you choose.

To implement atrouble ticket interface, you need to define the trouble ticket
interface between your product region and the alert monitor (see the section,
Defining a Trouble Ticket Interface).

If you want the operator to supply information when requesting creation of a
trouble ticket, you also need to set up the trouble ticket data entry definition (see
the section, Setting Up the Trouble Ticket Data Definition).

Defining a Trouble Ticket Interface

15-2

Step 1.

Step 2.

Step 3.

Step 4.

To define atrouble ticket interface between your product region and the Alert
Monitor, do this:

Enter /ALADMIN at the ==> prompt. The Alert Monitor : Administration Menu
is displayed.

Select option | — Define Trouble Ticket Interface. The Alert Monitor : Interface
Definition panel is displayed.
In the Interface Type field, specify the type of interface you want to define.

Enter a question mark (?) in thisfield to obtain a selection list of valid values.
Press F6 (Action). A panel isdisplayed where you can define your trouble ticket
interface. The type of panel displayed varies, depending on the interface type

that you specified. Seethe sections, Defining an E-mail Trouble Ticket Interface,
and Defining a Custom Trouble Ticket Interface, for further details.
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Defining an E-mail Trouble Ticket Interface
If you specified EMAIL asthe interface type on the Alert Monitor : Interface
Definition panel, pressF6 (Action) to display the Alert Monitor : Email aTrouble
Ticket panel.

Figure 15-1. Alert Monitor : Email a Trouble Ticket Panel

PROD--------------- Alert Monitor : Email a Trouble Ticket -Columms 00001 00072
Command ===> Functi on=Update Scroll ===> CSR
Mai | Address

Host Nane (1 BM

SMIP Node Nane (|BM

SMIP Job Nane (IBM SMrP32_

SMIP DEST |d (TCPaccess)
Exit Procedure Nane
Subj ect &$AVDESC

Enter Mail Text Bel ow

Kkkkkk kkkkkkkkkkkkkkkkxkkkxkkkxkkkx TOP OF DATA *X*xxkkkxkokkxkokkkkokkkhkkkhkxkx

0001 Application ID : &BSAMAPPLI D
0002 Alert Creation Date : &SAVDATE
0003 Alert Creation Tinme : &AMII ME
0004

0005 Severity : &PAMBEVERI TY

0006 Priority : &AMPRI ORI TY

0007

EREEEE SRS EEEEEEEEEEEEEEEEEEEEEEEESS BO‘I’TO\A O: DATA EEEEEEEEEEEEEEEEEEEEEEREEEEESS
Fl=Hel p F2=Spl it F3=Fil e F4=Save F5=Fi nd F6=Change
F7=Backward F8=Forward F9=Swap F10=Left F11=Ri ght F12=Cancel

To define your e-mail trouble ticket interface, do this:

Step 1.  Enter vauesin the input fields in the top section of the panel.
Use F1 (Help) to obtain information about completing these fields.

Step 2. Complete the Enter Mail Text Below section of the panel, which is free format.
Use F1 (Help) to obtain information about completing this section.

Step 3. PressF3 (File). You are returned to the Alert Monitor Administration Menu and
your interface definition is saved.

Defining a Custom Trouble Ticket Interface
If you specified CUSTOM as the interface type on the Alert Monitor : Interface

Definition panel, press F6 (Action) to display the Alert Monitor : Custom Trouble
Ticket panel.
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Figure 15-2. Alert Monitor : Custom Trouble Ticket Panel

PROD----------mmmm - Alert Monitor : Custom Troubl e Ticket -Colums 00001 00072
Command ===> Functi on=Update Scroll ===> CSR
Procedure Nane

Enter Paraneters Bel ow
*kkk kK ERE R RS R EEEEEEEEREEEEEEEEEEEESSES] TG:) O: DATA R R EEEEEEEEEEEEEEEEEESEEEEESESE]
0001
* Kk kk kK kkhkkkhkkhkhkhkhkhkhkhkhkhhkhkhkhkrhkhkhkhxhhx*x BO'I'TO\AO: DATA ERE R R R R R EEEEEEEEEEEEEEEEEEEEES]
Fl=Hel p F2=Spl it F3=Fil e F4=Save F5=Fi nd F6=Change
F7=Backward F8=For ward F9=Swap F10=Left F11=Ri ght F12=Cancel

To define your custom trouble ticket interface, do this:

Step 1. Inthe Procedure Nameinput field, enter the name of your NCL procedure for
delivering trouble tickets.

Step 2. In the Enter Parameters Below section of the panel, specify any parameters that
you want the NCL procedure to receive. This section is free format.

Press F1 (Help) to obtain information about completing this section.

Step 3. PressF3 (File). You are returned to the Alert Monitor Administration Menu and
your interface definition is saved.

Setting Up the Trouble Ticket Data Definition

If you want the operator to supply information when requesting atrouble ticket,
you need to set up the trouble ticket data entry definition.

To define the information you want the operator to supply, do this:

Step 1. OntheAlert Monitor Administration Menu, select option D - Trouble Ticket Data
Definition. The Alert Monitor : Trouble Ticket Data Entry Definition panel is

displayed.
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Step 2.

Step 3.

Figure 15-3. Alert Monitor : Trouble Ticket Data Entry Definition Panel

PROD---------- Alert Mnitor : Trouble Ticket Data Entry Definition -----------
Command ===> Functi on=Update Scroll ===> CSR

KAKKKK KKKKKKKKKKKKKKK XK XK AR AR A xkxkx TOP OF DATA **¥F ¥ hxhkhkhkkkx kA kA kX h Ak Kk Kk k%

0001 Fl ELD NAME=PRI ORI TY

0002 VALUE="3"

0003 DESC="Trouble Priority"
0004 COMMENT=" (1=Hi gh, 4=Low)"
0005 REQUI RED=NO

0006 LENGTH=2

KRKKKK KKKKKKKK KK KX KXk Xk khkxkkkxkx BOTTOM OF DATA *¥F***x ks ks hkkkxkkhkhkhkkkkk k% %

Fl=Hel p F2=Spl it F3=File F4=Save F5=Fi nd F6=Change
F7=Backward F8=Forward F9=Swap F10=Left F11=Ri ght F12=Cancel

/

In the free-format data entry section of the panel, enter the data entry definition
for the panel that the operator will use when creating a trouble ticket.

Press F1 (Help) to obtain information about completing this section.

Press F3 (File). You are returned to the Alert Monitor Administration Menu and
your trouble ticket data entry definition is saved.

Implementing the Alert History Function
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Step 1.

Step 2.

Step 3.

Step 4.

Step 5.

The alert monitor retains datain an aert history file. To specify how long alerts
areto beretained in thisfile, do this:

Enter /| CS at the ===> prompt. The ICS : Customization Panel appears.

Enter U in front of the SNM ALERTHIST parameter group. The Alert History
File Specification details appear.

In the Daysto Retain Alertsin History File field, specify the number of daysthat
you want alerts to be retained in the history file.

In the Time of Day for Alert Purge field, specify the time of day (in the format
hh.mm) at which the Alert Monitor will delete alertsthat have been in the history
file longer than the retain setting.

Press F3 (File) to save your settings.
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Reorganizing Files and Monitoring Space Usage

Step 1.
Step 2.

Step 3.

To reorganize the Alert History database to reclaim dead space, do this:

Copy (REPRO) the History to a backup file.

Delete and redefine the original file.

Copy the data back in to the redefined file.

You should al'so monitor the amount of disk space used by the dataset, to estimate
the optimal file size and optimal frequency of reorganization.

Applying Alert Monitor Filtering

Step 1.

Step 2.

15-6

You can filter the alerts raised by the alert monitor by applying aset of criteriato
each of the fields within the alert. The filters that you create can be named and
stored for later use. To apply filtering to the aerts that are raised, do this:

Enter /ALADMIN.F at the ===> prompt. The Alert Monitor : Filter Definition
List panel isdisplayed.

To create anew filter press F4 (Add). The Alert Monitor Filter panel isdisplayed.

Figure 15-4. Alert Monitor : Filter Definition Panel

PROD--------cmmmmmm - Alert Monitor : Filter Definition --------------- Func=ADD
Command ===> Scroll ===> CSR
. Filter Definition ------omommm e .
| Name .......... |
| Description ... |
| Last updated at On By |
. Filter EXPressi On - - - - oo .
| |
| D=Del ete |=Insert R=Repeat |
| "(" Field Opr Val ue Gen ")" Bool |
| _ - |
| _ - |
| o o [
| o o [
| o o |
| _ - |
| _ - |
| _ - |
| - o [
| Fl=Hel p F2=Split F3=Fil e F4=Save |
| F7=Backward F8=Forward F9=Swap F12=Cancel |
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Step 3.

Step 4.

Step 5.

Enter the name and description of the filter.

Enter the valuesthat you requireinto the Field, Opr, Value, Gen, and Bool fields.
For afull description of these fields press F1(Help).

Press F3 (File) to save the changes.

Forwarding Alerts

Implementation

P01-166

Alerts are normally displayed on the Alert Monitor display. However, you can
aso forward them to other platforms:

« UNIX platforms as SNMP traps

. NetMaster for SNA (NEWS) or NetView (TME10) systems, as generic alert
NMVTs

. Unicenter Event Management

Note
To forward alertsto UNIX platforms as SNMP traps, or to Unicenter Event
Management, you must implement the TCP/IP sockets interface, using the
SOCKETS parameter group in ICS. See the chapter titled Sarting
NetMaster for SNA for the First Time in the Unicenter NetMaster Network
Management for SNA Implementation Guide.

You can apply filter criteriato forward different types of alertsto different
platforms.

To enable alert forwarding, execute the SAMEVFWD command. Thiscommand
has two groups of parameters:

. Those which describe the destination platform
. Those which supply thefiltering criteria

Toimplement Alert Forwarding, you need to execute an SAMEVFWD command
for each combination of platform and filtering parameters. It isrecommended that
you include these commandsin your READY procedure so that they are enabled
at initialization and remain in effect while the system is running.

See $AMEVFWD, on page 15-8, for the syntax of the SAMEVFWD command.
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The SNMP Trap Definition

The MIB definition for aerts forwarded as SNMP trapsis provided in member
$AMTRAP, supplied in the dsnpref.M S500.INSTAL dataset. You can download
this member to your UNIX system and compileit.

Note
When copying this member to your UNIX system, you can rename it to
avoid problems on some UNIX systems where the $ sign has special
meaning.

The supplied MIB defines two traps with the following object identifiers:

. $AMTRAP=1.3.6.1.4.1.1126.1.2.1.2 (for an dert)
. SAMTRAPC=13.6.1.4.1.1126.1.2.1.3 (when an alert is cleared)

$SAMEVFWD
Function Implements alert forwarding.
Operands The destination platform is specified by the DESTTY PE, DESTADDR,

DESTPORT, COMMNAME, and NETVALRT parameters. The filtering criteria
are specified by the FILTER parameter. Only alerts that meet these criteria are
forwarded.

Destination Details

Destinations can be TNG traps, SNMP traps, or (Generic Alert) NMVTs.
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Forwarding Alerts to Unicenter Event Management

$SAMEVFWD DESTTYPE=TNGTRAP

DESTADDR-=ipaddr

[ DESTPORT=ipport ]

[ COMMNAME=community ]

[ FILTER=filtername ]

[ CLEAR={ YES | NO }]
ALERTS= { NEW | ALL }

[ IPINACT={ WAIT | IGNORE }]

DESTTYPE=TNGTRAP
Specifiesthat the alerts are forwarded as SNM P traps optimized for the
Unicenter Event Console (TNGTRAP). It differsfrom SNMPTRAP as
follows:

. Providing four fields only: system, product, severity, and text
. Putting the text field last
« Passing new aertsonly

See the dsnpref. M S500.INSTAL (SAMTRAP) MIB definition for alist of
the fields (variables) that are present in the standard SNMP traps.

DESTADDR=ipaddr
Specifies the IP address to which aerts are to be forwarded. The address
can bein dotted notation (for example, 123.45.6.78) or ahost name address
(for example, network.operations.com).

DESTPORT=ipport
Specifies a port number at the destination. The default is 162.

COMM NAM E=community
Specifies the community name (at the destination address). Defaults to
public (inlower case). Community namesare case-sensitive. When avalue
is specified, ensure that the valueisin the correct case.

If the procedureis started from another procedure, for example within the
READY procedure, ensure that the statement remains case-sensitive at
executiontime. By default, NCL proceduressuch astheREADY procedure
convert datato upper caseduring assignment. Disableupper casetranslation
over the SAMEVFWD procedure invocation with the & CONTROL
UCASE|NOUCA SE statement. For example:

&CONTROL NOUCASE

START $AMEVFWD DESTTYPE=SNMPTRAP DESTADDR=xxx +
DESTPORT=162 COMVNAME=publ i c

&CONTROL UCASE
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IPINACT=WAIT|IGNORE
Specifies what to do when SNMP traps cannot be forwarded because the
TCP/IP interface isinactive:

.  WAIT—suspends dert forwarding until the interface becomes active.
Thisvalue is the default.

. IGNORE—discards the alerts when the interface isinactive.

Sending Alerts as SNMP Traps

$AMEVFWD DESTTYPE=SNMPTRAP

DESTADDR-=ipaddr

[ DESTPORT=ipport ]

[ COMMNAME=community ]

[ FILTER=filtername ]

[ CLEAR={ YES | NO }]
ALERTS= { NEW | ALL}

[ IPINACT={ WAIT | IGNORE }]

DESTTYPE=SNMPTRAP
For SNMP traps, specific destination details are required, as follows:

DESTADDR-=ipaddr
Thisismandatory. It specifiesthe destination (1P) address as either avalid
IP address in dotted notation (for example, 123.45.6.78) or a host name
address (for example, network.operations.com).

DESTPORT=ipport
Thisisoptional. It specifiesthe port number (at the destination address). If
specified, it must beanumber intherange 1to 65535. If omitted, it defaults
to 162.

COMM NAM E=community
Specifies the community name (at the destination address). Defaults to
public (inlower case). Community namesare case-sensitive. When avalue
is specified, ensure that the valueisin the correct case.

If the procedureis started from another procedure, for example within the
READY procedure, ensure that the statement remains case-sensitive at
executiontime. By default, NCL proceduressuch astheREADY procedure
convert datato upper caseduring assignment. Disableupper casetranslation
over the SAMEVFWD procedure invocation with the & CONTROL
UCASE|NOUCA SE statement. For example:

&CONTROL NOUCASE

START $AMEVFWD DESTTYPE=SNMPTRAP DESTADDR=xxx +
DESTPORT=162 COMVNAME=publ i c

&CONTROL UCASE
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IPINACT=WAIT|IGNORE
Specifies what to do when SNMP traps cannot be forwarded because the
TCP/IP interface isinactive:

.  WAIT—suspendsalert forwarding until the interface becomesactive.
Thisvalue is the default.

. |IGNORE—discards the derts when the interface isinactive.

Sending Alerts as NMVTs

$AMEVFWD DESTTYPE=NMVT
[ NETVALRT=ppiname ]
[ FILTER=filtername ]
[ CLEAR={ YES |NO }]
ALERTS= { NEW | ALL }

DESTTYPE=NMVT
NMV Ts are queued to the NETVALRT PPI receiver queue and are then
processed by either NetMaster for SNA or NetView.

NETVALRT=ppiname
The default name for the NETVALRT PPl receiver isNETVALRT. If you
have used an alternate name, use this operand to specify the alternate name.

Note
If you have also set up the PPINETVALRT parameter group in ICSto
receive PPl events, you should not forward alertsto the NETVALRT
PPI receiver.

Forwarding to NetMaster for SNA

To receive alerts, you must have the PPI receiver active. Thisis started on the
destination NetMaster for SNA system.

The forwarded aerts are recorded as Operator Notification EVENTS for the

specificresource, whichisthe primary system name (PRI=initparm) of thesystem
that forwarded the alert.
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Forwarding to NetView

Step 1.

Step 2.

Filtering Details

Applying a Named Filter

Predefined Filter Criteria

15-12

ToreceiveaertsinaNetView regionyou must havethe CNM CALRT task defined
and active. To do this:

Check the DSIDMN (or DSIDMNB) member in the DSIPARM PDS.

Ensure that the CNMCALRT task isincluded and isinitialized (INIT=Y). For
example:

TASK MOD=CNMCALRT, TSKI D=CNMCALRT, PRI =6, | NI T=Y

Note
This statement is hecessary for the OS/390 software a ert forwarding
function.

The alerts are formatted as Operator Notification generic alerts.

There are three optionsfor filtering. You can:
« Apply anamed filter using FILTER=filtername.

. Apply filtering criteriawith the CLEAR and ALERTS operands—these can
be applied, regardless of the destination details. Both are optional .

. Not apply afilter.

FILTER=filtername

This specifies the name of the filter to apply. If specified, the named filter must
exist. For more information see Applying Alert Monitor Filtering.

CLEAR=YES|NO
This parameter relates to alerts that are cleared. If set to YES, adertsfor
cleared alert events are forwarded. This parameter is optional.

ALERTS=NEWIALL
This parameter controls how alerts generated before alert forwarding is
enabled are handled.

If set to NEW—only new alertsareforwarded. Thisoptionwould normally
be used if alert monitoring is restarted.

Administrator Guide P01-166



Examples

If set to ALL—current alerts, and new alertsasthey arrive, areforwarded.

Use this option to make the alert forwarding function behave the same as
the Alert Monitor option at aterminal. Thisoptionwould normally be used
when the alert monitor is started during initialization of the system region.

To send al NCPVIEW alerts from the local system as SNMP traps, enter:

START $AMEVFWD DESTTYPE=SNVPTRAP +
DESTADDR=net wor k. oper ati ons. com +
DESTPORT=4567 FI LTER=NCPVI EW

To send all alerts from SOLVES5 as NMVTs, enter:

START $AMEVFWD DESTTYPE=NWT SYSTEM D=SOLVE5

Enabling Multi-system Support

P01-166

If you have product regions on different OS/390 images, you can link them
together, using INMC links, to form a multi-system configuration.

A multi-system configuration enables you to log onto your local product region
and view and control the resources of linked product regions. You can do things
such as:

. Display aVTAM nodein aremote region
. Display the alerts raised from all the linked regions
« Monitor NCP utilization in all the linked regions

Multi-systems are set up and administered from the Automation Services:
Multi-System Support Menu. To accessthismenu, enter A.M at the ===> prompt
of the Primary Menu.

For more information press F1(Help).

Caution
See the chapter, Administering a Multi-system Environment, in the
Automation Services Administrator Guide before setting up a multi-system
environment.
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Defining Communications for NEWS and for NTS

Example

The INMC facility allows both local and remote systems to be connected as
network peers. WhenthelNMC linksare defined, you can define feature-specific
communications.

Using INMC, the ISR (Inter System Routing) facility provides communication
services between NEWS features and between NTS features in multiple systems.

To enablethese services, define | SR network traffic between the peersby defining
the ICS parameters ISRIN and ISROUT. You must define the ICS parameters
only on the appropriate system, as shown in the following example:

To send ISR traffic from system A to system B:

. Define ISROUT on system A, specifying system B’slink name
. Define ISRIN on system B, specifying system A'slink name

Defining ISR Inbound Parameters (ISRIN)

Step 1.

Step 2.

Step 3.
Step 4.
Step 5.

Step 6.

To define ISR inbound parameters, do this:

Enter /ICS at a===> prompt. TheICS: Customization Parameters panel is
displayed.

Enter U beside the ISRIN parameter group. The ISRIN - ISR (Inbound) panel
is displayed.

Specify link names for PPO messages, CNM data, and SAW data.
Specify whether these links are to NetView (PPO messages and CNM dataonly).
Press F6 (Action).

Press F3 (File).

Defining ISR Outbound Parameters (ISROUT)
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Step 1.

Step 2.

Step 3.

To define ISR outbound parameters, do this:

Enter /ICS at a===> prompt. The ICS : Customization Parameters panel is
displayed.

Enter U beside the ISROUT parameter group. The ISROUT - ISR (Outbound)
panel is displayed.

Specify link names for PPO messages, CNM data, and SAW data.
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Step 4.

Step 5.

ISR and NTS

ISR Environments

Press F6 (Action).

Press F3 (File).

In NTS, control isimplied through the system and class parameter settings that
reguest the type of data NTSisto collect.

For adescription of the interaction between NTS and ISR, see the section,
Establishing Inter-System Routing Links, on page 9-20.

For ageneral description of ISR environments, see the Management Services
Administrator Guide.

Managing Focal Points

The Focal Point Management menu options apply to APPN network nodes and
allow authorized users to manage and maintain the definitions of the backup and
nesting focal pointsfor the Problem Management category of SNA Management
Services (SNAMS). Managing these definitions ensures that Problem
Management information from the APPN network flows to a centralized
management focal point.

For details about SNAM S and focal point management, see the following IBM
manuals:

. SNA Management Services Reference
. SNA Transaction Programmer’s Reference Manual for LU Type 6.2

About Focal Points and Entry Points

P01-166

In Advanced Peer-to-Peer Networking (APPN), roles are established through the
interchange of SNAMS capabilities between two nodes. One of these nodes
assumes the role of afocal point, the other becomes the entry point. When this
exchange has been established, the entry point is said to come under the sphere
of control of the focal point.

A focal point providescentralized management for one or more entry points under

itssphereof control. Each entry point can only have onefocal point, but the same
focal point can provide services for multiple SNAMS categories.
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Bothfocal pointsand entry pointsaredynamic. Thismeansthat if aprimary focal
point becomesunavailable, abackup focal point can berequested. Thisalsomeans
that higher ranked focal points can replace existing focal points.

About Local and Backup Focal Points

A local focal pointisafocal point with entry points locally registered to it. A
local focal point might becomeinactive after acquiring entry points. Inthisevent,
any Problem Management information from the entry points that the local focal
point has acquired is sent to a backup focal point, shown in Figure 15-5.

Figure 15-5. Backup Focal Point

‘ Local Focal Point ‘ Backup Focal POlﬂt

Y

Problem Management Informatlon /

Entry P0|n -‘\

About Nesting Focal Points
Onefocal point can come under the control of another focal point. Thisiscalled

nesting. Nesting istypically used where each focal point is managing adifferent
level of SNAMS.

In an SNA environment, a nesting focal point, shown in Figure 15-6, isafocal
point that has registered alocal focal point as an entry point.
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Figure 15-6. Nesting Focal Point

NetMaster for SNA
Nesting Focal Point | A

NetMaster for SNA NetMaster for SNA
S N
‘F Entry Pointj‘ ‘rEntry Point?
‘Local Focal Point‘ ‘Local Focal Point
I— ] — .
- 7/7 _ Entry Point 7/7 S . Entry Pointj C2

"EntryPoint c1 - — — —
_ Entry Point C1

~ -7
Entry Point
S |

For example, in Figure 15-6, the local focal point B sends any Problem
Management information, passed to B from entry points C1 and C2, on to the
nesting focal point A.

Browsing, Updating, or Deleting Focal Points

P01-166

To accessthe SNA : Focal Point Administration menu, enter /SNAFPA at a===>
prompt.

Figure 15-7. SNA: Focal Point Administration Menu

/PRO} ————————————————— SNA : Focal Point Administration ---------------- / SNAFPA
Sel ect Option ===>

BB - Browse Backup Focal Point Definition

BN - Browse Nesting Focal Point Definition

UB - Update Backup Focal Point Definition

UN - Update Nesting Focal Point Definition

DB - Del ete Backup Focal Point Definition

DN - Delete Nesting Focal Point Definition

X - Exit

Fl=Hel p F2=Spl it F3=Exi t F4=Ret urn
F9=Swap

o
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To browse, update, or delete a backup focal point or anesting focal point, type
the relevant letters for the option you want at the ===> prompt.

For details of these options, press F1 (Help).

If you choose a browse, update, or delete option for a backup focal point, the
NEWS : SNAM S Backup Facal Point Definition panel, shownin Figure 15-8, is

displayed.

If you choose a browse, update, or delete option for a nesting foca point, the
NEWS : SNAMS Nesting Focal Point Definition panel, shown in Figure 15-9, is

displayed.

Defining Backup Focal Points

15-18

Step 1.

Step 2.

Step 3.

Figure 15-8. NEWS: SNAMS Backup Focal Point Definition Panel

PROD- - ---------- NEWS : SNAMS Backup Focal Point Definition ------------- NET001
Command ===> Funct i on=UPDATE
Ful l'y Qualified Network Nane for Backup Focal Point

Focal Point nane ....... NET001. PRODL
Application Name of Backup Focal Point

Application name ....... ' 23FOF3F1’ X
Fl=Hel p F2=Spl it F3=File F4=Save

F9=Swap Fl12=Cancel

=

The SNAMS Backup Focal Point Definition panel displays definitions for the
SNAMS backup focal point. For further details, press F1 (Help).

To define abackup focal point, do this:

In the Focal Point Name field, specify anameintheform Network Identifier and
Network Addressable Unit (NAU) separated by a period (for example,
NTWKNAME.NAUNAME).

Inthe Application Name field, type afour-byte hexadecimal quoted string (inthe
format 'aabbccdd X”) if the string contains non-display characters.

Press F3 (File).
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Defining Nesting Focal Points

Step 1.

Step 2.

Figure 15-9. NEWS: SNAMS Nesting Focal Point Definition Panel

PROD------------- NEWS : SNAMS Nesting Focal Point Definition ----------- NET001
Comrand ===> Funct i on=UPDATE
Ful l'y Qualified Network Name for Nesting Focal Point
Focal Point nane ....... NETOO01. QANML
Fl=Hel p F2=Split F3=File F4=Save
F9=Swap F12=Cancel

-

The SNAM S Nesting Focal Point Definition panel displaysthe definition for the
SNAMS nesting focal point. For further details, press F1 (Help).

To define anesting focal point, do this:

Specify afocal point name in the form Network Identifier and Network
Addressable Unit (NAU) separated by a period (for example,
NTWKNAME.NAUNAME).

Press F3 (File).

Managing Entry Points
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The SNA : Entry Point Administration menu allows authorized users to manage
and maintain the definitions of the Entry Points for the Problem Management
category of SNA Management Services (SNAMS). It also alowsyou to acquire
entry points for the NetMaster for SNA focal point so that the focal point can
receive Problem Management information from them.

For information about focal points and entry points, see the section, About Focal
Points and Entry Points, on page 15-15.
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From the SNA : Entry Point Administration menu, you can access the SNAMS
EP Definitions pand to maintain entry point definitions for NetMaster for SNA,
or get afull or partial list of currently defined entry points.

To accessthe SNA : Entry Point Administration menu, enter /SNAEPA at a===>
prompt. For information about the options on this menu, press F1 (Help).

Figure 15-10.SNA : Entry Point Administration Menu

/PRO} ————————————————— SNA : Entry Point Administration ---------------- / SNAEPA\
Sel ect Option ===>

ACT - Activate Focal Point for Entry Point
L - List Entry Point Definitions

M - Maintain Entry Point Definitions

X - Exit

Entry Point Nane ... (Requi red ACT)

Fl=Hel p F2=Split F3=Exi t F4=Return
F9=Swap

- %

Activating a Focal Point

Step 1.

Step 2.

Step 3.

You can acquire an entry point for the NetMaster for SNA focal point by defining
the entry point you want to acquire for the focal point. To do this:

Type ACT at the===> prompt on the NEWS : Entry Point Administration menu.

In the Entry Point Name field, type a fully-quaified node name in the form
Network Identifier and Network Addressable Unit (NAU) separated by a period
(for example, NTWKNAME.NAUNAME).

If you enter only the NAUNAME portion of the name, NEWS prefixesit with the
name of the network in which this system is active.

PressENTER. The SNAMSEP Definitionspanel (see Figure 15-12) isdisplayed.

Maintaining Entry Point Definitions

15-20

The Entry Point Definitions panel displaysalist of entry point definitionsthat can
beregisteredtothe Problem Management focal point of NetM aster for SNA. From
the list, you can select an entry point definition to browse, update, or del ete.
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Step 1.

Step 2.

Step 3.

To list entry point definitions:

On the Entry Point Administration menu, enter M at the ===>prompt.
(Optional) To narrow the range of entry pointslisted, specify aprefix in the Entry
Point Namefield. Only entry point names beginning with the entered prefix are
listed.

Press ENTER. The Entry Point Definitions panel is displayed, in update mode.

Note
If you just want to browse entry points, enter L (instead of M) on the Entry
Point Administration menu. Thisdisplays the Entry Point Definitions panel
in Browse mode.

Figure 15-11. NEWS: Entry Point Definitions Panel—Update Mode

PROD--------mmmmmee - NEWS : Entry Point Definitions ------------------ NETO01
Comrand ===> Scrol | ===> PACE
S/ =Vi ew U=Updat e D=Del et e
Entry Point Name Initial Status Current Status
NETOO1. LSNA62 ACTI VE | NACTI VE
NETOO1. LSNA34 ACTI VE | NACTI VE
NETOO01. LSNA18 ACTI VE I NACTI VE
NETOO01. LSNA13 ACTI VE I NACTI VE
NETOO01. LSNA13 ACTI VE I NACTI VE
* % E'\U*
Fl=Hel p F2=Spl it F3=Exi t F4=Add F5=Fi nd F6=Refresh
F7=Backward F8=For ward F9=Swap F11=Ri ght

-
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Updating an Entry Point
To update an entry point from the Entry Point Definitions panel:

Step 1.  Enter U besidean entry point nameonthelist. The SNAMS EP Definitions panel
is displayed for the selected entry point.

Figure 15-12.NEWS : SNAMS EP Definitions Panel—Update Mode

PROD--------mmmmmmea e - NEWS : SNAMS EP Definitions ---------cmmmnomnnn- NETOO01
Command ===> Funct i on=UPDATE
Fully Qualified Network Nane

Entry Point name ....... NETOO01. LSNA62
Entry Point Status

Initial status ......... ACTI VE

Fl=Hel p F2=Split F3=File F4=Save
F9=Swap F12=Cancel

Step 2. Change the details as required.

Step 3. To file the changes, press F3. To save the changes, press F4.

Defining an Entry Point
To define an entry point from the Entry Point Definitions panel:
Step 1. PressF4 (Add). The SNAMS EP Definitions panel is displayed.
Step 2. In the Entry Point Name field, type a name in the form Network Identifier and
Network Addressable Unit (NAU) separated by a period (for example,
NTWKNAME.NAUNAME).
Step 3. IntheInitial Status field, type ACTIVE or INACTIVE.

Step 4. To file the changes, press F3. To save the changes, press F4.

Deleting an Entry Point

To delete an entry point from the Entry Point Definitions panel, enter D beside
an entry point name on the list.
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Maintaining Control File Records

You can tailor the processing of NEWS facilities by maintaining the Network
Services Control File (also called the NSCNTL database). The Control File
contains records that control NEWS processing and provide a database of
messagesfor thedisplay of solicited and unsolicited recordsabout network events.
NEWS uses the control file to determine the CNM processing path for solicited
and unsolicited records.

The NEWS: Control File Category Maintenance panel allows you to browse,
modify, or add existing support for Control File records of a specified category.

Accessing the Control File Category Maintenance Panel
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To maintain the Control File records, enter /[SNACFA at a===> prompt. The
SNA : Control File Administration menu is displayed.

Figure 15-13.9NA : Control File Administration Menu

/PRO} ——————————————— SNA : Control File Admnistration ---------------- / SNACFA
Sel ect Option ===>
L - List Control File Records
M - Mintain Control File Records
X - Exit
Fl=Hel p F2=Spl it F3=Exi t F4=Ret urn
F9=Swap

\_

Thispanel allowsyoutolistand maintain control records. For further information,
press F1 (Help).
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Browsing, Modifying, Deleting, or Adding Control Records

15-24

Step 1.

Step 2.

To browse, modify, or add control records, at the SNA : Control File
Administration menu, do this;

Enter M at the ===> prompt. The NEWS : Category Selection list is displayed.

Note
If you enter L onthe SNA : Control File Administration menu, then you can
only browse records from the selection list of records for a category.

Figure 15-14.NEWS: Category Selection Panel

PROD------ccemmmmceanns NEWS : Category Selection --------------ommmmononn FTI
Command ===> Scrol | ===> CSR
S/ =Sel ect

Cat Description

001 Product-Set ldentification

002 Bl ock Number ldentification

003 Record to Process-1d Conversion

004 Process-1d Definitions

009 Event Filtering by Event-1D Codes

010 Event Descriptions and Probabl e Causes

011 Basic Alert General Causes

012 Basic Alert Specific Causes

014 Basic Alert Text by Detail Text Reference Code

015 Basic Alert Text by Description Code

016 Basic Alert Text by User Action Code

020 Generic Alert Descriptions

021 Generic Alert Probable Causes

022 Generic Alert User Causes

023 Generic Alert Install Causes

024 Generic Alert Failure Causes

025 Generic Alert Qualified Message Data
Fl=Hel p F2=Split F3=Exi t F4=Return F5=Fi nd F6=Refresh
F7=Backward F8=For ward F9=Swap F11=Ri ght

-

To select a category from the list, enter S next to the category you want. A
selectionlist of recordsfor that category isdisplayed. Figure 15-15isan example.
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Figure 15-15.NEWS: Generic Alert Descriptions Panel

PROD- - -------mmmmmmn NEWS : Generic Alert Descriptions -------------------- FTI
Command ===> Scroll ===> CSR
S/ =Vi ew U=Updat e D=Del et e

Code E P Description

A Probl em resol ved

A001 I mpendi ng cool ing problemresol ved

B Noti fication

BOOA Tinmed |PL to occur soon

BOOB CSMA/ CD adapt er di sconnect ed

BOOC SNWVP resource problem

BOOD Pressure unaccept abl e

BOOE Bandwi dt h reduced

BOOF Idle time threshol d exceeded

BO0O Qperator notification

BOO1 Mai nt enance procedure

B002 Qperator took printer offline

B0OO3 LAN bridge taken offline

B004 Resources require activation

BO05 Servi ce subsystem taken off-1ine

B006 Li ne adapter di sconnected

BOO7 Token ring adapter disconnected
Fl=Hel p F2=Spl it F3=Exi t F4=Add F5=Fi nd F6=Refresh
F7=Backward F8=Forward F9=Swap F11=Ri ght

-

From thislist you can select records to browse, modify, update, or delete. You
can also add new records.

Browsing Control Records

To browse arecord from the selection list of records for a category, enter S next
toit. The selected record is displayed, in Browse mode.

Modifying Control Records

Step 1.  To modify arecord from the selection list of records for a category, enter U next
toit. The selected record is displayed, in Update mode.

Step 2. Modify therecord asrequired. For further details of how to modify each type of
record, press F1 (Help).

Step 3. Press F3 to file your changes.

Deleting Control Records

Step 1. Todeetearecord from the selection list of recordsfor acategory, enter D next to
it. A messageis displayed, asking you to confirm your delete request.

Step 2. Press Enter to confirm your delete request or F12 to cancel the request.
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Adding Control Records

Step 1. Toadd anew record to the selection list of recordsfor acategory, press F4 (Add).
A pandl for record details of that type is displayed, in Add mode.

Step 2. Enter details of the new record. For further details of how to define each type of
record, press F1 (Help).

Step 3. Press F3 to file your changes.

Note
Control records are stored in the Network Services Control File (NSCNTL),
which is normally shared between multiple NetMaster for SNA regions.
Before you can update records, the file must be open for update and limited
to oneregion. To changethe NSCNTL file options, see the section,
Implementing the Network Services Control File (NSCNTL), on page 6-3.

Maintaining Resource Alias Names

NEWS provides VTAM with alias name translation services for those levels of
VTAM that request thisfunction. Alias names are used to differentiate between
same name resources in interconnected networks.

Note
Alias nametrandlation is not necessary if there are no resource name clashes
when sessions are being established between interconnected networks. A
name clash occursif aresource name in one network is also defined in the
other network.

About Alias Name Translation

You can maintain thetransl ation definitionsby usingthe DEFALIASREPALIAS,
and DELALIAS commands.

You do not need to restart Management Services after changing or adding
definitions. However, you may not beabletoimmediately usethe new definitions
for session establishment.

In Figure 15-16, Example of Alias Name Translation, the BANKWA network

defined the alias name VATM 1 to the resource ATM 1 existing in the BANKVIC
network becausethe name ATM 1 wasaready assigned inthe BANKWA network.
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Figure 15-16.Example of Alias Name Translation

Origin of request to establish a session Target network
BANKWA | ‘ BANKVIC
BANKWA knows
ATM1 BANKVIC’s ATM1 ATM1

VATM1 as VATM1

When multiple SNA networksare connected using agateway functioncalled SNA
Network Interconnections (SNI), each network is known by a unique network
identifier but otherwise retainsitsindividual SNA characteristics.

During cross-network sessions in such an environment, resources that exist in a
particular network may need to be known by an alias name in other networks.

Consequently, the process of establishing a cross-network session may require
alias namesin one network to be translated to the real resource namesin another
network. The Alias Name Trandglation Facility provides this service.

Thefacility can meet VTAM requests for trandation both from the alias name to
the real name, and from real name to alias name.

Session establishment also requires the use of Class-of-Service (COS) and
Logmode names. Such a name may be defined in one network but unknown in
another network. However, that other network may have an equivalent definition
of thename. TheAliasName Translation Facility can be used to resolvethe name
difference between the networks.

Example of Resource Alias Name Translation

An LU, named X, in network A needsto connect to an application in network B.
However, thereis already aresource named X in network B. For asession to be
established, an aias name for use in network B needsto be provided for the
resource X in network A.

Example of Class-of-Service or Logmode Alias Names Translation

P01-166

A filetransfer application in network A always uses logmode X, and needsto
connect to an application in another network, B. 1f thelogmode X does not exist
in network B, but an equivalent logmode exists, then the Alias Name Translation
Facility can be used to assign the equivaent logmode in network B.
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Displaying Alias Name Definitions

By using the SHOW DEFALIAS command, you can display one or more alias
definitions used by the Alias Name Trandation Facility of NEWS. By default,
you can have an authority level of 0 to display alias name definitions.

For afull explanation and examples of the SHOW DEFALIAS command and
details of operands, see the Management Services Command Reference manual.

Example of Displaying Alias Names

15-28

Figure 15-16, Example of Alias Name Trand ation, showsthe alias name VATM 1
defined in BANKWA for the real name ATM 1 existing in BANKVIC.

To display the defined alias name, enter at a command line:
SHOW DEFALI AS

All defined alias names are displayed in alist (see Figure 15-17).

Figure 15-17.SHOW DEFALIAS Results

Command ===> show defali as
N38304 -ALIAS-- --NET--- -RNAME-- --RNET-- - RCDRM -
N38301 VATML BANKWA ATML BANKVI C

N38305 1 LU ENTRY DI SPLAYED.

The definitions of the results are explained bel ow.

ALIAS
The alias name.

NET
The name of the network in which the alias resource nameisto be known,
and the origin of the trandation request.

RNAME
The real name of the resource asit is known in the target network.

RNET
The network identifier for the target network in which the real resource
name can be used.

RCDRM
(For LUs only) The CDRM that owns the LU.
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Defining Alias Names

By using the DEFALIAS command, you can add an alias name to NEWS for use
by the Alias Name Tranglation Facility. By default, you must have an authority
level of 4 to add an alias name.

For afull explanation and examples of the DEFALIAS command and details of
operands, see the Management Services Command Reference manual.

Note
The addition of definitionsis normally afunction of the INIT procedure
processing.

Example of Defining an Alias Name

Figure 15-16, Example of Alias Name Trand ation, showsthe aliasname VATM 1
defined in BANKWA for the real name ATM 1 existing in BANKVIC.

To define the alias name of VATM1 asan LU in BANKWA, at acommand line,
enter:

DEFALI AS NAME=VATML NET=BANKWA
RNAVE=ATML RNET=BANKVI C

A message confirming the definition is displayed.

To see the result of the definition, at acommand line, enter:

SHOW DEFALI AS NAME=VATML

For moreinformation about alias name definitions, seethe section, Defining Alias

Names, on page 15-29 in this chapter.

Defining Generic Names

You can reduce the number of DEFALIAS commands used and simplify
subsequent modifications by defining generic alias names and network names.

You can also override the generic definitions by one or more specific conditions.

For afull explanation and examples of the command and details of operands, see
the Management Services Command Reference manual.
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Defining Generic Alias Names

You can define ageneric alias name and real name pair when you want to map a
range of similarly named resources (for example, MAIVF001 to MAIVF999) to
some other range (for example, AMF001 to AMF999) in the target network.

By generically defining only the two prefix strings (that is, MAIVF and AMF),
the Alias Name Translation Facility can carry the trailing suffix during the
trandation (that is, it translates MAIVF034 to AMF034).

Defining Generic Network Names

You can generically define the networks in which an alias name is known. By
using atotally generic network name (that is, a name that any network name
matches), inasingle DEFALIAS command, you can definean aliasto exist in al
networks.

When a network name has been generically defined, any network name that
matches the generic network name will contain the alias resource name defined
to that network.

Replacing Alias Names

15-30
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By using the REPALIAS command, you can replace the real name and network
defined for an existing alias name and network combination. You must have an
authority level of 4 to replace an alias hame.

For afull explanation and examples of the REPALIAS command and detail s of
operands, see the Management Services Command Reference manual.

Example of Replacing an Alias Name

P01-166

Figure 15-18 showstherea namedefinedfor thealiasnameVATM 1LinBANKWA
replaced with ATM 2 existing in the BANKVIC network.

Figure 15-18.Replacing an Alias Name

Origin of request to replace Target network
BANKWA | ‘ BANKVIC
BANKWA knows
ATM1 BANKVIC’'s ATM2 ATM2
VATM1 as VATM1

To replace the real name defined for VATM 1 in BANKWA, at acommand line,
enter:

REPALI AS NAME=VATML NET=BANKWA
RNAVE=ATMZ2 RNET=BANKVI C

A message confirming the replacement is displayed.
To see the result of the replaced real name, enter at acommand line:
SHOW DEFALI AS NAME=VATML

The results, shown in Figure 15-19, are displayed.

Figure 15-19.Replaced Alias Name Results

Command ===> show defal i as
N38304 -ALIAS-- --NET--- -RNAME-- --RNET-- - RCDRM -
N38301 VATML BANKWA ATM2 BANKVI C

N38305 1 LU ENTRY DI SPLAYED.
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The definitions of the results are explained bel ow.

ALIASand NET
The resource name and network 1D that identify the real name definition
being replaced.

RNAME
The real name that replaces the previously defined real name.

RNET
Thereal network 1D that replaces the previously defined real network ID.

Deleting Alias Names
By using the DELALIAS command you can delete the alias name defined for a

real resourcein atarget network. By default, you must have an authority level of
4 to replace an alias hame.

For afull explanation and examples of the DELALIAS command and detail s of
operands, see the Management Services Command Referencee manual.

Example of Deleting an Alias Name

Figure 15-20 shows the alias name of VATM1 in BANKWA defined for ATM2
in BANKVIC.

Figure 15-20.Deleting an Alias Name

Origin of request to delete Target network

******************

r—— — — — r— = — — —

[ ‘ BANKWA knows e ‘
. ATM1 .~ BANKVIC's ATM2 »  ATM2 |
| VATM1 - as VATM1 | [

,,,,,,,,,,,,,,,,,,,,

To delete the alias name VATM 1, at acommand line, enter:
DELALI AS NAMVE=VATML NET=BANKWA

A message confirming the deletion is displayed.
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Testing Alias Names Translation

By using the XLATE command, you can test alias name trandation. This
command allows you to see the translated name that the Alias Name Trand ation
Facility returnsto VTAM when requested to perform translation. By default, you
must have an authority level of 1 to test alias name trandation.

For afull explanation and examples of the XLATE command and details of
operands, see the Management Services Command Reference manual.

Examples of Testing Translation

Example 1
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Figure 15-21 shows the testing performed to determine that real name ATM2
existing in network BANKVIC istranslated to the alias name VATM 1 for the
target network of BANKWA.

Figure 15-21.Testing Alias Name Trand ation

BANKWA | ‘ BANKVIC

BANKWA knows \—/
ATM1 BANKVIC's ATM2 3  ATM2

VATM1 -€— as VATM1

To test that real name ATM 2 existing in network BANKVIC istrangated for the
target network of BANKWA for the alias name of VATM1, at acommand line,
enter:

XLATE NAME=ATM2 NET=BANKVI C TARGNET=BANKWA REAL

The results, shown in Figure 15-22, are displayed.

Figure 15-22. Alias Name Testing, Example 1

Command ===>
N38504 - LU REAL NAME/ NET = ATM2/ BANKVI C; ALI AS NAVE/ NET = VATML/ BANKWA

Chapter 15. Advanced Configuration Tasks 15-33



Example 2

To test that the alias name VATM 1 in network BANKWA istranslated to thereal
name ATM2 for the target network BANKVIC, at acommand line, enter:

XLATE NAME=VATML NET=BANKWA TARGNET=BANKVI C

The results, shown in Figure 15-23, are displayed.

Figure 15-23.Alias Name Testing, Example 2

Command ===>
N38504 - LU ALI AS NAME/ NET = VATML/ BANKWA ; REAL NAVE/ NET = ATM2/ BANKVI C

Allocating NCP Unformatted Dumps

15-34

To use an NCP unformatted (raw) dump, you need to allocate it to NCPView, so
that NCPView can access information in the dump asthoughitisarea NCP.

To access the NCP Dump Menu, enter /NCPDUM P at a===> prompt.

Figure 15-24.NCP : NCP Dump Menu

Sel ect Option ===>

AL - Allocate Unformatted NCP Dunp File
UN - Unallocate Unformatted NCP Dunp File
X - Exit

Dunp DD Nane ....
Dunp Dataset ....

(Required AL UN)

From this menu, you can allocate (option AL) or unallocate (option UN) an
unformatted NCP Dump file. For further information, press F1 (Help).

Note
The DD Name that is specified must not conflict with DDs already allocated
to the NetMaster system and a so cannot conflict with an existing NCP
name.
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Example

When the process is complete, the following message is displayed:

ZNC0702 FUNCTI ON COVPLETED SUCCESSFULLY

If adump file was allocated using the option AL on the NCPView Control
Functions menu with a DD name of PRODDUMP specified, then the NCP
selection list includes an NCP with the name PRODDUMP with all the
information that areal NCP has displayed. Thislineonthelistisdisplayedin
blue to distinguish it from real NCPs.,

Expected Unformatted Dump File Characteristics

Thefirst record in the unformatted dump fileisacontrol record. The devicetype
that produced the dump isindicated in the first word of the control record.

The format of the first word is XXXXXXTT. Thefollowing are possible values
of the TT byte:

. X'00 indicates a 3705 dump (not supported by NCPView)
« X'01 indicates a 3725/3720
. X'02 indicatesa 3745

Inavalid 3725/3720/3745 NCPdump, the actual NCPstorage beginsin the second
record. The first word of the second record must contain X‘ 714C01AA’.

The LRECL of the dump must be equal to 512 or 2048.

Estimating Storage Requirements for Processing NCP Dumps Using NCPView
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When adump is accessed by a user, only the required amount of storageisread
into memory. For example, if you browsed storage that wasin the middle of the
dump, then only half of the dump would be read into memory. If the dump isnot
accessed for 30 minutes, then the dump stored in memory is released, freeing
memory. Therefore, further access to the dump would cause the dump to be read
into memory again.

Most dumps are 4 or 8 Mb in size, although they can be up to 16 MB in size.

When considering how much virtual storage a dump may consume, the general
ruleis.

storage required = size_of _dump + 300K

Chapter 15. Advanced Configuration Tasks 15-35



Ensure that the size of your region is set to an appropriate value.

Note
All storageis above the 16 MB line.
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Integrating NCS with a Configuration Management Database

The default variables present in the initialization procedure, SNSINIT, and the
distributed NCL exit procedure, SNCCNFG, enable NCSto retrieve datafrom a
SOLVE:Configuration database.

If you have SOLVE:Configuration in your product region, NCS automatically
uses the SOLV E:Configuration database to display configuration information.

If you do not have SOLV E:Configuration in your product region, you have two
options:

. Totailor the SNSINIT procedure to integrate NCS with the INFO/MASTER
product, if you have it

. Totailor the SNCCNFG procedure, if configuration datais to be retrieved
from a source other than the SOLVE:Configuration or the INFO/MASTER
product

About Exit SNCCNFG

The $NCCNFG procedure uses global NCL variables to determine the type of
configuration databaseto access. For moreinformation on this procedure, seethe
comments contained in the procedure.

When $NCCNFG Is Used

$NCCNFG isan NCL procedure that is called by NCS under the following
conditions:

«  WhentheF10 (Configuration) key ispressed to retrieve node descriptionsfor
each of the nodesin a selection list

. When the selection option C is entered beside a node, to request the
presentation of a panel or a series of panels displaying (configuration) data
that is associated with the selected node

This procedure uses global NCL variables to determine the type of configuration

database to access. For details, see the comments provided in the SNCCNFG
procedures and in the SNSINIT procedure.
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Integrating with INFO/MASTER
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Step 1.
Step 2.

Step 3.

Step 4.

Step 5.

If your region is configured for INFO/MASTER and not for
SOLVE:Configuration, then configuration data can be retrieved from the
aternative source identified in the SNSINIT procedure; that is, auser
configuration management system written using the INFO/MASTER product.
(See the INFO/MASTER Programmer’s Reference, Planning, and Installation
manual for details on setting up a configuration management database.)

When obtaining datafrom an INFO/MASTER system, the SNCCNFG procedure
uses four global variablesto store the requisite identifiers. The default values
shown in thefollowing table are assigned in the distributed $NSINIT procedure.
These values are those required for integration with the sample configuration
management system that is distributed with the INFO/MASTER product:

Global Variable Description Default Value

& &O000$NSCCSY S INFO/MASTER system SAMPLE
name

& & 000$NCSCCAT INFO/MASTER category CONF
name

& & 000$NCSCNDB INFO/MASTER NDB name IMNDB

& & 000$NCSCPRC INFO/MASTER scan $CFSCAN
procedure name

To integrate NCS with your installation of INFO/MASTER, do this:
Access the NetMaster for SNA INIT procedure.
For thevariable & & 000N SCCSY S, specify your INFO/MASTER system name.

For the variable & & 000SNCSCCAT, specify your INFO/MASTER category
name.

For the variable & & 000SNCSCPRC, specify your INFO/MASTER scan
procedure name.

Ensure that the & & 000SNCSCNDB variable is set.

Note
The NDB nameis set by calling procedure IMSY INT after
INFO/MASTER initialization; that is, after the Configuration Management
system has been defined to INFO/MASTER.
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Integrating with Any Other Source

If your region is not configured for either SOLV E:Configuration or
INFO/MASTER, and so hasto retrieve configuration information from another
source, then you must tailor the distributed exit SNCCNFG.

For information on how to tailor this exit procedure, see the comments supplied
in the procedure.

Creating User Alerts

Uses for Alerts
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Alerts are used to report user-defined events or to test processing within the
structure of the NEWS system. Alerts appear as events and possibly attention
messages on the NEWS Real -time Attentions Display

Alerts are generated by NCL procedures using the various string handling
functionswithin NCL. All alerts must consist of valid expanded-hexadecimal
characters. No restrictions are placed on the format of the alert record, although
thiscapability would generally be used to produceuser aertswith astandard CNM
record format.

The completed alert is delivered directly to the CNMPROC in the nominated
NEWS system using the & CNMALERT verb. The receiving system treats the
dert asan unsolicited CNM record. Therecord is processed in the same manner
as arecord received from VTAM through the CNM interface.

The Inter-System Routing (ISR) facilitiesin NEWS are used to deliver aertsto
remote NEWS systems. The destination system can be specified using the Link
name, SSCP name or Domain name on the & CNMALERT statement. For more
information on the & CNMALERT verb, see the Network Control Language
Reference.

Alerts can be used to test the CNM record arrival, and display processing paths
of thereceiving system. Thispermitsthetesting of record support which may not
otherwise be possible until aCNM record arrives through the CNM interface. If
the processing path for the record is incomplete or incorrect, or if a processing
procedure fails, then a valuable record may be lost.
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Sending Alerts from NCL Procedures

All alertsyou create using the NEWS Create an Al ert facility are constructed and
sent using the SNWALERT utility procedure.

NEWS provides facilitiesfor NCL proceduresto create alerts and direct them to
aCNMPROC running in alocal or remote system. The derts created by the

& CNMALERT verb are processed by CNMPROC in the same manner as
unsolicited records which have been received from VTAM through the CNM
interface.

The alerts created by NCL procedures are always queued directly to the
CNMPROC running on the nominated system. The alertsare not sentto VTAM
and do not solicit areply, but only pass information containing a user-defined
event to CNMPROC.

Using the SNWALERT Procedure

15-40

SNWALERT isautility procedure which provides support for other NCL
procedures and assists in the formatting and sending of NMVT alerts. This
procedure uses expanded-hexadecimal data from variables shared by the calling
procedure to create and send the alerts. Any NCL procedure in the system may
use this utility to produce an alert.

Thedertsare constructed from information passed to SNWALERT by the calling
procedure in aset of NCL variables which are shared by the calling procedure
using the & CONTROL SHRVARS option. These variables contain codes which
aretobeplacedintheaert record. All datapassed to the SNWALERT procedure
is validated before being placed in the relevant subvectors. If any supplied data
failsvalidation, the alert isnot constructed and an error message isreturned to the
calling procedure in the & SY SMSG variable to indicate the nature of the error.
The comment block at the start of the SNWALERT procedure contains a
description of the data required to produce an alert.

An alert can be sent to aremote NEWS system for processing. You can supply a
link name or SSCP name to indicate that the alert is to be delivered to aremote
NEWS system for processing. The SNWALERT procedure provides support to
alow for the use of the Inter-System Routing (ISR) facilitiesin NEWS to direct
the dert to aremote system. |If the local system is specified, then ISR is not used
andthealertisdeliveredtothelocal system for processing. For moreinformation
on thisfacility, see the & CNMALERT verb description in the Network Control
Language Reference manual.
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Creating Alerts

Thealertissent tothetargeted NEWS system usingthe & CNMALERT verh. This
verb queuesthe NMVT RU (embedded in a Deliver RU) to the CNMPROC
procedure in the nominated system for processing. Delivery to the nominated
system might not be possible. For example, the nominated CNMPROC may not
be active or the selected system may not be available. If thisisthe case, then an
error message is placed in the & SY SMSG variable to explain the reason for the
failure. If the error message contains astandard message, then the online message
help provides a more detailed explanation of the error.

If the alert is created and successfully delivered to the requested system, then a
return code of 0 in the & RETCODE variable and a message confirming the
successful completion of the operation in the & SY SMSG variableisreturned to
the calling procedure. If an error has been detected whilst the aert was being
created or sent, the & RETCODE variableis set to a non-zero value and the

& SY SMSG variable contains an error message. Both of these variables are
returned to the calling procedure.

The NEWS: Create an Alert menu allows usersto create the following NMVT
aerts:

. Operator Alerts
. Non-generic (Basic) Alerts
. Generic Alerts

Before you use any of the options from the Create an Alert menu, you need to
understand the NMV T alert structure. For this information, see the section,
Sending Alerts from NCL Procedures, on page 15-40 in this chapter.

Accessing the NEWS Create an Alert Menu

P01-166

To access the NEWS : Create an Alert Menu, enter /SNADIAG.CA at a===>
prompt.

Figure 15-25.NEWS: Create an Alert Menu

PROD----------mmmiee e NEWS : Create an Alert ------------------- NET001
Sel ect Option ===>

1 - Create an Qperator Alert

2 - Create a Basic (Non-Generic) Alert

3 - Oreate a Generic Alert

X - Exit

To create an dert, enter the option number at the ===> prompt.
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Creating an Operator Alert

You can produce operator alertsin the form of text messages to send to network
operators.

To create an operator alert, enter 1 at the ===> prompt on the NEWS : Create an
Alert Menu. The NEWS: Create an Operator Alert panel is displayed.

Complete the fields on the panel asfollows:

1. Inthe Text Message field, type a maximum of 10 lines of text, each of 60
characters.

Thetextisentirely free-form and can contain any information required by the
operator.

2. IntheNode Namefield, if you want to change the default, then type the name
of aresource in the Node Name field.

By default, the user 1D of the operator creating the alert is used as the name
of theresource sendingthealert. Thereceiving NEWS system logstherecord
in the NEWS database under the name of the resource which sent the alert.

3. If remoterouting is required, do this:

a. IntheLink Namefield, typealink nameto send thea ert to the associated
remote NetMaster for SNA system.

b. Inthe SSCP Namefield, type an SSCP nameto send the alert to the
associated remote NetM aster for SNA system.

Creating a Non-generic (Basic) Alert

You can create abasic NMV T Alert to report user-defined events, or to test the
existing CNM processing path for any type of alert. The alert is queued to the
targeted CNMPROC (on alocal or remote system) for processing.

To create a non-generic (basic) alert, enter 2 at the ===> prompt on the

NEWS : Create an Alert Menu. Thefirst NEWS: Create aBasic (Non-generic)
Alert panel isdisplayed. Press F8 key to access the next panel. The panels are
shown in Figure 15-26.
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Figure 15-26.NEWS: Create a Basic (Non-generic) Alert Panel

PROD-------------- NEWS : Create a Basic (Non-generic) Alert ----------- NET001
COMVAND ===>
Basic Alert - x"91' Subvector
Alert type ===> (single 1-byte alert type code)
General cause ===> (single 1-byte General Cause code)
Specific Conp ===> (single 2-byte Specific Conponent code)
Al ert Desc. ===> (single 2-byte Alert Description code)
User Action ===> (single 2-byte User Action code)
Detail text ===> (single 2-byte Detail Text reference code)
Detail Qualifiers - x’A0" and x' Al’ Subvectors
Qualifiers ===> SV ===> (Either A0 or Al)
===> ===>
===> ===>
===> ===>
===> ===>
PROD-------------- NEWS : Create a Basic (Non-generic) Alert ----------- NET001
COMVAND ===>
Al ert Sender PSID - x"10" Subvector
Sof t war e ===> (Sof t ware Common Nane)
Har dwar e ===> (Har dwar e Conmopn Nane)

I ndi cated Resource PSID - x’ 10" Subvector
Sof t war e ===> (Sof t ware Common Nane)
Har dwar e ===> (Har dwar e Common Nane)

Resource Hierarchy

Resour ce nane Resource type (SSCP, PU, LU, CHANNEL, STATI ON, LI NE)
===> ===>
===> ===>
===> ===>
===> ===>
===> ===>

Renpt e Routing (optional)
Li nk nane ===> (Link name to solicit fromrenote system
SSCP nanme ===> (SSCP nanme to solicit fromrenote system

The panel provides fields the following aert information:

. Badcalert

. Detail qualifiers

. Alert Sender PSID

. Indicated Resource PSID
. Resource hierarchy

. Remote routing

See also the following sections, Entering Alert Sender PSID and Indicated

Resource PSID, Entering Resource Hierarchy Information, and Entering Remote
Routing Information, in this chapter.
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Entering Basic Alert Information
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Step 1.

Step 2.

Except for resource hierarchy and remote routing information, the alert
information is built to form subvectors. Each subvector carriesinformation that
helps describe the alert condition. For adescription of these subvectors, see the
IBM publication, SNA Formats and Protocol s Reference.

The Basic Alert can contain the subvectors shown in Table 15-1.

Table 15-1.Basic Alert Subvectors

Subvector

Description

X991

Basic Alert subvector (required). This subvector
describes the condition which led to the generation of
the alert, the possible causes of the alert condition,
the recommended user action, and may also supply
a Detall Text Reference code to further describe the
alert condition.

X'AQ

Detail Qualifier Subvector (optional). This subvector
can be present if a Detail Text Reference code was
supplied in the X'91’ subvector. It supplies a qualifier
which is added to the Detail Text when it is displayed.
The qualifier contained in this subvector is in character
form and is not interpreted before being displayed.

X'AL

Detail Qualifier Subvector (optional). This subvector
can be present if a Detail Text Reference code was
supplied in the X'91" subvector. It supplies a qualifier
which is added to the Detail Text when it is displayed.
The qualifier contained in this subvector is in
hexadecimal form and is translated into character
format before being displayed.

X110’

Product Set ID Subvector (optional). This subvector
describes a network resource. The alert can contain
up to two of these subvectors. The first, if present,
describes the resource sending the alert. This
resource, called the Alert Sender, might be reporting
an alert condition in another resource. If this is the
case, a second Product Set ID subvector might be
present, which describes the indicated resource.
These resources are identified by their Common
Hardware or Common Software name. For example,
an IBM 3174 Control Unit would have a Common
Hardware name of 3174.

To enter basic alert information for each subvector, do thisat the NEWS : Create
aBasic (Non-generic) Alert panel:

From the SNA Formats and Protocols Manual, obtain the relevant reference code
associ ated with the subvector.

Type the code after the

Administrator Guide
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Entering Detail Qualifiers

When you enter detail qualifiers, you specify how data for the detail text of an
aert message isto be transmitted for display. The detail text describesin detail
what condition caused the generation of the alert and is defined by the reference
code you entered in the Detail Text field in the Basic Alert subvector.

Toenter detail qualifiersat the NEWS : CreateaBasic (Non-generic) Alert panel,
do this at the Qualifiersand S/V ===> prompts.

1. Totransmit the detail datain text characters, use the text contents of the
subvector X‘91' to type, in each Qualifiersfield, the text characters for the
detail data.

Otherwise, to transmit the hexadecimal representation of the data, type the
hexadecimal equivalent of the contents of the subvector X‘91'. The
hexadecimal representation is converted to EBCDIC text before being

displayed.
2. IneachS/V field, type AOfor text qualifiers, or Al for hexadecimal qualifiers.

Creating a Generic Alert

You can create Generic NMVT Alertsto report events in the network or to test
the existing CNM processing path for such an alert. The alert is queued to the
targeted CNMPROC (on alocal or remote system) for processing.

To create ageneric alert, ENTER 3 at the ===> prompt on the NEWS : Create
anAlert menu. Thefirst NEWS : Create aGeneric Alert panel isdisplayed. Press
the F8 key to access the next panels. The panels are shown in Figure 15-27.

Figure 15-27.NEWS: Create a Generic Alert Panel

PROD------cemcmmcceaanas NEWS : Create a Generic Alert ----------------- NETO01
COMVAND ===>
Generic Alert Data - x’ 92" Subvector
Alert type ===> (single 1-byte alert type code)
Alert desc. ===> (single 2-byte alert description code)
Probabl e Causes - X" 93" Subvector
Cause codes ===> (Up to 3 2-byte Probabl e Cause codes)
User Causes - X" 94’ Subvector
Cause code ===> (Up to 3 2-byte Hexadeci nal code points to
Action code ===> define the causes and recommended actions)
Instal | Causes - X" 95 Subvector
Cause code ===> (Up to 3 2-byte Hexadeci nal code points to
Action code ===> define the causes and reconmended acti ons)
Fai | ure Causes - X" 96" Subvector
Cause code ===> (Up to 3 2-byte Hexadeci nal code points to
Action code ===> define the causes and recommended acti ons)
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COWAND ===>

Undet er mi ned cause - x' 97" Subvector
Action codes ===> (Up to 3 2-byte Reconmended Action codes)

Sel f-defining Text Message - x' 31" Subvector
===>
===>
===>
===>
===>
Al ert Sender PSID - x’10’" Subvector
Sof t war e ===> (Sof tware Conmon Nane)
Har dwar e ===> (Har dwar e Common Nane)

I ndi cated Resource PSID - x' 10" Subvector

Sof t war e ===> (Sof t ware Conmon Nane)
Har dwar e ===> (Hardwar e Conmon Nane)
PROD- - ----ccmcmcccanan NEWS : Create a Generic Alert ----------------- NETO001

COWAND ===>

Resource Hi erarchy

Resour ce nane Resource type (SSCP, PU, LU, CHANNEL, STATI ON, LI NE)
===> ===>
===> ===>
===> ===>
===> ===>
===> ===>

Renote Routing (optional)
Li nk nane ===> (Link nane to solicit fromrenote system
SSCP nane ===> (SSCP nane to solicit fromrenote system

The panel providesfields for the following alert information:

. Generic dert data

. Probable causes

o User causes

. Install causes

. Failurecauses

. Undetermined cause

. Sdf-defining text message
. Alert sender PSID

. Indicated resource PSID
. Resource hierarchy

. Remote routing
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Except for resource hierarchy and remote routing information, the alert
information is built to form subvectors. Each subvector carriesinformation that
helps describe the aert condition. For a description of these subvectors, see the
IBM publication, the SNA Formats and Protocols Manual .

Entering Generic Alert Information

The Generic Alert can contain the subvectors shown in Table 15-2.

Table 15-2.Generic Alert Subvectors

Subvector

Description

X'92'

Generic Alert subvector (required). This subvector
describes the severity of the condition which led to the
generation of the alert, and gives a code which
describes the alert condition.

X'93’

Probable Causes subvector (required). This subvector
provides codes which describe the probable causes of
the alert condition. A maximum of three Probable
Cause codes can be entered.

X‘94’

User Causes subvector (optional). This subvector
provides codes which describe possible user-related
causes of the alert condition, and supplies
Recommended Action codes. A maximum of three
User Cause codes and three Recommended Action
codes can be entered.

X‘95’

Install Causes subvector (optional). This subvector
provides codes describing errors which might have
been made during the installation of the resource which
may have caused the alert condition, and supplies
Recommended Action codes. A maximum of three
Install Cause codes and three Recommended Action
codes can be entered.

X‘96’

Failure Causes subvector (optional). This subvector
provides codes which describe possible device or
software failures which may have caused the alert
condition, and supplies Recommended Action codes.
A maximum of three Failure Cause codes and three
Recommended Action codes can be entered.

X997
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Undetermined Cause subvector (optional). If the
cause for the alert condition is not known or cannot be
expressed in the previous cause code subvectors, this
subvector must be included in the alert. It carries no
Cause codes, but specifies Recommended Action
codes to describe the action necessary. A maximum
of three Recommended Action codes can be entered.
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Step 1.

Step 2.

Table 15-2.Generic Alert Subvectors

Subvector Description

Self-Defining Text Message subvector (optional).

X317’ Each X‘'31’ subvector carries text which can help with
further diagnosis of the condition leading to the
generation of the alert.

Product Set ID Subvector (optional). This subvector
describes a network resource. The alert can contain
up to two of these subvectors. The first, if present,
describes the resource sending the alert. This
resource, called the Alert sender, might be reporting

X'10’ an alert condition in another resource. If this is the
case, a second Product Set ID subvector may be
present, which describes the indicated resource.
These resources are identified by their Common
Hardware or Common Software name. For example,
an IBM 3174 Control Unit would have a Common
Hardware name of 3174.

Toenter genericalertinformationfor each subvector, dothisat theNEWS : Create
aGeneric Alert panel:

From the SNA Formatsand ProtocolsManual, obtain the rel evant code associ ated
with the subvector.

Type the code after the ===> field prompt.

Entering the Self-defining Text Message

The text message helps the sender explain the reason for the alert.

To enter the text message, at the NEWS : Create a Generic Alert panel, type up
to five lines of text, each of 60 characters.

Entering Alert Sender PSID and Indicated Resource PSID

Step 1.

Step 2.

15-48

The subvector 10 identifies the sender of the alert and indicates the resource of
concern (if the alert is being sent on behal f of another resource). The Product Set
ID identifies devices and applications in the network.

To enter aPSID, do this at the NEWS : Create a Generic Alert panel:

In the Software field, type a software product name.

In the Hardware field, type a hardware product name.
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Entering Resource Hierarchy Information

Step 1.

Step 2.

The Resource Hierarchy indicates the network hierarchy existing above this
resource. Providing thisinformation is optional.

To enter theresource hierarchy information, at the NEWS : CreateaGeneric Alert
panel, do this:

In descending order, type resource names.

Enter the hierarchy in descending order, so the resource immediately connected
to the reported resource is the last in the hierarchy list.

Type resource types. The valid resource types are SSCP, PU, LU, CHANNEL,
STATION, and LINE.

Entering Remote Routing Information
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Step 1.

Step 2.

The alert can be directed to aremote system for processing by using the NEWS
ISR facilities.

To sendthealert to aremote system, do thisat the NEWS : Create aGeneric Alert
panel:

IntheLink Namefield, typealink nameto send the aert to the associated remote
product system.

In the SSCP Name field, type an SSCP name to send the alert to the associated
remote product system.

Note
If no remote routing is requested, then the alert is directed to the local
CNMPROC.
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Security Exit Support
Requirements

If you have installed afull security exit to replace the Management Services
UAM S security component, then your exit must provide all processing associated
with theretrieval and verification of user ID information normally performed by
UAMS.

For information about the structure and method of operation of an
installation-supplied full security exit, see the Management Services
Administrator Guide. This appendix assumes that you are familiar with the
procedure for installing afull security exit, as documented in that manual.

This appendix summarizes al structured fields that are specific to NetMaster for

SNA. For detailed definitions of each field, see the Sructured Fields appendix
in the Management Services Administrator Guide.

P01-166 Appendix A. Security Exit Support Requirements A-1



Structured Field Descriptions

Table A-1 below lists the structured fields, the supported NetM aster for SNA
component, and a brief description of the support.

Table A-1. List of Sructured Fields

Structured Field Component Function

X'0022’ - Defines Network
Management access.

X'0026’ NEWS Defines NEWS access
privilege.

X‘0150’ NEWS Defines NEWS reset
privilege.

X'0151’ NTS Defines NTS access
privilege.

X'002D’ NCS Defines NCS access
privilege.

X‘0090’ NCPView Defines NCPView

access privilege.

Note
A prerequisite for al other access privilegesis Network Management access.

For detailed definitions of each field, see the Sructured Fields appendix in the
Management Services Administrator Guide.
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About the CNM Interface

Tofully usethefacilitiesthat NEWS provides, you may need some understanding
of how the CNM interface operates.

Thisappendix introducesthe CNM interface, presenting background information
about the general flow of CNM Request Units (RUs) and sessions. Additional
information is provided about the RUs currently used by the distributed NEWS
system, although all RU types can be supported by the Network Control Language
(NCL).

CNM Application
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The CNM interface provides ameans by which a suitably authorized VTAM
application program (referred to here asthe CNM application) can maintain a
sessionwiththe System Services Control Point (SSCP) of theV TAM under which
the application is executing. A session is established when the application
successfully opensits VTAM ACB, enabling it to exchange data with the SSCP,

The CNM application can receive data from an SSCP in one of the following
forms, as shown in Figure B-1.

. Unsolicited, as aresult of some network event

. Solicited, asareply to aprevious request for dataissued by the CNM
application

. A solicitation, requesting that the CNM application send some reply datain
response
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The CNM application can send data to the SSCP for the following reasons:
. Tosolicit reply datafrom a network resource
. Asareply to asolicitation from the SSCP

FigureB-1. Data Exchange Between VTAM and CNM APPL

VTIAM Network event . CNM APPL

- Request

Response
Request

Y

\j

A

Response

Network Services Request Units (NS RUSs)

There are various types of NS RUs that can be received or sent by an application
that is using the CNM interface:

. Deliver RUs—such as Record Formatted Maintenance Statistics (RECFM S)
and Record Maintenance Statistics (RECM S) RUs—which deliver datato the
CNM application

. Forward RUs - such as Request Maintenance Statistics (REQMS) RUs —
which are sent by the CNM application to request data delivery

. Network Management Vector Transport (NMVT) RUs, which perform both
delivery and request functions

If an NS RU is solicited, then reply datais always returned to the soliciting
application. I1f theNSRU isunsolicited, then delivery isinfluenced by the contents
of the VTAM CNM Routing Table. Other factors, such as the functional
capabilities of the SSCP and the CNM application, also have a bearing on the
nature of data exchanged across the CNM interface.

CNM Data from Network Resources

B-2

CNM datafor anetwork resourceiscarried in the NS RU, which isembedded in
either aForward or a Deliver RU, for the SSCP-PU (or SSCP-LU) session. The
NS RU defines exactly the type of service required, or the type of data received.

Any CNM requests not embedded in aForward or Deliver RU are recognized by
the CNM application as being sent to or from the SSCP itself.
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Forward Request Units

When a CNM application requires an SSCP to perform a particular service, it
sends a Forward RU to the SSCP with which the destination network resourceis
associated. Among other data, this RU contains the node name of the network
resource to which the request applies.

Embedded within the Forward RU isthe NS RU describing the service required.
The following are the most common forms of embedded RUSs:

. Reguest Maintenance Statistics (REQMS) RUs
. Network Management Vector Transport (NMVT) RUs

If aREQMS or NMVT isdestined for aresource in the network, then the SSCP
forwards the NS RU to the destination resource across an SSCP-PU session.

One or more NS RUs can be sent in reply by the network resource. These flow
back to the originating SSCP, which in turn presents them, embedded in aDeliver
RU, to the soliciting CNM application.

Deliver Request Units

When an SSCP has some datato sendto aCNM application on behalf of anetwork
resource, it sends aDeliver RU to that application. The Deliver RU contains,
among other things, the name of the network resource to which the data applies,
and aresource hierarchy list.

Embedded within this RU isan NS RU which describes the type of data being
made available. The most common forms of RUs are;

. Record Formatted Maintenance Statistics (RECFMS) RUs
. Record Maintenance Statistics (RECM S) RUs
. Network Management Vector Transport (NMVT) RUs

Figure B-2 illustrates the flow of NS RUs.
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Figure B-2. Sessions Used by the Network Services RUs

Network Services RUs are used to carry
managementdataforan SSCP-PU session between
network PUs and VTAM. PU

The CNM application communicates with VTAM via
SSCP-LU sessions, receiving NS RUs embedded in
Delivery RUs and issuing NS RU requests for data
embedded in Forward RUSs.

Nd SN —>»

NOISS3S Nd-dOSS
Nd SN

~———FORWARD (NS RU) —»
CNM SSCP-LU SESSION Sscp
APPLICATION (VTAM)
~«—DELIVER (NSRU) ——

NMVT NS Request Units

The Network Management Vector Transport RU provides a more generalized
structure for carrying both requests and replies. It consists of one or more SNA
M S major vectors that describe the type of network data contained within the
request unit, each of which includes one or more Management Services
sub-vectors.

AnNMVT RU can beissued by the CNM application as arequest for data.
Alternatively, an NMVT RU might be sent to the CNM application under the
following circumstances:

. Unsolicited

Certain devices generate unsolicited recordsin response to the occurrence of
alocal event. For example, some operator alerts are produced in the form of
anNMVT RU.

. Solicited
A reply toan NMVT RU might be sent in response to arequest NMVT RU
issued by the host application.

Generic and non-generic (Basic) NMVT alerts might also be sent by adevicein
the network to report an error or failure. Thealert record contains dataexplaining
thetype of error or failure, the likely causes of the error or failure, and action that
can be taken to remedy the situation.
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Host CNM support for the 3x74 uses NMV T RUSs to request Response Time
Monitor data. An NMVT RU carrying RTM data might be sent by the 3x74 as
an unsolicited record following a controller-detected event or asareply to a
solicitation request.

The following is the format of a Generic Alert NMVT:

Content Length
CNM Header 8 bytes
NS-RU 8 bytes
Generic Alert Major Vector Varying
Subvectors Varying
Hierarchy information Varying

REQMS NS Request Units

The REQMS NS RU (embedded in a Forward RU) is a means by which aCNM
application can solicit data from a network resource. Six types of data that can
be solicited are defined, although not al devices support all datatypes. Some
devices support non-standard types and formats; therefore NEWS allows any
format to be transmitted.

REQMS can only be sent to aresource that is owned by (that is, isin the domain
of) the SSCP of the VTAM under which the CNM application is running, unless
ISR is operating.

Defined REQMS Data Types
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The six defined REQM S data types are described here:

REQMSTypel
Solicitslink test statisticsfrom aPhysical Unit (PU). PUsthat support this
function maintain details of the number of link test frames (fromaVTAM
Link-Level 2 test) received and the number responded to.

REQMSType?2
Soalicits summary counters from a PU. PUs that support this function
maintain three categories of error counters: internal hardware errors,
communications adapter errors, and negative responses.

REQMSType 3
Solicits communications adapter errors from a PU. PUs that support this
function maintain various categories of communications adapter error
counters.
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REQM S Type 4
Salicits PU/L U-dependent datafrom those PUsthat support thistype. The
type of datasent variesaccording to thedevicetypeinvolved. For instance,
REQM Stype 4 RUsare sent to 3600/4700 subsystemsto accessthe system
monitor functions of that device type.

REQM S Type5
Solicits EC-level data. PUs that support this function return data such as
their microcode EC levd, or part numbersinstalled. Thereply format varies
depending on the device type.

REQM S Type6
Solicits link connection subsystem data. Used in conjunction with some
modem types to retrieve link-related data.

RECFMS NS Request Units

The RECFMS RU is sent to a CNM application by an SSCP under two
circumstances:

. Asareply to aprevious REQMS request from the SSCP: when a network
resource receives aREQMS, it formats a RECFM Sin reply, and VTAM
forwards it to the CNM application.

. Asanunsolicited record: certain network resources can generate unsolicited
RECFM S records under some circumstances.

Network resources always deliver RECFM S RUs to the SSCP that owns them
(that is, the SSCP for the local domain).

Defined RECFMS Data Types

Thetypes of RECFM S RUs are categorized in the same way as REQM S RUSs.
Thismeansthat atype 1 REQM Sreceivesatype 1 RECFMSin reply (and so on),
and that certain devices might generate a RECFM S of one of the types without
being requested to do so. For instance, the 3600/4700 subsystem can generate
RECFM S type 4 records to inform the host of avariety of conditions.

One additional RECFM S type exists, known as type 0. Because thereisno
matching REQM S type 0, the RECFM S type 0 is always unsolicited, and is
classified as an alert message. Its content is not explicitly defined, so the exact
data sent is device-dependent.
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RECMS NS Request Units

NCPsinanetwork generate RECM S RUs under avariety of conditions, and there
are alarge number of RECM Stypes. Some of these types are described in the
following examples:

Satistical

Each time certain counters for a particular node in the NCP reach a set
threshold (that is, wrap), the NCP generates a statistical RECMS record,
containing such data as traffic counts and temporary error counts. The
frequency at which the counters wrap can be adjusted via NCP generation.
The records are also forwarded whenever a node or the NCP itself is varied
inactive (that is, the device isinoperative as far as the SSCP is concerned).

Error notification

A variety of error conditions cause the generation of RECM Srecords. These
include permanent link and device failures, and temporary errors. The
RECM Srecords provide an indication of the most likely cause of the error by
including a snapshot of various NCP control blocks.

Softwar e failure
Records can be generated as aresult of NCP software failures or abends.

Hardware failure
Records can be generated as aresult of communications controller hardware
errors.

NCP delivers RECM S RUs to the SSCP(s) that own the resource to which they
refer (that is, they are in the local domain of the SSCP).

SSCP Related CNM Requests

All the NS RUs discussed in the sections above are concerned with the
transportation of network management requests between the host CNM
application and network devices. Asdescribed, these requests are transported in
one of the following ways.

Embedded in aforward RU and passed to the SSCP for onward propagation
to anetwork device

Embedded in adeliver RU on arrival from a network device for delivery to
the CNM application
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Another class of requests also make use of the CNM interface. These requests
contain data relating to the services of the SSCP directly and do not involve the
redirection of RUs to other network devices. Such SSCP-related requests are
either sourced from the SSCP and delivered to the CNM application, or are sourced
fromthe CNM applicationfor delivery tothe SSCP. Ineither case, sincenofurther
propagation of the request is necessary, these requests are not embedded in a
deliver RU (if sourced fromthe SSCP) or aforward RU (if sourced fromthe CNM
application).

Some important SSCP-related CNM requests are described in the following
sections.

Translate Inquiry and Reply Request Units

CNM-RU

NEWS supports the unembedded Trandate-Inquiry and Trand ate-Reply RUSs.
Theserequest unitsare used for aliasnametrandation by certainlevelsof VTAM.

The Trandate-Inquiry RU is sent to NEWS from the SSCP and solicits a
Translate-Reply RU in response. For more information on this subject, see
Maintaining Resource Alias Names, on page 15-26.

The CNM-RU isacontrol request unit used by the Network Tracking System
(NTS) feature of NetMaster for SNA. It, too, is passed unembedded across the
CNM interface and isignored by NEWS.

How Records Are Processed

This section describes how the processing requirements of the record are
determined using the Network Services Control File (NSCNTL), and how the
reguirements are met by the execution of the nominated NCL procedures.

Record Type Recognition
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Eachrecordreceived by NEWSviathe CNM interfaceiseither an RECM Srecord,
an RECFM Srecord, or an NMVT record. Therecord typeisfurther qualified as
follows:

. For NMVT records, the MS major vector type
. For RECMS records, the recording mode
. For RECFMS records, the record type
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Alertsreceived by NEWS from the APPN network arrive as SNA MSUs
containing oneor moremajor vectors. M SUsareprocessed asif they wereNMV Ts
which also contain major vectors.

Processing Code Assignment

CNMPROC extractstheresourceidentifier fromtherecord and usesthe NSCNTL
to identify the device from which the record was sourced. On this basis, the
NSCNTL assignstwo codes to the record to identify its processing requirements:

« A ResourcelD (RID), used to group similar resource types
. AnEvent ID (EID), used to qualify later record processing

NMVT Records and MDS-MUs

RECFMS Records

RECMS Records
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NMVT records(and M SUs) normally contain aProduct Set 1D (PSID) sub-vector
field that containsthe hardware or software common name or machinetype of the
resource that sent the record. The PSID isused to obtain, from Category 001
(Product-Set Identification) of the NSCNTL table, adescription of the resource
and the associated RID and EID to be assigned to the record.

If no matching PSID existsin the NSCNTL table, the RID and EID are both set
to UNKNOWN.

RECFM Srecords contain ablock number field that identifiesthe type of resource
that sent the CNM record. The block number isused to obtain from Category 002
(Block Number | dentification) of the NSCNTL tableadescription of theresource,
and theassociated RID and EID to beassigned to therecord. If no matching block
number existsintheNSCNTL table, theRID and EID areboth set to UNKNOWN.

RECM S records have no resource identifier specified, and these codes can
therefore not be assigned. Instead, RECM S records are assigned an Event ID
during PID selection, as described in the next section.
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Processing Path Selection

After the RID and EID have been sdlected, NEWS usesthe NSCNTL to select a
processing path for the record. This processing path describes the arrival and
display processing requirements for the record, and is represented by a single
control code called the PID. The PID is dependent on:

. TheRU type
. TheRID

. Therecord type (NMVT major vector type, RECMS recording mode, or
RECFM S record type)

The PID isretrieved from Category 003—Record to PID Conversion—of the
NSCNTL by CNMPROC. The PIDs (Category 004) then define the processing
path for the records. This selection process alows common processing paths for
different types of records. The selection process allows a PID to be assigned to
any record type from any device.

Process Path Definitions

Process path definitions detail the processing requirements for the record.
Included arethe namesof several NCL proceduresthat areused to perform NEWS
record arrival processing functions. The procedures are classified into three
groups:

. NEWSrecord arrival processing procedures, which are responsible for
interpreting the contents of the record during processing by CNMPROC

. User intercept procedures, which provide further processing during
processing by CNMPROC

. Display procedures which provide display formatting and presentation
services. These procedures are executed to format and display dataretrieved
from the record.

These proceduresare all optional. Where aprocedure has been nominated and is
enabled, it is executed by NEWS during record arrival processing.

Solicited CNM Record Processing
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Step 1.

Step 2.

Step 3.

Solicited records can be processed by any NCL procedure, in the following way:
Datais solicited from devices in the network by using the & CNMSEND verb.

The replies to these solicitation requests are retrieved using the & CNMREAD
verb.

The READ= operand on the & CNM SEND verb is checked to determine whether
the reply isto be processed by CNMPROC, the soliciting procedure, or both.
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Step 4.

Step 5.

If the reply isto be processed by the soliciting procedure, the SNWDSPLY
procedure is usually executed. This procedure:

. PerformsNEWSrecord arrival processing to determinethe PID for therecord
. Invokes display processing procedures nominated in the PID description to
display the results

If any logging is required, the reply should be directed to CNMPROC, because
the$NWDSPLY proceduredoesnot performany SMF or NEW Sdatabaselogging
functions.

Unsolicited CNM Record Processing

All unsolicited CNM recordsreceived by NEWS are directed to CNMPROC for
processing. CNMPROC does the following processing:

1. Determines the processing requirements for the record
2. Executesthe procedures defined in the processing path for the record

3. Performs SMF and NEWS database logging, if required

References
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The formats of individual records and RUs, and further details on the CNM
interface appear in anumber of IBM manuals, including:

. Communications Server manuals
« NCP/EP manuals
« SNA Architecture manuals

Various product-related manuals might also contain information about record
formats that are peculiar to their device types.
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About the Session Awareness
(SAW) Interface

Tofully usethefacilitiesthat NEWS provides, you may need some understanding
of how the SAW interface operates. Thisappendix introducesthe SAW interface.

Using NTS Classes
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Within agiven network, different session typesneed different types and amounts
of data collected by NTS. It isalso useful to be able to map this data onto the
underlying resource hierarchy.

These objectives are achieved through use of the four types of NTS classes:
. SAW classes

. RTM classes

. Session classes

. Resource classes

When NTS receives a session start notification from VTAM, it determines, from
the NTS class definitions, which optionsareto apply to the session. NTSextracts
and stores these options, with other information about the session, for usein
subsequent processing. This meansthat all NTS class definitions should be in
place before collection of SAW datais started. Defining classes once SAW
processing is active does not affect existing sessions, only new ones.

By default, if no classes are defined to NTS, SAW data only is collected for all

sessions. Trace datacan also be collected by operator request, but no accounting,
RTM, or resource statistics data are collected.
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SAW Classes

RTM Classes

C-2

Each SAW classdefined to NTS describes aset of processing optionsfor all SAW
information, including whether or not such information is required.

By default, NTS keeps in storage information concerning every session that is
currently active. However, if thisis not necessary, or isimpracticable due to
storage restrictions, then you must have a SAW class definition with the
KEEP=NO option (using the DEFCLASS or REPCLASS command) to prevent
NTSfrom collecting any datafor sessionsin that class. Sinceinthiscaseno other
SAW class options are meaningful, only one such SAW classdefinition should be
necessary as many session classes can nominate the same SAW class definition
to be used.

SAW class definitions specify the conditions under which all or any session data
isto be logged to the NTS database at session end. For example, you may want
to log session dataif an error occurs that terminates the session, or perhaps
whenever the operator collectstracedata. Various SAW class optionsexist which
cater for these and other requirements.

You can set theinitial and final trace queue depthswith the SAW class definition.
This alows differing amounts of trace data to be kept for different sessions.

You can also use SAW classesto determinewhether or not accounting information
should be collected when NTS selective accounting is requested (that is,
SYSPARMS NTSACCT=SELECTIVE is specified or defaulted).

NTS allowsyou to collect RTM datafor particular sessions. For NTSto be able
to collect RTM information from network control units, you must define one or
more RTM classes. |n addition, it is necessary for the control units (which may
be 3274s, 3174s or compatible devices) to have the required RTM hardware or
microcodelevel support for the collection of RTM dataand host-modifiable RTM
definition configured.

Each RTM class specifies aset of up to four boundary values to be used for the
collection of RTM data. These boundary values are ascending timesin the range
0.1 seconds to 30 minutes. For sessions using the RTM class, these boundary
valuesareset in the control unit for the duration of the session to capturethe RTM
data.

In addition, for each RTM class an objective response time and an objective
percentage value are defined. These values can be used to represent a levd of
service so that you can compare the measured service level with that specified in
aservice agreement. You can also define RTM definitions, which arethe response
criteria that indicate what RTM datais kept.
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Session Classes

P01-166

The objective values are used in performance monitoring for network response
times and can lead to attention message creation. For further information about
these topics, see the section, Response Time Monitor Data, on page C-12.

The objective response time must correspond to one of the boundary values
alocated in order for the objective percentage comparison to be accurate. Itis
suggested that either the second or third boundary contain the objective value.
This allows you to observe how the responses are distributed (either above or
below the objective value) and to decide whether to revise the objective value
upward or downward.

Note
For an understanding of RTM data collection within the network control
units, or their attached distributed function devices, see the relevant
component description manuals.

Session class definitions provide adual function. They provide the session
selection criteria that determine to which session class each session belongs, and
they also provide the SAW and RTM class names from which the sessionsfalling
within each session class should take their SAW and RTM class values. Hence,
unlesseach SAW and RTM classdefined isnominated by at | east one session class
definition, their attributes are never used by NTS.

Session partner names are available as session selection attributes, and the
definition for the class can use wild character positions and generic character
strings as the criteria to be matched. You can therefore select a specific name,
such as an application, or generic names, such asall terminalson acertain line or
NCP, and any number of combinations of such names can be specified.

Other session selection criteriainclude:

« The Class-Of-Service name (COSNAME) for the session
« A SSCP name

. An Explicit Route (ER) number

« A Virtua Route (VR) number

« TheTransmission Path (TP)

. Session type (for example, LU-LU)

. Session class (for example, XDOM)

. Thesource of the SAW data (SAW datamay come from thelocal VTAM or
from aremote VTAM if you are using NTS-SI)

Session classes are defined using the DEFCLASS command.
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Session Classification

Next Best Match

c-4

When NTSreceivesanew session start notification fromVTAM, it searchesyour
session class definitions for the best match. Session attributes are checked in the
following order:

. Primary session partner name

. Secondary session partner name
. COSNAME

. ERnumber

« VR number

. TP

More specific attributes are checked before less specific ones; for example, the
name TSO1B is checked before the generic name TSO>. Any attributes not
specified are considered to be wild, and to match any session value.

When amatch is found, NTS stores the options defined for the SAW, RTM, and
resource class names (if present) with the session data. These options determine
the form of subsequent processing for the session.

If an RTM definitionisnot supplied for the classwith whichthe sessionisinitially
matched, the search continuesfor an RTM classdefinitioninthenext most suitable
session class.

Similarly, if a SAW definition is not supplied for the class with which the session
isinitially matched, the search continues for a SAW class definition in the next
most suitable session class.

Session data can therefore be derived from more than one session class. Session
datacan, for example, include the following:

. SAW options, derived from the session class that has a matching primary
session partner name

. RTM options, derived from the session class that has a matching secondary
session partner name

It is also possible to have a session class definition where every attribute is wild
(in other words, every session will matchit). This enablesyou to supply default
SAW or RTM classesfor those sessionsthat do not match any of themore selective
session classes.

Figure C-1 shows arepresentation of NTS class definitions, and examples of the
NTS class selection process using these definitions.
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Figure C-1. Session Class Definitions

Pri-name Sec-name COSNAME ER | VR | TP SAW Class RTM Class
CICS LCL> * * * * CICS CICSLCL

CICS REM> * * * * CICS CICSREM
TSO * * * * * NOKEEP

TSO> * * * * * TSO

* LCL> * * * * RTMLCL

* REM> * * * * RTMREM

* * ISTVTCOS 0 * * NOLOG

* * * * * * SAWDEF

Session Class Definitions

In this example, names ending with > indicate that any sequence of characters can follow the prefix, and an asterisk
in any column represents a don’t care condition. Using this example, the NTS class selection process proceeds
as follows:

-For a session between CICS and terminal REMAOQ7, the SAW class name CICS and RTM class name CICSREM
is selected.

-When a user logs on to TSO from a terminal named LCLB002, an initial session between TSO and LCLB002 is
established. It selects the SAW class NOKEEP and the RTM class hame RTMLCL. The ensuing session
between the TSO target application (named, for example, TSO0019) and LCLBO002 uses the SAW class hame
TSO and the same RTM class name, RTMLCL.

-Any session using the COSNAME ISTVTCOS and ER 0, and not involving CICS and TSO, selects the SAW
class name NOLOG.

-A session between NMT and N8L4AO1 on ER 1 selects the last entry, yielding a SAW class of SAWDEF and no
RTM class.

NTS processes sessions according to your class definitions. See Chapter 9,
Tailoring NTS, for information about defining classes.

RTM Class Processing

When NTSreceivesasession for which RTM dataisto be collected, the boundary
valuesfor that class are set in the control unit, and retained for the duration of the
session.

The abjective response times and objective percentage for the class are used to
monitor network response times, and can lead to the automatic generation of
attention messages.

See Chapter 9, Tailoring NTS, for information about defining your RTM classes.
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Resource Classification

Resource Levels

To match aresource with aresource class definition, NTS must be aware of both
the resource and its position in the hierarchy. The time when this occurs depends
on the domain in which the resource is defined:

. If theresourceisin the same domain asNTS, then NTS becomes aware of
both the resource and its position in the hierarchy when it receives session
data for a session in which the resource is participating.

. If theresourceisin another domain, then NTS becomes aware of its
hierarchical positiononly if asuitably configured I nter-System Routing (ISR)
link to the NTS in the other domain exists, and the link is active.

Having been made aware of aresource and its position in the hierarchy, and
providing that you have defined at |east one resource class, NTS selects the
resource class definition that best matches the attributes of the resource. If no
class definition matches the attributes of the resource, no datais collected for it.

Thelevel of theresource classisthelevel of the hierarchically lowest parameter
specified in the class definition. Inthis context, alink is at a higher level than a
PU, whichisat ahigher level thanan LU. Linksare said to own PUsthat usethe
link, aswell asthe LUsthat are defined on those PUs. PUs own LUsthat are
defined on the PU.

A resource matches aresource classif all operands of parametersin the resource
class definition are matched by the actual resource within the hierarchy. Itis
possible for aresource to match more than one resource class definition, but data
from only one class definition can be stored for the resource. NTS searches
resource class definitionsin order from most to least specific, and selectsthefirst
resource class definition that matches the attributes of the resource.

Mechanics of Resource-matching
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NTS compares resource attributes to the values of resource class definition
parameters as described below:

. If anattribute of aresource matchesthevalue of aparameter in more than one
resource class definition, then NTS selects the class in which the match is
most specific, in the order LU, then PU, then link.

. If higher level parameter valuesin aresource class definition are matched,
then NTS attempts to match resources with resource class definitions at the
same level.

For example, if the resourceisan LU, NTSfirst searches resource class
definitionsthat havethe LU parameter asthe hierarchically lowest parameter,
for amatch.
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. If theresource does not match any resource class definitions at itsown level,
then NTS checksto seeif thereis aresource class at alevel above with a
member that owns the current resource. If thereis morethan one, then NTS
selects the resource class that is hierarchically closest to the current resource.

For example, if the resourceisan LU, amatching PU-level classis selected
before a matching link-level class.

. A resource cannot match aresource classif thelevel of theresourceishigher
than the level of the class.

For example, if the resourceisaPU, it cannot match class definitions that
have the LU parameter as the hierarchically lowest parameter.

Resource class definitions determine the way NTS processes data for different
network resources or groups of resources.

For information about defining your RTM classes, see Chapter 9, Tailoring NTS,
and Chapter 11, Maintaining NTS; in this manual.

Collecting Resource Statistics

Collection Intervals
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Resource statisticsare requested on the basi s of resource classes. A resourceclass
can specify that statistics are to be collected, and NTS will collect statistics for
any resource that matches the resource class, provided that the resource statistics
function is not disabled.

NTS collects resource statistics at specified intervals. These intervals can be
thought of as discrete buckets into which NTS accumulates all accounting data
for a particular resource during that period. When the specified interval expires,
NTS resets the counters to zero and starts collecting datain anew bucket. After
aspecified (or default) number of intervals, NTS wraps, that is, overwrites the
counters for the oldest interval, and so on.

Intervals provide one of the basic units for the analysis performed by the NTS
Resource Statistics option.
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Resource RTM Statistics

NTSattemptsto collect RTM statisticsfor PUs (specifically, cluster controllers),
if both of these conditions apply:

. Resource statistics collection is enabled (both globally and in the resource
class definition).

. Theresource class definition includes the name of a defined RTM class.

On the expiry of an interval, NTS solicits RTM data from a resource that meets
these requirements, while simultaneously resetting the RTM counters of the
resource. Inthisway, accurate response time datais collected for each interval.

NTS collects two sets of RTM statistics:

. Aggregate statistics, derived from all RTM responses received from a
resource, irrespective of the format of the response

. Detailed statistics, derived from only those RTM responses received from a
resource that have the exact format specified in the RTM class that matches
the resource class definition

If no RTM responses received from aresource have the exact format specified in
the matching RTM class, only aggregate RTM statistics are collected.

Cross-Domain Statistics

If oneresourceinvolvedin asessionisdefined in aremotedomain, then NTS can

till collect statistics for the cross-domain resource, provided the following

conditions apply:

. Thereisan ISR link between the two domainsthat is configured to allow
unsolicited data transfer.

. Resource statistics collection is enabled in both NTS systems.

When an ISR link is established, a handshake occurs that allows each NTS to
calculate the time difference between the system clocks. Thisfigureisthen used
to calculate the completion time of the resource statistics collection interval of the
other NTS. Theremote NTSwaitsuntil thistime before forwarding the collected
statisticsto the local NTS.

If no suitably configured ISR link exists, or if resource statistics collection is
disabled in either NTS, no cross-domain statistics collection occurs.
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Monitoring Resource Availability

If NTS has been instructed to collect statistics for a particular resource, it
automatically uses SAW data to monitor the availability of that resource. A
resource is considered to be available if it is participating in a session with the
SSCP of the domain in which it is defined.

When NTSisnotified by VTAM of thefirst sessioninvolving aresource, an SMF
record ispresented to the NTS User Exit, indicating that theresourceisavailable.
When notified of the termination of the last session in which the resource was
involved (that is, the session with the SSCP), NTS presents an SMF record to the
NTS User Exit indicating that the resource is unavailable. In addition, SMF
recordscontaininginterval-based resource statisticsare presented totheNTS U ser
Exit, indicating what the current status of the resourceis.

NTS Resource Statistics Logging

Ontheexpiry of each resourcestatisticscollectioninterval, NTSwaitsfor aperiod
of up to the correlation interval for any outstanding statistics. These statistics
might consist of

. Statistics collected for resources—owned by the local SSCP—that are
participating in cross-domain sessions. These statistics will have been
collected by NTS systems in one or more remote domains.

. RTM datasolicited by NTS at interval expiry

NTS reports the arrival or non-arrival of statistics from other domainsin the
Management Services activity log. Inthe case of the non-arrival of statistics, the
log entry specifieswhy statisticswerenot received fromother domains. A separate
log entry is created for each SSCP of which NTS is aware.

When this process is complete, NTS writes an entry to the activity log signaling
thatloggingisabout to commence. Inthisway, you can gainan accurateindication
of thecompl eteness of the statisti cs coll ected for each resource statisticscollection
interval.

Finally, NTS passes all the statistics collected during theinterval to the NTS user
exit, if oneisactive.

Note
Resource statistics are not logged to the NTS database, but passed to SMF
for processing.
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Collecting Further Data

When NTSisaware of active sessionsand resources, further data can be collected
and stored with the appropriate session records in its database.

Session and Resource Data

Session Trace Data

C-10

NTS keepsonly those session records that are flagged to be kept by the matching
SAW class. (Theonly exceptionis SSCP-SSCP session records, which arealways
kept.) Any trace, accounting, or RTM data collected by NTSis stored with the
appropriate session record.

NTS stores both resource records and session recordsin its database. For each
session record that is kept, there is always aresource record that represents the
session partner. Inaddition, NTS keepsarecord for every resourcein the domain
of the VTAM host system in which it is running, regardless of whether sessions
with that resource are kept or not.

Note
The only way that NTS can be made aware of resources is through SAW.
NTSistherefore only aware of resourcesthat are currently active; that is, are
involved in an SSCP-PU or an SSCP-L U session. NTS might have database
records for additional resources, but each of those resources must have been
active at some previous time when NTS was running.

NTS provides atrace monitoring capability that selects and formats trace data
(which consists of copies of Path Information Units (PIUs) that flow on traced
sessions) for a specific resource asit arrivesfrom VTAM. Trace datais
time-stamped by VTAM before being passed to NTS for correlation with other
datarelated to the appropriate session.

NTS stores session establishment PlUs with session recordsin aninitial queue.
When this queueisfull, or when session establishment is complete, subsequent
PlUs are placed in afinal queue. When the final queueis full, wrap processing
occurs (that is, the oldest PlUs are del eted to make way for the newest ones). The
depth of the queue is determined by the SAW class definition for the session.

Formatted trace PIUs are directed to a user’s OCS screen, the Management
Services activity log, or both, according to the options you specify. Thisfacility
alows an OCS operator to closely monitor a particular resource, or an NCL
procedure can be written to examine the session data flow.
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Resource Trace Request

Accounting Data

When a specific resource is being traced, datais collected for al sessions that
involve the resource.

If the resource is unknown to NTS when the trace request isissued, therequest is
nevertheless accepted and passed to VTAM. Provided that the major node to
whichtheresourceisdefinediscurrently active, VTAM acceptstherequest. NTS
remembers such requests, which remain in a pending state until the resource is
activated.

Similarly, if aresource being traced is deactivated, NTS places the trace request
in apending state until it is reactivated, or until a trace termination request is
received.

NTS accounting data is extracted from the trace data supplied by VTAM and is
therefore dependent on the capture of trace data. Trace PIUs, which are not
relevant to accounting, are discarded unless the STRACE command is issued.

NTS can collect accounting data for selected sessions only, or globally for all
sessions, depending on the value of the SY SPARMS NTSACCT operand.

Selective Collection of Accounting Data

When sel ective accounting (the default) is specified, accounting datais collected
for those sessions that match SAW classes requiring the collection of accounting
data.

A specific trace request isissued by NTSto the session partner that residesin the
VTAM subarea (or to the primary partner, if both session partnersreside in the
local subarea). Thisisbecause VTAM only captures trace data when the session
traffic transitsthe VTAM host. In other words, unless one session partner resides
in the VTAM subarea, no trace data is captured by VTAM.

Collection From Another VTAM Domain
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The NTS Single Image (NTS-SI) feature—see How NTS-S Works, on

page C-14—does, however, allow you to access datafrom domains other than the
domain in which your NTS system isactive. Provided that the NTS systems are
linked by suitably configured ISR links, NTS-SI alows you to access trace data
from other NTS systemsin other domains exactly asif the session partners were
both in the local domain.
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InFigure C-2, VTAM A isawarethat thereisan existing session betweenterminal
D and CICS. However, because this session doesnot transit VTAM A, trace data
isnot delivered directly to NTS A. Trace datafor this session isreceived from
NTS B, due to the existence of a suitably configured ISR link.

Figure C-2. Capturing Trace Data

ISR link

Domain of

session
data

\

NCP 1 NCP 2
B

terminals A to D

Host 1 manages the entire
network, except for
applications, which are
managed by Host 2.

Domain of
VTAM A

Arrowheads indicate flow
of data.

Global Collection of Accounting Data

When global accountingisspecified, NTSstartsall global tracing options, inorder
to capture trace data for every available session. In this case, the starting and
stopping of trace data collection by means of the STRACE command does not
affect data capture, but only whether trace PIUs are retained or not.

Response Time Monitor Data

C-12

NTS only attempts the collection of RTM data for LU-LU sessions that are
matched with an RTM class. In addition:

. Thesecondary resourceinvolved in the session must be within the domain of
the VTAM in the host where NTS is running.

« ThePU name of the terminal control unit for the secondary device must be
known to support RTM (NTS assumes that a PU supports the RTM facility,
unless aresponse to the contrary isreceived).
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Soliciting RTM Data

Analyzing RTM Data

Data Correlation

P01-166

When the session start notification is received for such sessions, the RTM class

valuesare extracted by NTS and stored with the session record. At the sametime,
arequest issent totheterminal control unit to set the RTM boundary and definition
parametersfor thedeviceaccording tothese RTM classvalues. If the PU indicates
it does not support the RTM function, or does not support host programming, then
no further requests are sent to the control unit.

When a session for which RTM data is being collected ends, the RTM data
collected by the secondary deviceissent unsolicited to NTS and stored with other
session information.

RTM data can also be solicited during NTS review functions, or, more
systematically, through the standard NEWSRTM proceduresthat allow collection
onatimer or interval basis (seethe NetMaster for SNA User’'s Guide). Whenever
RTM datais solicited by any means, NTS updates its statistics for the session.

AsRTM dataarrives, it isfirst examined by NTSto determine whether or not the
performance objectives defined for the RTM class have been met. If not, this
information is appended to the CNM record and made available to the NEWS
feature of NetMaster for SNA. Thiscanlead to generation of performance events
and, ultimately, attention messages to notify network operators of a performance
problem.

When asession for which RTM datais being collected ends, a performance event
notification is also generated by NTS if the response time objectives are not met
(see the section, System Event Generation, on page 3-8).

One of the primary functions of NTSis to gather data from a number of sources
and correlateit at session level. To protect NTS from waiting indefinitely for
session data, you define an interval that represents the time limit for data
correlation.
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Enforcing the Correlation Interval

The NTS correlation interval is enforced in these situations:

. When session trace data arrives from VTAM before NTS has been notified
by VTAM of the start of that session. All trace data for the pending session
is kept until either the session start notification is received, or the NTS
correlation interval expires (in which caseit is discarded).

. Whilewaitingfor all session-related datato arrive beforecommitting asession
record for logging after the session has ended:

- Following receipt of session end natification from VTAM, NTS
determines whether any trace or RTM datais pending. If such datais
expected, NTS waits for it to arrive, or for the correlation interval to
expire, before continuing output processing.

- When waiting for unsolicited data from a connected NTS system, either
at session end or after aresource statistics collection interval expiry, NTS
waitsfor it to arrive, or for the correlation interval to expire, before
continuing with the logging process.

How NTS-SI Works

C-14

TheNTS Single Image (NTS-SI) feature allows you to access data from domains
other than thedomaininwhich your NTS systemisactive. Provided that theNTS
systemsarelinked by suitably configured ISR links, NTS-SI allowsyou to access
trace data from other NTS systems in other domains exactly asif the session
partners were both in the local domain.

It is possible to centralize the monitoring of logical network activity in multiple
domains by expanding the sources of dataavailableto an NTS system to include
these types of data:

. Session awareness (SAW) data collected by NTS systemsin other domains

. Sessiondata—that is, session trace, accounting, and RTM data—collected by
NTS systems in other domains

The other NTS systems may or may not be within the same SNA network. You
are presented with a single image of the sessions between resources throughout
the network, and of the performance and problem determination data collected
for these sessions, provided that you do this:

. Correctly configure your NTS systems
« Correctly configurethe ISR links viawhich your NTS systems communicate

Thissingleimage perspectiveispreservedinthe NTS database and NTS user exit.
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The user is not aware that data originates from both local and remote domains.
Actions performed by NTS in response to requests to view information might
differ, depending on the source of theinformation, but all commands, panels, and
general presentation of data are consistent, irrespective of the data source.

| SR uses | nter-M anagement Services Connection (INM C) to convey databetween
systems. For further information about INMC and | SR link configuration, seethe
Management Services Administrator Guide.

NTS-SI Configuration

Example

P01-166

NTS-SI dlows SAW data and session data collected in one domain to be passed
on to another NTS running in another domain, provided that a direct ISR link
exists between the two NTS systems.

Suppose that session B1-B2 exists between two resources, B1 and B2, in
domain B. Inorder for the NTSin domain A to be aware of SAW and session
datafor this session, the following conditions must be true:

« NTS must be active in both domains.

« AnISRIlink must exist between the domains. The link must be configured
sothat NTS A is specified as the receiving system (that is, the SAW operand
of the ISR command is set to INBOUND) and NTS B is specified as the
sending system (that is, the SAW operand of the ISR command is set to
OUTBOUND).

. Classdefinitionsin NTS B must specify that data associated with session
B1-B2 isto be forwarded.

. Classdefinitionsin NTS A must specify that data associated with session
B1-B2 isto be retained.

Provided that these conditions are met, a session start notification received by
NTSB fromVTAM B isforwarded acrossthe ISR link to NTS A. If any session
data arrives for session B1-B2 from VTAM B, NTS B forwards an indication to
NTSA that thisdataisavailable. Usersof NTSA can solicit thisdata, asrequired,
from NTSB. When the session ends, asession end notification received by NTS
B from VTAM B isforwarded to NTSA. NTS A performs end-of-session
processing for this session according to the session class definition.

A diagram of this processis shown in Figure C-3.
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Data Propagation
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Figure C-3. Transfer of Session Data via an ISR Link

Domain A

ISR LINK

Domain B

Resource B1

NTS B

‘\S‘ession

Resource B2

VTAM in domain B supplies NTS B with data relating to the session between
resources B1 and B2, which in turn is forwarded to NTS A.

Arrowheads indicate flow of data.

NTS only forwards data it has received from the local VTAM to one other NTS
system. SAW and session data received via ISR from aremote VTAM are not
forwarded. Thisisillustrated in Figure C-4. From the diagram, it can be seen
that NTS B has information for sessionsin domains A and B. NTS B forwards
datarelating to sessionsin domain B to NTS C, but does not forward datarelating
to sessionsindomain A. Therefore, when constructing anetwork image, NTSC

cannot include SAW and session data from domain A.

Figure C-4. Data Propagation Across ISR Links

ISR LINK

NTS B is
aware of A
and B data

ISR LINK NTSCis
—_— aware of B

The NTS in domain C does not include data from domain A in its single image, as there is
no direct A - C ISR link.

Arrowheads indicate flow of data.
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Star Network Configuration

For single network image presentation, the most useful configuration of NTS
systemsisastar network, which enables the monitoring of network activity to be
centralized (or distributed). A diagram of this configuration is shownin

Figure C-5.

Figure C-5. Optimal NTS Configuration

NTS
A
monitors
sessions in
domains A, B,
C,D,and E

An optimum NTS-SI configuration for a five-domain network.
Arrowheads indicate flow of data.

Thecentral (hub) NTSsystemmonitorsall network activity inbothitsowndomain
and in the outlying (spoke) domains; the spoke NTS systems monitor the activity
in their own domains only. This configuration parallels the Communication
Management Configuration (CM C), where ahub domain ownsall the devicesand
the applications reside in the spoke domains.
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How NTS Systems Share Data

Data sharing between NTS systems is controlled by the manipulation of the
attributes of ISR links between the systems. Thetypes of dataableto flow across
an ISR link (that is, SAW or session data, or both) and the direction of flow
(inbound or outbound) are determined by the values of | SR command parameters.

Reference Network Concept

Because NTS-SI makes it possible to share SAW data between NTS systemsin
different networks, NTS has a reference network concept. Although a
cross-network session is actually asingle, logical connection, the session has a
different appearance (due to aias names and network addresses) to VTAMsin
each network. NTS commands that display or manipulate session information
have a REFNET operand that allows a specific reference network 1D to be
specified.

Dormant NTS Concept

SAW Data Sharing

C-18

It is possible to start an NTS system solely for the purpose of having it receive
SAW and session datavia ISR links; that is, you can disable data collection from
thelocal VTAM. Thisisreferred to asadormant NTS system.

NTS-SI enables NTS to obtain SAW data for sessions that are unknown to the
local VTAM. There are no restrictions on which systems can share SAW data.
However, for SAW data sharing between NTS systems to occur, the following
conditions must be true:

. Both systems must be active.

. AnISR link must be active between the systems, with an NTS conversation
currently enabled for:

- Outbound transfer of SAW data from the sending system
- Inbound receipt of SAW data by the receiving system

It is possible for one NTS system to be both sending and receiving SAW data at
the sametime, but SAW data sharing terminatesif one of the conditions required
for transfer is disabled.

To facilitate the operation of SAW data sharing, the ISR command supports

specialized parametersthat are valid for NTS conversations only. These are
described in Chapter 9, Tailoring NTS,
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SAW Data Sharing Rules

SAW Data Clean-up
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NTS systems determine which SAW datais available for sharing with other
systems, on the basis of the following rules (some rul es are dependent on whether
the link is cross-network or cross-domain):

Rule 1 (appliesto all link types):

SAW datais forwarded to another NTS system only if it is not accessible to
the VTAM inthat domain. (NTSisableto determine whether SAW datafor
aparticular session isvisible to the VTAM in another domain.)

Theapplication of thisrulemeansthat no unnecessary | SR trafficisgenerated.

Rule 2 (appliesto cross-domain links only):

SAW datais available for forwarding only if it was received from the local
VTAM. This meansthat, for an NTS system to see all network activity in a
particular domain, one of the following must be true;

- It must be in session with the VTAM in that domain.

- It must have adirect, suitably configured ISR link with an active NTS
system in that domain.

Rule 3 (appliesto cross-network links only):

SAW datais available for forwarding only if it was collected from the local
VTAM, or from an NTS system within the same network asthelocal VTAM.
Thismeans that SAW data received across | SR can be forwarded to an NTS
system in another network, provided that the data was derived from an NTS
systemwithinthelocal network. A corollary tothisisthat SAW datareceived
from an NTS system within another network cannot be forwarded.

Rule 4 (applies to cross-network links only):

A single NTS system can receive SAW data from only one NTS system in
another network at any onetime. Any attempt to enable multiple ISR links
for SAW datareceipt from multiple NTS systemsin other networks will fail.

The purpose of thisrule isto enforce a gateway concept, where SAW datais
sent to a central NTS system within one network before being forwarded to
an NTS system in another network.

When an NTS system detects that SAW data sharing with another NTS system
has terminated for any reason, it purges from storage any SAW data that was
received exclusively from that system. This precaution is taken in case the data
isno longer up to date. Inthisway, the image presented by NTSis kept accurate
and current.
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Session Data Sharing

Unless NTS-SI is operating, complete session data might not be available to an
NTS system (even if one of the session partnersisin the local domain).

For example, while cross-domain SAW datais easily accessibleto NTS systems
running in different domainsthat arelinked by ISR, accounting and trace dataare
accessibleonly viathelocal VTAM. Inaddition, RTM datacan be collected only
in the domain in which the controller is defined. Therefore, in the case of a
cross-domain session between an application and aremote terminal, one NTS
system has access to the accounting and trace data, and another has access to the
response time information for the same session. If you are using NTS-SI, you
nevertheless have accessto all the session data—accounting, trace, and response
time—for any session visible to either VTAM. Thisisillustrated in Figure C-6.

Figure C-6. Capturing Trace Data From Another Domain
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Necessary Conditions

You request session data by using the ISR command. Thereare no restrictionson
which systems can share session data. However, for session data sharing between
NTS systems to occur, the following conditions must exist:

. Both systems must be active.

« AnISR link must be active between the systems, with an NTS conversation
currently enabled for these types of data transfer and receipt:

- Outbound unsolicited transfer of data from the sending system
- Inbound unsolicited and solicited receipt of data by the receiving system

It is possible for one NTS system to be both sending and receiving session data
at the same time, but session data sharing terminates if one of the conditions
required for transfer is disabled.

Session Data Sharing Rules
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NTS systems determine which session data is available for sharing with other
systems on the basis of the following rules (some rules are dependent on whether
the link is cross-network or cross-domain):

« Rulel (appliestoal link types):
Sessiondataisforwardedto another systemonly if itislikely tobeunavailable
to the other system. In some cases, session dataisvisibleto thetwo VTAMs
in two different domains, and therefore to the NTS systems running in these
domains.

NTSisableto determinewhether the dataisvisiblein more than onedomain,
and whether the NTS in the other domain is likely to be collecting data for
this session or not.

. Rule2 (appliesto cross-domain links only):
Session datais available for forwarding only if it was collected by the local
VTAM from the local domain. Session datareceived from another systemis
not kept in storage but handled in one of the following ways:

- Displayed directly as part of an NTS onscreen display
- Logged immediately to the NTS user exit and the NTS database

« Rule 3 (appliesto cross-network links only):
Session data received from a cross-domain ISR link can be forwarded to an
NTS system in another network, provided that the receiving NTS system
verifiesthat SAW data relating to this session has been forwarded to the
cross-network NTS system.
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This means that the gateway NTS system performs arouting role, to ensure
that:

- Cross-network session data requests are forwarded to the NTS system
that is able to respond to them (that is, the system that can collect the
information directly from VTAM).

- Unsolicited session data and session data notifications are forwarded to
linked networks, to provide the cross-network system with a complete
picture of network activity.

Session Data Flows

Session data sharing isimplemented by means of three separate transaction types
or flows that can occur within the scope of asingle session:

. Session data availability notifications
. Session data solicitations (both request and reply)
. Unsolicited data records at session end

These transaction types are described in the following sections.

Session Data Availability Notifications

When an NTS system receives trace or RTM datafor a session for the first time,
or when the NTS system becomes aware that accounting datafor a session needs
to be collected, it checks to see whether either of the following is true:

. SAW datasharingisin progress between thelocal NTS system and any other
NTS systems.

. Thesessioniscross-domain—andifitis, isthereisasuitably configured ISR
link to an active NTS system in the other domain.

If an NTS system acceptsadataavailable notification, it indicatesthe availability
of thisdataon any NTS Session List display.

After Session Awareness Activation

You can initiate session data sharing after session awareness has been activated
inthesending system. Inthiscase, session datamight already have been collected.
When the sending system detects that session data sharing with another system
has become active, it sends data available notifications to this system for the
sessions for which data has been collected.
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On Session Termination

If an NTS system detects that session data sharing with another system has been
terminated for any reason, it resets the session data present indicators that were
set exclusively in response to session data available notifications received from
that other NTS system. Thisis because the data can no longer be solicited.

Session Data Solicitation

After an NTS system has received notification of data availability, it can send a

solicitation request to the collecting system to view all or part of the data. This

occurswhen auser requestsaparticular display. The solicitation requeststhat the
collecting systemimmediately forward areply containing all collected data of the
specified type.

Session datareceived in reply to asolicitation request is displayed immediately.
When the user exits the display, the datais discarded. Another user request to
view the session dataresultsin another solicitation. Refreshingthecurrent display
also causesthe current datato be discarded and another solicitation to be issued.
In thisway, NTS guarantees that the data displayed is the most recent (and
therefore most accurate) available, and that the dataisactually stored in only one
location in the network.

Unsolicited Session Data at Session End

When an NT S system detectsthe end of asession, thefollowing processing occurs:

« The NTS system determines whether there are any other NTS systems that
are aware of the session but do not have actual visibility of the session data.
If thisisthe case, then the NTS system forwards locally sourced datathat is
not visible (or not being collected) in the other domain, to the other NTS
system. Inthisway, the complete datafor the session ismade available to the
other NTS user exit and database.

. The NTS system determines whether there is any session data type that has
been requested but hasnot yet arrived. If thisisthe case, thenthe NTS system
determines whether it has any suitably configured ISR links to any systems
that could provide the dataand waits for alimited period of timefor the data
to arrive viathe ISR link or links.

When session data arrives from another NTS system, the receiving system
determines whether this session datawas regquested or not. Any data that was not
requested is discarded. If the data was requested, then it isimmediately logged
to the NTS database or user exit (or both, depending on what is requested) and
the session and accompanying datais purged from storage.
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NEWS Device Solicitation
Procedures

You cansolicit datafrom network devicesusing the NEW S Device Support option
from an OCS window, or on an unattended basis using the AT and EVERY
commands. The NEWS command procedures described in this chapter are a
means of passing solicited data to other procedures in an automated operations
environment, so that these procedures can act upon the data returned.

When arequest for datahasbeen successfully compl eted and the responsereturned
to the user, the format of the response is similar to that used by VTAM (that is,
each line of datais returned as a message with a message number that is unique
to that data).

This chapter provides a brief guide to the NEWS procedures available for
soliciting data from an OCS window, or on an unattended basis. For each
procedure, adescription is given of the parameters required for operation and the
type of data solicited.

For further details about the procedures, see the comments at the start of each
procedure.
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Line Command Procedures

D-2

TheNEWSIinecommand proceduresareintended primarily asameansof passing
solicited datato other proceduresin an automated operations environment so that
they can act upon the data returned.

The procedures, when called, have asimilar format to those of current commands
and the parameters are, overall, keyword driven.

$NW386SO
Solicitslink statusor DTE test results from a 386x type modem configured
with the LPDA-1 option.

$NWDS13B
Provides a batch command interface for the Centrd Site Control Facility
(CSCF).

SNWFCSSO
Solicits loop status, loop errors, and response time data from an IBM
3600/4700 Financial Communication System devices. The dataisaways
returned to CNMPROC for logging.

SNWLPDA2
Records or changes, configuration or coupler parameters; changes the
modem’s functional characteristics; or runs online diagnostic tests for an
LPDA-2 device.

SNWRTM SO
Solicits RTM datafrom a 3x74 controller that supportsthe RTM function.
RTM data may be requested for asingle LU, or for only those LUs with
non-zero data.

SNWRUNCM
Packs acommand into an NMVT RU to be sent to, and executed by, a
service-point application. Responses received are displayed as text

messages.

SNWSOLCT
Solicits secondary end errors and engineering changelevel datafrom aPU
that supportssuch requests. Secondary end errorsincludelink test statistics,
summary error data, communications adapter error statistics and EC level
information. Any or all of these summaries may be requested.

$NWVPDSO
Solicits vital product datafrom aPU (and its port-attached devices).

Each device solicitation procedure is described in full in the following sections.
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$NW386S0O

Function

This procedure solicits link status or DTE test results from a 386x type modem
configured with the LPDA-1 option. You can also obtain this data by selecting
options 6 or 7 from option G of the NEWS Device Support menu.

SNW386S0 NODE=network_name
REPORT={ LINK | DTE }
[ NCP=NCP_name ]
[ RESET={ YES | NO }]
[ LINK=link_name |
SSCP=SSCP_name ]

Use

Usethisproceduretosolicitlink statusor DTE test resultsfor atype 386x LPDA-1
modem from anominated node/NCP. Thedataisawaysreturnedto CNMPROC
for logging.

Operands

NODE
The network name of the device from which the datais solicited.

REPORT=LINK |DTE
Specifies the type of datarequired:

LINK
Link status test.

DTE
DTE test.

NCP
The name of the NCP owning the specified node.

RESET=YES|NO
Specifies whether the counters in the controller are to be reset after
solicitation has completed.

LINK

Thename of the Management Serviceslink to the system in which thenode
name is |located.
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SSCP
The name of the SSCP controlling the node.

Example
$NVBB6SO NODE=TSTMB86 NCP=NCP01 REPORT=DTE
Thisexampleresultsinarequest for aDTE test to be performed at node TSTM 386
controlled by NCP NCPOL.

$NWDS13B

CSCF Batch Command Interface

The CSCF Batch Command I nterface enablesthe execution of all CSCF functions
inabatch NCL mode. Thisenablesyouto control acontroller through automation,
so that an end user does not have to be logged on to execute controller functions.
The command interface is the execution of the SNWDS13B procedure with
parameters dictating processing flow.

$NWDS13B FUNC = LOGON

D-4

&CONTROL SHRVARS=($NWCS#,$NW#USR,$GP) NOVARSEG

$NWDS13B FUNC=LOGON
{ NODE=node_name }
[ OP=command line text ]
[ LINK=link_name ]
[ SSCP=sscp_name ]
[ PRINT={ YES|nnn|LOG }]

Note
Print is skipped if RETCODE greater than 4 occurs.
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$NWDS13B FUNC = ACTION

&CONTROL SHRVARS=($NWCS#,$NW#USR,$GP) NOVARSEG

$NWDS13B FUNC=ACTION
{ KEY=PFnn|ENTER }
[ OP=command line text ]
[ DATAL1-n=xx ]
[ PRINT={ YES|nnn|LOG } ]

Note
Print is skipped if RETCODE greater than 4 occurs.

$NWDS13B FUNC = LOGOFF

&CONTROL SHRVARS=($NWCS#,$NW#USR,$GP) NOVARSEG

$NWDS13B FUNC=LOGOFF

Parameter Descriptions

FUNC
Indicates to the batch procedure what process to take. Thisisarequired
parameter where the valid values must be:

$NWDS13B FUNC = LOGON
LOGON the session ID; must befirst call.

$NWDS13B FUNC = ACTION
Indicates that some type of action isto take place.

$NWDS13B FUNC = LOGOFF
LOGOFF the session ID after processing is completed.

NODE
The 3174 node name, required only on the logon call.

OoP
The command to be entered. Thisrepresents what would be the command
line on an on-line panel; that is, any valid CSCF command or option (for
example/5,2). The F key command text is not supported at the command
line (RETURN, for instance).

KEY

The key (one of PF1to PF24, or ENTER) that isto be entered once at an
indicated panel.
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DATA1-20
Thedatato be entered for each input field on apanel. If thethird dataitem
onapanel isto beupdated, then DATA3ispassed withthedatato be entered.

LINK
Thelink nameif remote controller operations are desired only on thelogon
call.

SSCP
The SSCP nameif remote controller operationsare desired only on alogon
call.

PRINT
Specify Y ESto print screen using user’sdefault PSM printer ID; or specify
aspecific printer; or specify L OG to send screen captureto the M anagement
Serviceslog. Thisoptionisskipped if anon-zero RETCODE occurs. The
PRINT will occur after all OP and/or KEY parameters are processed.

Return Variables

Data returned to calling procedure for interrogation is as follows:
& RETCODE

0
Batch process completed. This simply means that acommand was
sent to the controller and aresponse wasreceived from the controller.

4
Key supplied is not active on current panel.
8
Processing error.
12
Unable to log on.
16
Invalid parameters.
& SYSM SG
ERROR MESSAGE.
& SNWHUSR#L nn

Variables where Lnn represents up to 24 lines of panel data.
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Examples

Example 1:

Example 2:

Example 3:

Example 4:

P01-166

of Batch Command Usage

IML the controller.

EXEC $NWDS13B FUNC=LOGON NODE=ACSC11

EXEC $NWDS13B FUNC=ACTI ON OP=14 KEY=ENTER

EXEC $NWDS13B FUNC=ACTI ON OP=1, 2, 41 KEY=ENTER
EXEC $NWDS13B FUNC=ACTI ON OP=password KEY=ENTER

Reset event logs, cable errors and trace data.

EXEC $NWDS13B
EXEC $NWDS13B

FUNC=LOGON NODE=ACSC11 OP=/4, 2
FUNC=L OGOFF

Change configuration data (update controller vital product data).

EXEC $NWDS13B
EXEC $NWDS13B
EXEC $NWDS13B

FUNC=LOGON NODE=ACSCl11 OP=/5, 2
FUNC=ACTI ON KEY=PF04 DATA3=Cl NCY
FUNC=L CGOFF

Display configuration data and print out to specified printer.

EXEC $NWDS13B
EXEC $NWDS13B
EXEC $NWDS13B
EXEC $NWDS13B
EXEC $NWDS13B
EXEC $NWDS13B

FUNC=LOGON NODE=ACSC11 OP=/2,2 PRI NT=U33
FUNC=ACTI ON KEY=PF8 PRI NT=U33

FUNC=ACTI ON KEY=PF8 PRI NT=U33

FUNC=ACTI ON KEY=PF8 PRI NT=U33

FUNC=ACTI ON KEY=PF8 PRI NT=U33

FUNC=L CGOFF

Note

Two methods are available when selecting options from the command line.
You can either specify just the option number and get to the desired option
one screen at atime, or you can take afast path by using the forward slash (/)
as ameans of panel skipping. Example 1 above showsthe
one-screen-at-a-time route; al other examples show the fast route. See
sampl e procedure $SANWCSF as a working example.

It is arequirement that data with embedded blanks be assigned to the DATAN
keyword viaavariable. For example:

&LOCATI ON = &STR Ci ncinnati, Onhio

DATA5=&L OCATI ON
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Asnoted above, & CONTROL NOVARSEG must bein effect or aRETCODE 16
(SYSMSG EVWKBO1 inval i d keyword paranet er) occurs.

Note
In example 1, thereis no need for a LOGOFF call as the session isimplicitly
terminated by the IML process.

SNWFCSSO

Function

Operands

D-8

This procedure solicits loop status, loop errors, response time data, or all of these
from an IBM 3600/4700 Financial Communication System device. You canalso
obtain this data by selecting any of the first four options from option 3 of the
NEWS Device Support menu. The data returned is always delivered to
CNMPROC for logging.

$NWFCSSO NODE=network_name
[ REPORT={ STATUS | ERRORS | RESPTIME | ALL }]
[RESET={ YES | NO }]
[ LINK=link_name |
SSCP=SSCP_name ]

NODE
The network name of the device that the request is to be sent.

REPORT={ STATUS| ERRORS|RESPTIME | ALL }
Specifies the type of data required.

ERRORS = Loop errors
RESPTIME = Response time data
STATUS = Loop status
ALL = All of the above

RESET ={ YES|NO}

Indicates whether or not the countersin the controller are to be reset after
solicitation.
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LINK
Is the name of the Management Services link to the system in which the
node name is located.

SSCP
Is the name of the SSCP controlling the node to be specified.

Example
SNWFCSSO NODE=FCS00001 REPORT=ERRORS LI NK=TESTO1
Thisexampleresultsin arequest for loop errorsto be sent to controller FCS00001
acrossthelink TESTO1.
$SNWLPDA2
Function
This procedure records or changes configuration or coupler parameters, changes
thefunctional characteristics of the modem, or runs on-line diagnostic testsfor an
LPDA-2 device. You can also obtain thisdata by selecting option 7 of the NEWS
Device Support menu. The following operands are required to execute this
procedure.
$NWLPDA2  { DISPLAY={ CONFIG | COUPLER }|
CHANGE={ CONFIG | COUPLER }|
SPEED={ FULL | BACKUP } |
DIAL [ =(num1,num2,prefix) ] |
DISC | CONTACT={ OPEN | CLOSE | QUERY }|
TEST={LA|MS | TR(n) }}
STATION=node_name
NCP=ncp_name
[LEVEL={1]|2}]
[ MODEM={ LOCAL | REMOTE | BROADCAST }]
[ FILE={ YES | NO | ONLY }]
[ LINK=link_name | SSCP=SSCP_name ]
Operands

DISPLAY ={ CONFIG | COUPLER }
Displays the modem'’s configuration parameters or the coupler’s
configuration parameters for the modem
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CHANGE ={ CONFIG | COUPLER}
Changes the modem’s configuration parameters or the coupler’s
configuration parameters for the modem.

Note
The CHANGE operand is valid only if executed from afull-screen
environment and FILE=ONLY is not specified

SPEED ={ FULL | BACKUP}
Sets the modem’s transmission speed to FULL or BACKUPR.

DIAL [ = (numl, num2, prefix ) ]
Establishes SNBU connections using the phone number(s) stored in the
configuration field(s) or the supplied prefix and extension(s). If the prefix
and extension(s) are supplied, then the total length of the numbers
(including pauses) must not be greater than 41 characters.

DISC
Disconnects the line at the remote modem.

CONTACT ={ OPEN | CLOSE | QUERY }
Opens or closes the modem’s built-in relay or reports the status of the
built-inrelay (open or closed) and whether or not el ectric current isflowing
through the sensor.

TEST ={LA|MS|TR(n)}
Performs modem diagnostic tests as described by the following options:

LA
Performs aline analysis test.

MS
Performs Modem and Line Status test or Modem Self-test.

TR(n)
Performs a test-pattern exchange between the local and remote
modem to determine the line quality and number of transmission
errors. nisthe number of sequences of 16 blocks of datato be
exchanged. n+ 1 sequences are sent.

STATION=nodename
The network name of the device that the request is to be sent to.

NCP=ncpname
The name of the NCP in which the station is |ocated.

LEVEL ={1]2}

Determineswherethe commandistobesent. Theprimary link isindicated
by 1 and the tailed link by 2.
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MODEM ={LOCAL | REMOTE | BROADCAST }
Identifies the type of modem to receive the command:

LOCAL
Indicates the command is to be sent to the local modem.

REMOTE
Indicates the command is to sent to the remote modem.

BROADCAST
Indicates the command isto be sent to all secondary modems. This
parameter is valid only when used in conjunction with the SPEED
and DISC operands.

FILE={YES|NO|ONLY }
Directs how the returned results of the command are to be processed.

YES
Indicates the results of the command are to be displayed and sent to
CNMPROC.

NO
Indicatesthe results of the command areto be displayed and not sent
to CNMPROC.

ONLY
Indicates the results of the command are to be sent to CNMPROC
only.

LINK
Thename of the Management Serviceslink to the system inwhichthenode
name s located.

SSCP
The name of the SSCP controlling the node to be solicited.

Examples

EXEC $NW.PDA2 DI SPLAY=COUPLER STATI ON=STATI ON1 NCP=NCP1+
FI LE=YES
EXEC $NW.PDA2 SPEED=FULL STATI ON=STATI ON1 NCP=NCP1+
MODEM=REMOT E
EXEC $NW.PDA2 CHANGE=CONFI G STATI ON=STATI ON1 NCP=NCP1
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Return Variables

Data returned to the calling procedure for interrogation is as follows:
& RETCODE
0

Batch process completed. This simply means that acommand was
sent to the controller and aresponse wasreceived from the controller.

Processing error.

SNWRTMSO

Function

Operands

D-12

This procedure solicits RTM datafrom a 3x74 controller that supports the RTM
function. You can aso obtain this data by selecting option 2.2 from the NEWS
Device Support menu. You can request RTM datafor asingle LU, or for only
those LUs with non-zero data. The following operands are required to execute
this procedure.

SNWRTMSO NODE=network_name
[LU={ALL |2 ... 255}]
[ RESET={ YES | NO }]
[ RESPONSE={LOG | USER | BOTH } ]
[ LINK=link_name | SSCP=SSCP_name ]

NODE
The network name of the device that the request is to be sent.

LU={ ALL |2.... 255}
Indicatesif all LUs areto be solicited or only the LU specified by number.

Note
If an LU number is specified it must be in the range 2 to 255.

RESET={ YES|NO}
Indicates whether or not the countersin the controller are to be reset after
solicitation.
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Example
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RESPONSE={ LOG | USER | BOTH }
Indicates where the responses are to be delivered:

LOG
Indicates response data is to be sent to CNMPROC.

USER
Indicates response dataisto be returned to the requesting procedure.

BOTH
Indicates response dataisto be delivered to both CNMPROC and
the requesting procedure.

Note
If NTSisactivein the system sending the request, then the LU name can be
substituted for the node name on the NODE= operand, and the L U= operand
ignored (that is, if datafrom only one LU isrequired).

LINK
The name of the Management Serviceslink to the system in which thenode
name is |located.

SSCP
The name of the SSCP controlling the node to be solicited.

$NVRTMSO NODE=RTMNODEL LU=ALL RESET=NO RESPONSE=BOTH
Thisexampleresultsinarequest for RTM datafor ALL LUsto besent to controller

RTMNODE and the responses to be delivered to both CNMPROC and the
soliciting procedure.
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SNWRUNCM

Function

Operands

D-14

This procedure sends a command to be executed by a service-point application.

Responses received are displayed as text messages.

SNWRUNCM NODE=service_point_name
[ LINKNAME=link_name | SSCP=remote_sscp ]
APPL=application_name
DATA=command_text

NODE
The name of the service point (PU) for executing the command.

LINKNAME
Optionally specifies the ISR link name for routing the request to aremote
host which is the focal point for the NODE specified and will act as the
source of the application command. If both LINKNAME and SSCP are
omitted, then the request is sent from the local host.

SSCP
Optionally specifiesthe name of aremote host which isthefocal point for
the NODE specified and will act asthe source of the application command.
If both LINKNAME and SSCP are omitted, then the request is sent from
the local host.

APPL
The name of an application residing on the specified NODE which isto
execute the command.

DATA
The command text intended for the application. It must be specified asthe
last operand to the SNWRUNCM procedure. The SNA-imposed limit on
thisis 253 characters.
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Examples

Example 1: From Command Entry

$NVWRUNCM NODE=ASYD61 APPL=NETWARE DATA= +
SNAME=RESEARCH Query Vol une USpaceAl | owed +
Vol Name=SYS User Name=user 01

Responses are written to the Command Entry screen:

EW019 NODE=ASYD61l, DATE=....

EW020 NTWK=SDI NET1, SSCP=....

EVWR003 MESSACGE TEXT

EVR004 SNAME=RESEARCH USERNAME=USERO01 VOLNAME=SYS
EVR004 USPACEALLOWED=10000KBYES

EVW018 * END*

Example 2: From an NCL procedure

& NTCLEAR
& NTCMD $NVWRUNCM NODE=ASYD61 APPL=NETWARE DATA= +
SNAME=RESEARCH OP=user 01 Renove File Trustee+
Pat h=SYS: USERO1\ TEST User Nane=user 02
&VBGENO =
&DOVWHI LE . &VMSGNO NE . EW018
& NTREAD STRI NG=( RSPMSG
&PARSE VARS=MBGNO REMSTR=MSGTXT +
DATA=&RSPMSG

&DOEND
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SNWSOLCT

Function

This procedure is used to solicit secondary end errors and engineering change
level datafrom a PU that supports such requests. Secondary end errorsinclude:
link test statistics, summary error data, communications adapter error statistics,
and EC leve data. Any or al of these summaries can berequested. You can also
obtain thisdata by selecting any of thefirst five optionsfor option 1 of the NEWS
Device Support menu.

SNWSOLCT NODE=network_name
[ REPORT={ LINK | SUMMARY | COMMS | EC | ALL }]
[RESET={ YES |NO }]
[ RESPONSE={ LOG | USER | BOTH }]
[ LINK=link_name |
SSCP=SSCP_name ]

Operands

NODE=aaaaaaaa
The network name of the device that the request is to be sent.

REPORT={ LINK | SUMMARY | COMMS|EC |ALL }
Specifies the type of data required:

LINK
Link test statistics.

SUMMARY
Summary error data.

COMMS
Communications adapter error statistics.

EC
Engineering change level data.

ALL
All of the above.

RESET={ YES|NO}

Indicates whether or not the countersin the controller are to be reset after
solicitation.
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Example

Notes
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RESPONSE={ LOG | USER | BOTH }
Indicates where the responses are to be delivered.

LOG
Indicates response data is to be sent to CNMPROC.

USER
Indicates response dataisto be returned to the requesting procedure.

BOTH
Indicates response dataisto be delivered to both CNMPROC and
the requesting procedure.

LINK
Thename of the Management Serviceslink to the system in whichthenode
name s located.

SSCP
The name of the SSCP controlling the node.

$NWSOLCT NODE=TSTCO01

This example resultsin arequest for link test statistics, summary error data,
communication adapter error statistics, and EC level datato be sent to controller
TSTCO01, and in the results being processed by CNMPROC.

If REPORT=EC is specified then you can only use LOG for the RESPONSE=
operand.

When REPORT=ALL is specified, Engineering Change level dataisaways sent
only to CNMPROC, no matter what option has been chosen for the RESPONSE=
operand.

If REPORT=EC is specified, and the PU to be solicited isa 3174 or equivalent,
then you must issue the command twice to solicit all EC and RPQ data.
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$SNWVPDSO

Function

Thisproceduresolicitsvita product datafrom aPU (anditsport-attached devices).

SNWVPDSO NODE=network_name
[ REPORT={ PU | ALL } ]
[ RESPONSE={ LOG | USER | BOTH | FILE }
[YEARFMT={ YY | YYYY}
[ FILEDD=ddname ]
[ LINK=link_name |
SSCP=SSCP_name ]

Operands

NODE
The network name of the device that the request is to be sent.

REPORT={ PU |ALL }
Specifies whether or not the datais to be sent for only the PU or both the
PU and its port-attached devices (if the PU supports such a request).

PU
The product datais only from the PU.

ALL
The product datais from both the PU and all port-attached devices.

RESPONSE={ LOG | USER |BOTH | FILE }
Indicates where the responses are to be delivered:

LOG
Indicates response data is to be sent to CNMPROC.

USER
Indicates response dataisto be returned to the requesting procedure.

BOTH
Indicates response data is to be delivered to both CNMPROC and
the requesting procedure.

FILE

Indicates response data is to be written to the file specified by the
FILEDD=ddname operand.
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YEARFMT={YY |YYYY}
(Relevant only if RESPONSE=L OG isspecified.) Indicatesthe dateformat
of record keys for records written to the output file. Datafields are not
affected.

YY
Indicates the date isto be in the format YY/MM/DD.

YYYY
Indicates the dateisto bein the format YYYYMMDD.

FILEDD=ddname
Specifiesthe DD name of the file to which the RESPONSE dataisto be
written. It isassumed that thisfile has already been allocated to
Management Services but not opened, and isin standard UDB format.

Note
The FILEDD operand isvalid only when RESPONSE=FILE isaso
used.

LINK
Thename of the Management Serviceslink to the system in whichthenode
name s located.

SSCP
The name of the SSCP controlling the node to be solicited.

Examples

Example 1
$SNWW/PDSO NODE=PU374501 REPORT=PU LI NK=TESTO01
This example resultsin arequest for vital product datafor only the PU to be sent
to the PU PU374501 across the link TESTO1 and the results to be returned to
CNMPROC.

Example 2

SNVWPDSO NODE=TSTC02 RESPONSE=FI LE FI LEDD=VPDFI LE
Thisexampleresultsinarequest for vital product datato be sent to device TSTCO02

and all its port-attached devices with the result of the solicitation (if successful)
being written to the file allocated by the DD name VPDFILE.
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File Format for the Vital Product Data File

Key
NODENAME (8 chars)

UNIQUE PORT NUMBER (3 digits)

YY/MM/DD (8 chars) (by default)

:)(rYYYMMDD (if YEARFMT=YYYY has been specified)
HH:MM:SS (8 chars)

Fields

Note
It is probable that not all fields will be used for all records contained in this
file.

Device hierarchy in the standard NEWSFILE record format
Hardware Common Name
Hardware Machine Type (and model (MODEL xxx))
Hardware Serial Number
Hardware Repair 1D
Emulated Hardware Machine Type (and model (MODEL xxx))
Microcode EC Level
Software Product Common Name
Software Product Common Level (VX.X.X)
. Software Product Program Number
. Software Serviceable Component
. Software Serviceable Component Release Level (xXxx)
. Software Customization
. Software Customization Date and Time (YY/MM/DDHH:MM)
. Primary LU Address
. Hardware Group
. Port Type
. Port Number
. Vendor ID
. Physical Location
. LAN Universal Address
. Additional Attribute Label
. Additional Attribute Data

© N s WDNE

NNNNRERRRRRRRRRR
WNPOWOWWOWNOOODUOMWNERO
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Implementing the NEWS User
Exit

NEWS can present all records received across the VTAM CNM interface to an
installation-supplied user exit before any processing is performed for the record.

The exit can perform any desired processing of the record, and can indicate that
the record isto be ignored by NEWS, unless it was generated in response to a
solicitation request by an & CNM SEND statement.

Note
APPN alerts sent to the ALERT-NETOP NEWS application, and records
from remote systems arriving over ISR links are not passed to the exit.

This appendix provides the following information:

. Details of the parameters passed to the NEWS user exit and the return codes
required from the exit

. Details of NEWS SMF record formats
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Sample NEWS EXxits

Two sample NEWS exits are supplied asworking model s that can be modified as
required. Theexitsare membersof the ?dsng.SN400.SNSAMPlibrary distributed
on the installation tape.

. NEWSEXIT takes a copy of each CNM record received and writesit to a
sequential dataset.

Any DD cards required by the exit to write the CNM records to a dataset
should be included in the Management Services execution JCL. The
NEWSEXIT sample exit provided writes all records to a variable blocked
dataset which requiresa DD card with a DD name of DDNEWS.

. NEWSXSMF takesacopy of each CNM record and formats an SMF record
which can then be processed by external packages that use SMF data.

The Assembler macro SNM SMF, distributed in the Management Services
macro library, provides mapping for theformat of the SMF record generated.
For details of SMF record formats, see the section, NEWS SMF Record
Formats, on page E-8.

How the NEWS Exit Is Called

E-2

Note
To implement aNEWS exit, you must define the exit name in the CNM
parameter group in ICS. Seethe Unicenter NetMaster Network
Management for SNA Implementation Guide.

NEWSisinitialized when Management Servicesis started and asubtask that acts
asthe driver for the exit is attached. The subtask mainline routines handle
communications between the subtask and the NEWS componentsin the
Management Services mother task.

When the subtask is attached, subtask mainline routines:
1. Load the load module specified as the installation-supplied user exit.
2. Cadll the exit via conventional branching and linking.

3. Passaninitialization parameter list to the exit.
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Processing the NEWS Exit

Because the user exit executes as part of a Management Services subtask, no
restrictions are placed on the functionsthat the exit can perform. Thisis because
the activities of the subtask do not impact the performance of the Management
Services main task, and the exit subtask runs at alower dispatching priority than
the main task.

Processing of CNM records by the M anagement Servicesmother task is, however,
delayed by processing occurring within the CNM exit.

NEWS Exit Coding Requirements

This section describes the coding requirements for NEWS exits.

Maintaining Registers on Entry to an Exit

You must observe standard linkage conventions when coding an exit.

On entry, theregistersmust be saved inthe caller’ ssave area, and on exit, restored
(except R15, which must contain areturn code).

On entry, register contents are as follow:
RO Unpredictable
R1 Address of a parameter list

R2-R12  Unpredictable

R13 Address of the caller’'s standard save area
R14 Caller’s return address
R15 Address of the entry point of the user exit

On exit, the sameregisters should be restored except for R15, the exit return code.
For details of the format of areturn code, see the section, About Exit Function
Codes, in this appendix.
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Parameter List Format

E-4

The parameter list addressed by Register 1 on entry consists of one or two
contiguous fullwords. If there aretwo fullwords, the first contai ns the address of
another fullword that holds a function code indicating the reason that the exit is
being called.

The second fullword of the parameter list is present only for function codes 0 and
4. The high-order hit of thislast (or solitary) fullword is not set, and the length
of the parameter list must therefore be determined by examination of the function
code.

. Forfunctioncode0, the second word of the parameter list containsthe address
of an areathat contains system data that might be of value to the exit in
determining its processing options.

. Forfunction code4, the second word of the parameter list containsthe address
of the CNM record being passed to the exit for examination.

. For function code 8, the parameter list contains one word only.

The structure of the parameter list pointersis shown in Figure E-1.

Figure E-1. Sructure of NEWSUser Exit Parameter List

REGISTER 1 PARMLIST
A(PARMLIST) A(FUNCTION CODE) FUNCTION CODE
A(PARM AREA)
PARAMETER
AREA

Administrator Guide P01-166



About Exit Function Codes

Function Code O

Bytes

P01-166

The function code contained in a fullword addressed by the first word of the
parameter list isabinary value that isright-aligned, with all high-order bits set to
zero. Function codes used are:

«  X*'00000000°
« X'00000004
« X'00000008

initialization call
CNM record available
termination call

The processing associated with these function codes is detailed in this section.

Thisindicates that the system has just been initialized. Any initialization
processing that the exit needsto do, such as opening required datasets, should be
done now.

The second word of the parameter list passed to the exit for function code O
contains the address of an area, formatted as described below.

00:03
In this full word, the exit can store the address of a message that isto be
logged to the Management Services activity log and sent to Monitor class
operators. Onreturnfromany call totheexit, Management Serviceschecks
thisword; if the valueis non-zero, it is assumed to be the address of a
message. (See the section, Issuing Messages from the NEWS Exit, on
page E-7 for the format of the messages.)

04:04
Operating system indicator. Values are:

X‘02
MSP, MSP/AE, MSP/EX

X'10
0S/390 or ZOS

05:05
Management Services SMF record identifier set by the SY SPARMS
SMFID= command. Thisfieldissetto X'00" in VM/SP systems.

06:17

Management Services system identifier set by the SYSPARMS ID=
command.
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Function Code 4

Bytes

E-6

On successful completion of processing, the exit returns control to the caller with
areturn code of O inregister 15. Any other valuein R15 isregarded asindicating
that processing was unsuccessful and the exit subtask is terminated abnormally
and assigned User Abend reason code 390-01.

Thisindicatesthat a CNM record has been received by NEWS acrossthe VTAM
CNM interface. For thisfunction code only, the second word of the parameter
list contains the address of the CNM record received. The actual CNM record is
prefixed by alength field, so the format of the record presented to the exit is
described in this section.

00:01
Length of record including this 4-byte prefix

02:03
Always X* 0000’

04 :nn
Length of CNM record data (variabl€)

The processing performed by the exit on the record received is unrestricted, but
it should be noted that extensive delaysin processing might cause NEWSto reach
internal queue limits and result in CNM records being lost.

Note
The record presented to the exit is only a copy of the record received by
NEWS. No modification can be made to the record actually processed by
NEWS when the exit returns control.

The record with its length field prefix is suitable for writing to a variable
blocked dataset.

When control is returned by the exit, R15 must be set to one of the following
(decimal) return codes:

0 Processing complete. NEWS continues processing this record and
passes the next CNM record to the exit when it arrives.

4 Processing complete. NEWS ignores this record and passes the next
CNM record to the exit when it arrives. Recordsthat have this return
code are not passed to CNMPROC.
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Translate-Inquiry RUs

Function Code 8

8 Processing complete. NEWS continues processing this record but
makes no further callsto the exit.

12 Processing complete. NEWSignoresthisrecord (unlessitisasolicited
response) but makes no further calls to the exit.

Any other valuein R15 isregarded asindicating unsuccessful processing and the
exit subtask is abnormally terminated and assigned User Abend reason code
390-02.

Although TR-INQ RUs (Trandate-Inquiry RUs) are passed to the user exit, the
return code set by the exit for these RUs is not checked. Processing of TR-INQ
RUs proceeds by the Alias Name Translation Facility of NEWS being called to
format aTR-REPLY RU.

Thisindicates that Management Servicesisterminating. It alertsthe exit to
perform any cleanup processing required, such as closing datasets. The
termination of Management Servicescannot proceed until the exit returns control.

On successful completion of processing, the exit returns control to the caller with
areturn code of O inregister 15. Any other valuein R15 will be regarded as
indicating unsuccessful termination and the exit subtask isabnormally terminated
with User Abend reason code 390-03.

Issuing Messages from the NEWS EXxit

P01-166

You might require the exit to communi cate with M anagement Services operators
to notify them of particular conditions that have been detected.

You can use the exit to generate message text and place its address in a fullword
contained in the area addressed by the second fullword of theinitialization call
parameter list. (For adescription of the initialization call, see the section, How
the NEWS Exit Is Called, on page E-2.)
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Bytes

A message can be generated following any call to the exit, and its address placed
in this fullword. The message must be formatted as follows:

00:01 Length of message text (excluding these 2 bytes)
02:nn Message text.

The maximum message length is 130 bytes. Excess length isignored and the
message truncated.

NEWS SMF Record Formats

E-8

The NEWS SMF exit program (NEWSXSMF) is provided as a sample user exit
that receives a copy of every NEWS CNM record and writes each record to the
SMF log file.

NEWSXSMF writes data to the SMF log file in two different formats:

. CNM records have a header followed by the CNM record section.

. 4700 Support Facility (TARA) data have a header followed by one or more
sections containing statistical information. Such datais sent from 36xx/47xx
Finance Communications Systems (FCS) devicesand containedin RECFM S
type X‘ 04’ records.

You must tailor NEWSXSMF to indicate which format is to be used, depending
on the type of data you want to collect. You can indicate one of these options.

. Write all CNM records out in the CNM record format.

. Writeonly TARA datain TARA dataformat, and ignore all other records.

. Write TARA datain TARA dataformat, and write all other records in the
CNM record format.

For information on how to tailor the NEWSXSMF program, see the comments
provided within the program.

The macro SNM SMF is distributed with Management Services. It definesa
DSECT describing the contents of the SMF records.

Inthefollowing pages, al field names are those defined within that DSECT. The
following pages also describe the various sections that might be present in the
NEWS SMF record.

All records contain the header section. The header isfollowed by one section, or
more, depending on whether thedatais CNM record dataor TARA statistical data.
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SMF Header Section

Offset
Dec.

Offset
Hex.

Length
Bytes

Field Name

Description

Type

+0

+0

SMFNMLEN

SMF record length

Binary

+2

+2

N

SMFNMSEG

Segment descriptor

Binary

+4

+4

SMFNMFLG

System indicator
X*'3E’ for 0S/390
or zZ/0S

Binary

+5

+5

SMFNMRTY

SMP record type, set
by SYSPARMS
SMFID=

Binary

+6

+6

SMFNMTME

Time stamp set by
SMFinhundredthsof
a second

EBCDIC

+10

+A

SMFNMDTE

Record wasmoved to
theexternal logbuffer
onthisdate. The
formatis
00YYDDDFwhereF
isthesign

EBCDIC

+14

+E

SMFNMSID

System identifier

EBCDIC

+18

+12

SMFNMCAT

Record subcategory
X'03' for CNM
Deliver RU record
X'04' for CNM
record, not embedded

Binary

+19

+13

(Reserved)

X'00

Binary

+20

+14

12

SMFNMID

NetMaster system
NMID value, set by
SYSPARMS ID=

EBCDIC

+32

+20

40

(Reserved)

X00

Binary

+72

+48

SMFNWNCP

Name of the NCP
through which the
device is connected.
Blank, if the nameis
unknown.

EBCDIC

+80

+50

SMFENWLNK

Name of the link
through which the
device is connected.
Blank, if the nameis
unknown.

EBCDIC

+88

+58

SMFNWPU

Name of the PU
device. Blank, if the
name is unknown.

EBCDIC

+96

+60

SMFNWLU

LU name, if
applicable. Blank, if
name is unknown.

EBCDIC

P01-166
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CNM Record Section

TARA Header Sectio

E-10

Offset | Offset | Length | Field Name | Description Type

Dec. Hex. Bytes

+104 |+68 Variable |SMFNWRU |The CNM record asit |Binary
was received by
Management Services

n

The header section for TARA data contains the following fields, in addition to
those in the common SMF header section, described on page E-9.

Administrator Guide

Offset | Offset | Length | Field Name | Description Type
Dec. |Hex. |Bytes
+104 +68 8 SMFWKSTA |Instalation-defined |EBCDIC
string
+112 +70 4 SMFWKSID |Workstation ID, EBCDIC
WKnn, wherennis
the workstation
number
+116 |+74 Variable |SMFSTATS |Start of statistical -
information section
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TARA Data Section

P01-166

Therecan be oneor moredatasectionsfor each SM Frecordin TARA dataformat.
Each section has the following fields.

Offset | Offset | Length | Field Name | Description Type
Dec. Hex. Bytes
where | where
nisthe | nisthe
start of | start of
the the
section | section
n+0 n+0 8 SMFTNAME |Installation-defined |EBCDIC
name to represent
the type of
information
contained in this
section
n+8 n+8 3 SMFMIN Minimum response |Binary
time value
n+11 n+B 3 SMFMAX Maximum response Binary
time value
n+14 n+E 4 SMFCUM Total cumulative Binary
response time value
n+18 n+12 2 SMFINTV Number of response | Binary
time measurements
n+20 n+14 4 SMFRAVG Averageresponse |Binary
time (that is,
SMFCUM divided
by SMFINTV)
Appendix E. Implementing the NEWS User Exit E-11
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Implementing the NTS User Exit

All session datathat has been captured by NTS and queued for output processing
isfirst passed to an installation-supplied user exit, where one exists. Following
any exit processing, the session record is returned to NTS and considered for
logging on the NTS database.

The user exit can perform any desired processing on the session data, and might
indicate that the session record is to be ignored by the subsequent NTS logging
function.

Thisappendix provides detail s of the parameters passed to the exit and the return
codes required from the exit. Details of NTS SMF record formats are provided
in Appendix G, NTS SMF Record Formats.

Sample NTS Exit

P01-166

A sample NTS user exit named NTSXSMF is provided in source form and can
be modified asrequired. The exit isamember of the ?dsnq.SN400.SNSAMP
library distributed on the installation tape.

Any DD cards required by the exit, if it isto use an externa dataset, should be
included in the Management Services execution JCL.

The sample exit is extensively documented and provides a (working) example of

an exit that writes, to the System Management Facility (SMF) database, all NTS
session data queued for output processing.
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Thisexit takesthe record as passed from NTS and inserts the SMF record type of
39. Since SMF fills out the SMF header area for system type records thisis all
that the exit need do before issuing the SMFWTM macro to write the record to
SMF.

The Assembler macro SNM SMF, distributed in the Management Services macro
library provides mapping for the format of the SMF record generated.

How the NTS Exit Is Called

Note
To implement an NTS exit, you must define the exit name in the SAW
parameter group in ICS. See the Unicenter NetMaster Network
Management for SNA Implementation Guide.

NTSisinitialized when Management Servicesis started and a subtask that acts
asthe driver for the exit is attached. The subtask mainline routines handle
communications between the subtask and the NTS componentsin the
Management Services mother task.

When the subtask is attached, subtask mainline routines do the following:
Step 1. Load the load module specified as the installation-supplied user exit.
Step 2. Call the exit via conventional branching and linking.

Step 3. Pass an initialization parameter list to the exit.

Processing the NTS Exit

Because the user exit executes as part of a Management Services subtask, no
restrictions are placed on the functionsthat the exit can perform. Thisis because
the activities of the subtask do not impact the performance of the Management
Services main task, and the exit subtask runs at alower dispatching priority than
the main task.

However, all processing of NTS session records on the output queue by the

Management Services main task is delayed by processing occurring within the
NTS user exit.
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NTS Exit Coding Requirements

This section describes the coding requirements for the NTS exit.

Maintaining Registers on Entry to an Exit

You must observe standard linkage conventions on entry to an exit.

On entry, theregistersmust be saved inthe caller’ ssave area, and on exit, restored
(except R15, which contains areturn code).

On entry, register contents are:
R1 Contains address of a parameter list.

R2-R12  Unpredictable.

R13 Contains address of caller’s standard save area.
R14 Caller’'sreturn address.
R15 Contains address of entry point of user exit.

Parameter List Format

P01-166

The parameter list addressed by Register 1 on entry consists of one or two
contiguous fullwords. If there aretwo fullwords, the first contains the address of
another fullword that holds a function code indicating the reason that the exit is
being called.

The second fullword of the parameter listis present only for function codes 0 and
4. The high-order bit of thislast (or solitary) fullword is not set, and the length

of the parameter list must therefore be determined by examination of thefunction
code.

. Forfunction code0, the second word of the parameter list containsthe address
of an areathat contains system data that might be of value to the exit in
determining its processing options.

. Forfunctioncode4, the second word of the parameter list containsthe address
of the NTS session record being passed to the exit for examination.

. For function code 8, the parameter list contains one word only.

The structure of the parameter list pointers thereforeis as set out in Figure F-1.
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Figure F-1. Sructure of NTSUser Exit Parameter List

REGISTER 1 PARMLIST

A(PARMLIST) .—#A(FUNCTION CODE) 4* FUNCTION CODE

A(PARM AREA)

PARAMETER
AREA

About Exit Function Codes

The function code contained in a fullword addressed by the first word of the
parameter listisabinary valuethat isright-aligned, with all high-order bits set to
zero. Function codes used are:

. X*00000000°
. X*00000004
. X*00000008

initialization call
SMF record available
termination call

The processing associated with these function codes is detailed in this section.

Function Code O

Thisindicates that the system hasjust been initialized. Any initialization
processing that the exit needs to do, such as opening required datasets, should be
done now.

The second word of the parameter list passed to the exit for function code O,
contains the address of an area, formatted as described next.

Bytes

00-03
In this fullword, the exit can store the address of a message that isto be
logged to the Management Services activity log and sent to Monitor class
operators. Onreturnfrom any call tothe exit, Management Serviceschecks
thisword; if the valueis non-zero, it is assumed to be the address of a
message. (Seethesection, | ssuing Messagesfromthe NTSEXit, onpage F-7
for the format of the messages.)
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04-04
Operating system indicator. Valueis:

X'10
0S/390 or zZOS

05-05
SMF record identifier set by the SY SPARMS SMFID= command.

06-17
System identifier set by the SY SPARMS | D= command.

On successful completion of processing, the exit returns control to the caller with
acompletion code of Oin register 15. Any other value in R15 isregarded as
indicating that processing was unsuccessful and the exit subtask is terminated
abnormally and assighed User Abend reason code 75D-01.

Function Code 4

Thisindicatesthat asession record hasbeen placed onthe NTS output queue. For
thisfunction code only, the second word of the parameter list containsthe address
of the record passed to the exit.

The session record passed to the exit is formatted as an SMF Type 39 system
record. Thefull record layout isavailableinthe macro DSECT $SNM SMF, which
islocated in the distributed management services macro library.

To display the NTS session record description, enter:
| abel $NVBMF TYPE=NTS

Note that the area after the SMF record header contains variable information
relating to the offset and length of those subsections present inthe record. Asthe
various data subsections are not always available to NTS, their inclusion is not
guaranteed. This meansthat all access to such data subsections must proceed
throughthe offset and length fieldswhichrelateto the subsectionsthat are present.
All offsets are from thefirst byte of the entire area passed (that is, the start of the
SMF record header).
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Record Subtype Identification

Return Code Values

F-6

Only acopy of the session information is passed to the user exit and this data can
be modified in any way without affecting subsequent NTS output processing. A
hafword field labeled SMFNSUBT in the DSECT macro $SNM SMF, and located
at an offset of 22 bytes from the start of the record, contains the record subtype.
NTS setsthisfield asfollows:

01 The record passed contains RTM data collected for the session and
was force-closed by the operator or closed during session awareness
termination, but the session had not ended.

02 The record passed is a session end notification for a session that
required NTS accounting.

03 The record passed is a session start notification for a session that
reguires the NTS accounting facility.

04 The record passed was force-closed by the operator, or closed during
Session awareness termination, but the session had not ended.

05 The record passed contains all data available at session end.

06 Therecord passed contains notification of aBIND rejection at session
initialization.

07 The record passed contains notification of a session initialization

failure that occurred before a BIND request was sent.

255 The record passed contains resource-based information. The type of
information contained is indicated in the SMFNPSUB field. See
SYSPARMS Operands in the Management Services Administrator
Guide, for a detailed description of thisfield.

The processing performed by the exit on the record received is unrestricted, but
it should be noted that exit processing is serialized and no additional NTS session
records are processed on the output queue until the exit returns control to NTS.

When control is returned by the exit, R15 must be set to one of the following
(hexadecimal) return codes:

00 Processing complete. NTS continues processing the session record
and passes the next record to the exit when it is available.

04 Processing complete. If thisisanormal end of session record (record

subtype 5) NTS does not |og the record, otherwise this return codeis
treated in the same way as return code 0.

Administrator Guide P01-166



Function Code 8

08 Processing complete. NTS processes the record but no further calls
are made to the exit.

0oC Processing complete. Asfor return code 04, but no further calls are
made to the exit.

Any other valuein R15 isregarded asindicating unsuccessful processing and the
exit subtask is abnormally terminated and assigned User Abend reason code
75D-02.

Thisindicates that Management Servicesis terminating. It alerts the exit to
perform any cleanup processing required, such as closing datasets. The
termination of Management Servicescannot proceed until the exit returns control.

On successful completion of processing, the exit returns control to the caller with
acompletion code of Oinregister 15. Any other valuein R15 isregarded as
indicating unsuccessful termination and the exit subtask isabnormally terminated
and assigned User Abend reason code 75D-03.

Issuing Messages from the NTS EXxit

Bytes

P01-166

You might require the exit to communi cate with M anagement Services operators
to notify them of particular conditions that have been detected.

You can use the exit to generate message text and place its address in a fullword
contained in the area addressed by the second fullword of the initialization call
parameter list. (For adescription of the initialization call, see the section, How
the NTSExit Is Called, on page F-2.)

A message can be generated following any call to the exit, and its address placed
in thisfullword. The message must be formatted as follows:

00-01 L ength of message text (excluding these 2 bytes)
02-nn Message text.

The maximum message length is 130 bytes. Excess length isignored and the
message truncated.
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NTS SMF Record Formats

Session dataand resource statistics captured by NTS are, when queued for output,
first passed to an installation defined exit, if one exists. NTS organizes the data
passed to the exit into records with aformat compatible with that required by the
System Management Facility (SMF) database.

The record is composed of a header, plus a number of other sections. Always
included, and directly following the header, is the Data Section. It isused to
indicate the presence of all other sections, and their location as an offset from the
start of the entire SMF record. The presence of the optional sectionswill depend
on the type of record being generated, and the information available to NTS at
that time.

The macro SNM SMF is distributed with Management Services. It definesa
DSECT describing the contents of the SMF records.

In the following pages all field names are those defined within that DSECT.

Following isadescription of the various sectionsthat might be presentintheNTS
SMF record.
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NTS SMF Record Description for All Sub-types

All records contain the following sections described bel ow.

SMF Header Section

This section is present in all standard SMF records. NTS SMF records are
recognizable by SMFNMRTY =X‘27' (SMF Type 39). Following the standard
header is the Type 39 extension providing the product identifier and record
sub-type field SMFNSUBT.

Data Section

This section ispresent in all NTS SMF records and provides a map giving the
number and offsets for all other SMF data sections contained in the record.

Product Section

One product section is always present. This section includes the Management
Services product identifier (NETM), the product version information, and the
record sub-typefield. This sub-typefield, SMFNPSUB, is set to the same value
as SMFNSUBT (above) except where SMFNSUBT=X'FF (Sub-type 255).
Sub-type 255 records are NTS defined, and are further sub-divided by the
SMFNPSUB fidld.

NTS SMF Record Sub-type 1 to 7 Description
Only sessioninformation records(Sub-types 1 to 7) contain thefollowing sections

described below.

Session Configuration Section
One session configuration section might be present, and includes:
. Thetype of session and session start and end times
. Thenames, typesand positionsinthe network hierarchy of the session partners

« TheMAI session user ID if the sessionisan MAI session and MAI session
visibility is enabled
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Session Accounting Section

One session accounting section might be present. It provides any accounting data
collected for the session.

Session RTM Section
One session RTM section might be present. It providesany RTM datathat might
have been collected for the session.

Explicit Route Section

One explicit route data section might be present. It provides information about
explicit routes associated with the subject session(s).

NTS SMF Record Sub-type 255 Description

Only resource statistics records (Sub-type 255) contain the following sections
described below.

Resource Configuration Section

One resource configuration section might be present. It includes:

. Thename, type and position in the network hierarchy of the resource
. Resource availability

Resource Accounting Section
One resource accounting section might be present. It provides any accounting
statistics that might have been collected for the resource.

Resource RTM Data Section

Onesession RTM section might be present. It providesany RTM datathat might
have been collected for the resource.
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SMF Header Section

G-4

Offset
Dec.

Offset
Hex.

Length
Bytes

Field Name

Description

Type

+0

+0

SMFNMLEN

SMF record length

Binary

+2

+2

N

SMFNMSEG

Segment descriptor

Binary

+4

+4

SMFNMFLG

System indicator:
X'3E’ for 05390
or zZ/0S

Binary

+5

+5

SMFNMRTY

Record type X‘ 27’

Binary

+6

+6

SMFNMTME

Timestampsetby SMF
in hundredths of a
second

EBCDIC

+10

+A

SMFNMDTE

Record was moved to
the external log buffer
on thisdate. The
format is00Y YDDDF
where Fisthesign

EBCDIC

+14

+E

SMFNMSID

System identifier

EBCDIC

+18

+12

SMFENSID

NetMaster subsystem
equals “NETM”

EBCDIC

+22

+16

SMFNSUBT

Record Sub-type
number:
X071’ for session RTM
X'02' for session end
X'03' for session start
X'04' for session
acct/avail
X'05' for combined
X'06' for BIND failure
X'07' for INIT failure
X'FF for NTS data

Binary
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Data Section

P01-166

Offset | Offset | Length | Field Name | Description Type
Dec. Hex. Bytes

+0 +0 4 SMFNPOFF |Offset to product Binary
section

+4 +4 2 SMFNPLEN |Product section Binary
length

+6 +6 2 SMENPNUM |Number of product |Binary
sections

+8 +8 4 SMFNCOFF | Offset to Binary
configuration section

+12 +C 2 SMFENPLEN | Configurationsection |Binary
length

+14 +E 2 SMFNCNUM |Number of Binary
configuration
sections

+16 +10 4 SMFNEOFF | Offset to explicit Binary
route data

+20 +14 2 SMFNELEN |ER data section Binary
length

+22 +16 2 SMFNENUM |Number of ER data |Binary
sections

+24 +18 4 SMFNEOFF |Offsetto TRM data |Binary
section

+28 +1C 2 SMFNRLEN |RTM data section Binary
length

+30 +1C 2 SMFNRNUM [Number of RTM data | Binary
sections

+32 +20 4 SMFENAOFF | Offset to accounting |Binary
section

+36 +24 2 SMFNALEN [Accounting section |Binary
length

+38 +26 2 SMENANUM |Number of Binary
accounting sections
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Product Section

G-6

Offset
Dec.

Offset
Hex.

Length
Bytes

Field Name

Description

Type

+0

+0

SMFNPSUB

Record subtype for
data same as
SMFENSUBT except
where SMFNSUBT=
X'FF:

X'0001 forResource
Statistics

X'0002 forResource
Availability

Binary

+2

+2

SMFNPVER

Product version/
release equals

X*0032' forMSV5.0.

Binary

+4

+4

SMFENPNAM

Product name equals
“NETM”

EBCDIC
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Session Configuration Section
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Offset | Offset | Length | Field Name | Description Type
Dec. Hex. Bytes

+0 +0 2 SMFNCONR |Config datarevision |Binary
level equals X 0032’
for MSV5.0.

+2 +2 8 SMFNCPLU |Primary resource EBCDIC
name

+10 +A 8 SMFNCPPU | Primary’scontrolling | EBCDIC
PU

+18 +12 8 SMFNCPLK  [Primary’s EBCDIC
controlling link

+26 +1A 8 SMFNCPSU |Primary’ssubarea |EBCDIC
PU

+34 +22 8 Reserved

+42 +2A 8 SMFNCSLU |Secondary resource |EBCDIC
name

+50 +32 8 SMFNCSPU | Secondary’s EBCDIC
controlling PU

+58 +3A 8 SMFNCSLK |Secondary’s EBCDIC
controlling link

+66 +42 8 SMFNCSSU | Secondary’s subarea |EBCDIC
PU

+74 +4A 8 Reserved

+82 +52 8 SMFENCSCL |SAW classnamefor |EBCDIC
this session

+90 +5A 8 SMFNCCOS |COSentry for this |EBCDIC
session

+98 +62 2 SMFNCER ER number for this |Binary
session

+100 |+64 2 SMFNCRER |Reverse ER number |Binary
for session

+102 |+66 2 SMFNCVR  |VR number for this |Binary
session

+104 |+68 2 SMENCTP Trans pri for this Binary
session

+106 |+6A 8 SMFNCCID |Unique VTAM Binary
session ID
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G-8

Offset
Dec.

Offset
Hex.

Length
Bytes

Field Name

Description

Type

+114

+72

SMFNCSTY

Session Type:

X'01' for LU/LU
X'02' for SSCP/LU
X'03' for SSCP/PU
X'04' for
SSCP/SSCP

X'05' for LU-LU
session through MAI
X‘06' for APPN
CP-CP session

EBCDIC

+115

+73

SMENCXNT

Cross network sess
ind (Y/N)

EBCDIC

+116

+74

SMFNCUNB

BIND fail/lUNBIND
reason codes

Binary

Note

The following extension to the Session Configuration section is provided by
NTS but is not usually found in the SMF Type 39 record.

Offset | Offset | Length | Field Name | Description Type

Dec. Hex. Bytes

+117 +75 1 SMFNCATP |APPN transmission |Binary
priority

+118 +76 2 Reserved

+120 +78 8 SMFNCSTM |Session starttime  |Binary

+128 +80 8 SMFNCETM |Session end time Binary
Zero if session not
ended.

+136 |+88 8 SMFNCUSR |MAI sessionuser ID |EBCDIC
Nullsif not an MAI
session

+144  |+90 8 SMFNCACO |APPN class of EBCDIC
service

+152 +98 8 SMFCCPP Control point name |EBCDIC
of APPN nodewhich
ownsthe PLU

+160 |+AO0 8 SMFNCCPS | Control point name |[EBCDIC
of APPN nodewhich
ownsthe SLU

Note

All time stamps consist of thefirst 4 bytes of the system clock value, plusa
4-byte signed number being the time zone adjustment value in seconds.
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Session Accounting Section
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Offset | Offset | Length | Field Name | Description Type
Dec. Hex. Bytes
+0 +0 2 SMFNACCR |Accounting data Binary
revision level:
X*0032' for MSV5.0.
+2 +2 2 Reserved
+4 +4 8 SMFNASTM |Start time stamp Binary
Period start time for
accounting data
collection.
+12 +C 8 SMFNAETM |End time stamp Binary
Period end time for
accounting data
collection.
+20 +14 4 SMFENAPCP | Pri-Sec control PIUs |Binary
+24 +18 4 SMFENAPCB | Pri-Sec control bytes |Binary
+28 +1C 4 SMFENASCP | Sec-Pri control PIUs |Binary
+32 +20 4 SMFENASCP | Sec-Pri control bytes |Binary
+36 +24 4 SMFNAPTP | Pri-Sec text PIUs Binary
+24 +18 4 SMFNAPTB | Pri-Sec text bytes Binary
+28 +1C 4 SMFNASTB | Sec-Pri text PIUs Binary
+20 +14 4 SMFNASTP | Sec-Pri text bytes Binary
Note

All time stamps consist of the first 4 bytes of the system clock value, plus a
4-byte signed number being the time zone adjustment value in seconds.
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Session Response Time Measurement Section

G-10

Offset | Offset | Length | Field Name | Description Type

Dec. Hex. Bytes

+0 +0 2 SMFNRTMR |RTM datarevision |Binary
level
X*0032' for MSV5.0.

+2 +2 8 SMFNRSTM | Start time stamp Binary
Period start time for
RTM data collection.

+10 +A 8 SMFNRETM |End time stamp Binary
Period start time for
RTM data collection.

+18 +12 2 SMFNROPC |RTM objective Binary
percentage

+20 +14 2 SMFNROCT |RTM objective count |Binary

+22 +16 1 SMFNRDEF |RTM Definition Binary

+23 +17 1 SMFNROOK |RTM Objective met? |EBCDIC
(Y orN)

+24 +18 4 SMFNRTCT |RTM Tota Binary
transaction count

+28 +1C 4 SMFENRTRT |RTM Total response |Binary
time

+32 +20 4X 4 SMFNRBND |RTM Boundary Binary
values

+48 +30 5X4 SMFNRCNT |RTM Boundary Binary
counts + Overflow

+68 +44 4 SMFNROT RTM Objective Binary
Response Time

Note

All time stamps consist of thefirst 4 bytes of the system clock value, plusa
4-byte signed number being the time zone adjustment value in seconds.
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Session Route Configuration Section
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Offset | Offset | Length | Field Name | Description Type
Dec. |Hex. |Bytes
+0 +0 2 SMFNERR Routeelementrevision |Binary
level
+2 +2 2 SMFNETOT |Route element total Binary
count
+4 +4 2 SMFNECNT |Route element present |Binary
count There might be
between 1 and 5 route
elementspresent. Each
route element entry
occupies 10 bytes
formatted as below.
+0 +0 8 SMFNESNM | Route element subarea | EBCDI
name C
+8 +8 2 SMFNETG Route element TG Binary
outbound
Appendix G. NTS SMF Record Formats G-11



Resource Configuration Section

G-12

Offset | Offset | Length | Field Name | Description Type
Dec Hex. Bytes
+0 +0 2 SMFNRCR Config datarevision |Binary
level:
X'0032" for MSV5.0.
+2 +2 1 SMFNRCF1 |Resource availability |Binary
flag:
‘00" for unavailable
‘80" for available
+3 +3 1 SMFNRCTP |Resource Type: EBCDI
X'F3 for LU C
X‘F1' for PU
X*‘FC' for channdl link
X‘F9 for TPIlink
X‘F4 for SSCP
+4 +4 8 SMFNRCNW |Resource network ID |EBCDI
C
+12 +C 8 SMFNRCNM |Resource name EBCDI
C
+20 +14 8 SMFNRCSS |Resource EBCDI
owning/adjacent SSCP|C
+28 +1C 8 SMFNRCSP |Resource subareaPU [EBCDI
name C
+36 +24 8 SMFNRCLN |Resourcelink name |EBCDI
C
+44 +2C 8 SMFNRCPU |Resource PU name EBCDI
C
+52 +34 8 Reserved
+60 +3C 8 SMFNRCST |Time of reported state |Binary
change or end of
interval time. Thatis, if
SMFNPSUB=1 then
thisisthe interval
completion time; if
SMFNPSUB=2 thisis
the time at which the
named resource
changed state.
Note

All time stamps consist of the first 4 bytes of the system clock value, plus a
4-byte signed number being the time zone adjustment value in seconds.
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Resource Accounting Section
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Offset | Offset | Length | Field Name | Description Type
Dec. Hex. Bytes

+0 +0 2 SMFNRAR  |Accounting data Binary
revision level:
X‘0032' for MSV5.0

+2 +2 2 Reserved

+4 +4 4 SMFNRAIN [Interval length (in Binary
seconds)

+8 +8 8 SMFNRAST |Interval start time Binary
stamp

+16 +10 8 SMFNRAET |Interval end time Binary
stamp

+24 +18 4 SMFNRASP |PIUs Sent Binary

+28 +1C 4 SMFNRASB |Bytes sent Binary

+32 +20 4 SMFNRASR |Response PIUssent |Binary

+36 +24 4 SMFNRASC |Response byte count |Binary
sent

+40 +28 4 SMFNRASN |Negativeresponses |Binary
sent

+44 +2C 2 SMFNRASM |[Maximum PIU data |Binary
count sent

+46 +2E 2 Reserved

+48 +30 4 SMFNRARP |PlUs received Binary

+52 +34 4 SMFNRARB |Bytesreceived Binary

+56 +38 4 SMFNRARR |Response PIUs Binary
received

+60 +3C 4 SMFNRARC |Response byte count |Binary
received

+64 +40 4 SMFNRARN |Negative responses |Binary
received

+68 +44 2 SMFNRARM [(Maximum PIU data |Binary
count received

+70 +46 2 Reserved

Note

All time stamps consist of thefirst 4 bytes of the system clock value, plusa
4-byte signed number being the time zone adjustment value in seconds.

Appendix G. NTS SMF Record Formats
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Resource Response Time Measurement Section

G-14

Offset | Offset | Lengt | Field Name | Description Type
Dec Hex. h
Bytes

+0 +0 2 SMFNRRR RTM datarevision Binary
level:
X‘0032' for MSV5.0

+2 +2 8 SMFNRRST |Interval start time Binary
stamp

+10 +A 8 SMFNRRET |Interval endtimestamp|Binary

+18 +12 2 SMFNRROP |RTM objective Binary
percentage

+20 +14 2 SMFNRROC |RTM objective count |Binary

+22 +16 1 SMFNRRDF |RTM Definition Binary

+23 +17 1 SMFNRROK |RTM Objectivemet? |[EBCDIC
(Y orN)

+24 +18 4 SMFNRRTR |RTM Total transaction |Binary
count

+28 +1C 4 SMFNRRTM |RTM Total response  |Binary
time

+32 +20 4X 4 |SMFNRRBD |RTM Boundary values|Binary

+48 +30 5X4 |SMFNRRCT |RTM Boundary counts |Binary
+ Overflow

+68 +44 4 SMFNRROB |RTM Objective Binary
Response Time

+72 +48 8 SMFNRRCL |RTM Class Name EBCDIC

Note

All time stamps consist of thefirst 4 bytes of the system clock value, plus a
4-byte signed number being the time zone adjustment value in seconds.

Administrator Guide

P01-166




P01-166

NTS SNA Descriptor Table

SNA translation of hexadecimal codes to an equivalent SNA description for the

NTS trace summary display is available to the installation through the

maodification of the supplied descriptor tables.

These tables are used for SNA code translation and provide:

. Meaningful descriptions associated with data flows

. New RUsand sense codes that you enter in the tables when defining them

. Theability to makeinstallation-dependent and L U6.2 Function M anagement
Headers (FMHs) visible on the NTS trace summary display

The member NMNTTABS distributed in the ?dsng.SN400.SNSAMP library
containsthetablesintheir default form. Macrosare provided such that new entries
can be created as needed.

The table can be modified, compiled, and linked by the installation. Starting

Session Awareness causes the tablesto be reloaded. In thisway the tables can be
updated without the need to restart Management Services.

Appendix H.  NTS SNA Descriptor Table H-1



Macro Syntax

$SNTRUDEF

$NTSCDEF

H-2

The three macros provided for the generation of table entries are:

Used to define an RU description. It has syntax as described below:

$NTRUDEF CATEGORY=( FMD| DFC| NC| SC) ,
CODE=XXXXXXXX,
DESC=' cccccccececcccccc’

where:

FMD is function management data.

DFC isdataflow control.

NC is network control.

SC is session control.

XXX is a hexadecimal string of up to 8 hex digitsin length.
cceceeccceecce is acharacter string of up to 15 charactersin length.
All definitions in the same category must be grouped together.
Example:

$NTRUDEF CATEGORY=SC, CODE=31, DESC=" Bl ND

Used to define a sense code description. It has syntax as described below:

$NTSCDEF CATEGORY=( 00| 08| 10| 40| 80),
SENSE=xX,

DESC=' cccccccececccccecccc’

where:

XX is a hexadecimal string two charactersin length.
cccceccececcce is acharacter string of up to 38 charactersin length.

All definitionsin the same category must be grouped together.

Definitions in the same category must be in ascending SENSE order.
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$SNTFMHDF

Example:

$NTSCDEF CATEGORY=10,
SENSE=03, DESC=" FUNCTI ON NOT SUPPORTED

Used to define a function management header description. It has syntax as
described below:

$NTFMHDF FMH=XX,
DESC=' cccccceccececccceccecccc’

where;

XX is a hexadecimal string two charactersin length.
ccccecceccccce is acharacter string of up to 15 charactersin length.

Example:

$NTFVHDF FMH=12, DESC=' FMH 12’

Table Formats

P01-166

The member NMNTTABS in the ?dsng.SN400.SNSAMP library contains the
tablesin their default source form. All macros of atype are grouped together to
formatable. Inthecaseof the RU tablesall RUsof the same category are grouped
together to form sub-tables. Sense codes must be in ascending code sequence.
Compiletimeerror messages as described below are generated if these conditions
are not adhered to.
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Macro Compile Errors

$SNTRUDEF

SNTSCDEF

$SNTFMHDF

H-4

Incorrect use of the macros provided generates the following errors:

MACRO CALLSOUT OF SEQUENCE

INVALID CATEGORY SPECIFIED

DESCRIPTION LENGTH EXCEEDS 15 CHARACTERS
RUCODE LENGTH EXCEEDS 8 HEX DIGITS
RUCODES CONSIST OF HEX DIGITS ONLY

RUCODE APPEARS UNDER INCORRECT CATEGORY

MACRO CALLSOUT OF SEQUENCE

INVALID CATEGORY SPECIFIED

DESCRIPTION LENGTH EXCEEDS 38 CHARACTERS
SENSE CODE LENGTH EXCEEDS 2 HEX DIGITS
SENSE CODES CONSIST OF HEX DIGITS ONLY
SENSE CODES MUST BE IN ASCENDING SEQUENCE

MACRO CALLSOUT OF SEQUENCE

DESCRIPTION LENGTH EXCEEDS 15 CHARACTERS
FMH CODE LENGTH EXCEEDS 2 HEX DIGITS

FMH CODES CONSIST OF HEX DIGITS ONLY
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Table Modification Procedure

Thefollowing steps should be completed to modify and implement changesto the
table:

Note
All members are located in the ?dsng.SN400.SNSAMP dataset.

. Copy NMNTTABS to another dataset, for example the TESTEXEC library,
and make the required modifications. Leave the original member intact in
case of problems, and for any regular NetMaster for SNA maintenance.

. If youchoosetocompileandlink NMNTTABS outside SMP, usethe supplied
sample JCL whichisinthe NTSASM member.

. Inan SMP maintained system, however, you should compile a USERMOD
using SMPCNTL and SMPPTFIN statements as shown in Figure H-1 below,
and SMP receive and apply it. Then, if any maintenance is applied to the
system which affects NMNTTABS, you are advised through the SMP
Regression Report and you have to review your modifications and reapply
the USERMOD.

IntheexampleillustratedinFigure H-1, theUCLIN update streamsareadding
the NetM aster for SNA SNMACROS to the SY SLIB concatenation, in order
to make the NTS macros visible to the assembler. Oncethe UCLIN streams
have been executed successfully, they can be deleted from the jobstream.

. Stop and restart session awareness by using the SAW parameter groupin ICS.

FigureH-1. Example of SMP UCLIN Satements for a USERMOD

/1 SMPL. TESTEXEC DD DI SP=SHR, DSN=2r ung. TESTEXEC
//SMPL. SMPCNTL DD *
SET BDY( SOLVET1) .
UCLIN .
REP DDDEF( SYSLI B) CONCAT( SMPMI'S, MACLI B, AMODGEN, SNMACROS) .
ENDUCL .
SET BDY( SOLVED1) .
UCLI N .
REP DDDEF( SYSLI B) CONCAT( SMPMTS, MACLI B, AMODGEN, SNVACLI B) .
ENDUCL .
SET BDY(GLOBAL) .
RECEI VE S(NTSUMOD) .
SET BDY( SOLVET1) OPTI ONS( NMOPTNS) .
APPLY S(NTSUMOD) REDO RC( RECEI VE=13) .
/1 SMPL. SMPPTFI N DD *
++USERMOD( NTSUMOD) .
++VER( Z038) FM D({ NVDOONS)
++SRC(NWNTTABS) DI STLI B SNSAMP) TXLI B( TESTEXEC) SYSLI B( SNLOAD)
DI STMOD( SN1LOAD)
/ *
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NTS Storage Estimates

This appendix describes the storage estimates for active session dataand history
session data collected by NTS.

Active Session Data

Scenario

P01-166

All active session datawhich has been captured by NTSiskept in main memory.
This storage is entirely above the 16 Mb line. The actual amount of storage
required for any given network configuration will vary depending uponthe NTS
processing options. As aguide, the following scenario might be useful.

Consider an NTS system operating in asingle VTAM domain that contains 500
terminals, of which 400 are continually in session with one of several applications.

. If al active sessions (that isthe 400 LU-LU sessions, 500 SSCP-L U sessions,
plus a handful of SSCP-PU sessions) were to be kept by NTS, the storage
requirement would be approximately 350K.

. By keeping only LU-LU sessions, thisis reduced to about 180K.
. Gathering accounting data takes no extra storage.

. Tocollect RTM datafor all 400 LU-LU sessionswould require an extra40K.

Appendix I.  NTS Storage Estimates I-1



When Using NTS-SI

. If the default trace queue limits were used, and trace data collected for every
LU-LU session, then this could reach arequirement of up to an extra 700K .
However, it isnot usual for all sessions to be concurrently holding the
maximum number of trace PIUsin storage. New sessions take sometimeto
reach thiswrap level, while for ended sessions, the trace datais logged then
purged from storage.

It isimportant to note that, if your NTS system is configured to receive session
awareness data through NTS Single Image, then this must be considered when
calculating the storage requirements of NTS. Thelocal NTS receives session
awareness from the remote NTS and maintain this data in storage. This data
includes SSCP-SSCP, SSCP-PU, SSCP-LU and LU-LU session data. Session
data (trace, RTM, and accounting) is solicited from the remote NTS when
requested and is discarded when the data is not being viewed.

History Session Data

The space requirements of the NT S database vary according to the amount of data
collected and logged. To store asingle session incidence for a session name pair
requires approximately 800 bytes. Each additional session incidence requires an
extraamount of approximately 350 bytes. Further requirements are an extra 128
bytes for each record of session accounting or RTM data, and around 1200 bytes
if trace datais logged (assuming the default trace queue depths are used).

Hence, for the default session keep count of 10 session incidence records per
session name pair, the total database space requirement per session name pair is
approximately:

. 4K when no additional session dataislogged
. 6.6K when all accounting and RTM datais logged
. 18K when dl trace datais additionally logged

Extrapolating further, with a 500-terminal network in which up to six different
applications can be used by al terminals, this translates to an overall database
storage requirement of approximately:

. 10 Mb when no additional session dataislogged
. 18 Mbwhen al accounting and RTM datais logged
. 50 Mbwhen al trace datais additionally logged

Note
These figures are intended as aguide only for theinitia implementation,
as in operation many changing factors can affect the amount of data
stored in the NTS database.
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A Database Initialization Strategy

After you have installed and started using NTS, it might take a reasonably long
period of timebefore al session name pairs have the number of session incidence
records desired (that is, their desired session keep count values have been met).
Up until this stage, new records are continually created and this causes the usual
VSAM control interval splitting anditsassociated overheads. Toassistinreducing
such overheads, a possible strategy might be as follows:

1. Start session awareness with classes specifying logging on all (or, optionally,
only the SSCP) sessions.

2. Ensurethat all those resources that are usually going to partake in sessions,
and are to be logged, are currently active.

3. Allow ashort period for NTSto gather al current session statusfrom VTAM
before stopping session awarenesswith the CLOSE=ALL optiontoforcelog
every session.

Session awareness takes some time to terminate asit is busy logging sessions.

The object of this exercise isto collect on the NTS database at least one session
incidence for every secondary resource. Having done this, you must reorganize
the database. To do this:

Stepl.  Start by copying the database to another dataset.
Step 2.  Delete the NTS database.

Step 3. Readllocate the NTS database with very substantial free space requirements.

For example, to allow for more session incidences for each of the sessions
captured, plus extra session name pairs for other applications that might be used
by each terminal, perhaps up to 95 percent of the database should be allocated as
free space. When the saved datais copied into the new database, this free space
isavailable for insertions before any interval splitting need occur.
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Glossary

This glossary defines the terms and abbreviations commonly used with
Management Services.

Italsoincludesreferencestotermsusedinan |BM environment and any equivalent
FUJITSU terms.

3270 VDU terminal
An IBM video display terminal. Thisis often used to refer to the entire
range of 3270 terminals. When followed by a number (for example, 3270-
5), aspecific model isintended.

370/390
Thisisan abbreviation for IBM’s System 370 or /390 architecture. Itis
often used to indicate any mainframe CPU that implements this
architecture.

3745/3746-900
An|BM front end communications processor. (The Fujitsu equivalentisa
CCP or 2806.)

ACB
See Access method Control Block

Access Method Control Block (ACB)

A control block that links an application program to an access method such
as|IBM’sVTAM or VSAM.
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Glossary-2

Access Security Exit
An installation-provided routine that may be used to replace the
Management Services UAM S functions, partially or completely, allowing
logon, logoff, and password maintenance requests to be passed to an
external security system.

ACF/NCP
Advanced Communications Function for the Network Control Program.
Synonym for NCP.

ACF/VTAM (Advanced Communication Facility/VTAM)
IBM’s product implementation of SNA's SSCP or CP,

Active Link
A link that is currently available for transmission of data.

Activity Log
A system-maintained log that records al important activity for usein later
problem determination.

Adapter
A part that electrically or physically connects a device to acomputer or to
another device.

Adjacent Control Point
A Control Point (CP) that is directly connected to an APPN, LEN, or
composite node by alink.

Adjacent Link Sation (ALS)
(1D In SNA, alink station directly connected to a given node by alink
connection over which network traffic can be carried.

Note
Several secondary link stations that share alink connection do not
exchange data with each other and therefore are not adjacent to each
other.

(2) Withrespectto aspecific node, alink station partner in an adjacent node.

Advanced Peer-to-Peer Networking (APPN)
An extension to SNA featuring:

. Greater distributed network control that avoids critical hierarchical
dependencies, thereby isolating the effects of single points of failure

. Dynamic exchange of network topology information to foster ease of
connection, reconfiguration, and adaptive route selection

« Dynamic definition of network resources

. Automated resource registration and directory lookup
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APPN extendsthe LUG6.2 peer orientation for end-user servicesto network
control and supports multiple LU types, including LU 2, LU 3,and LU 6.2.

Advanced Program to Program Communications (APPC)
An IBM-defined application level protocol which makes use of SNA'sLU
6.2.

Alert
(1) A message sent to a Management Services focal point in anetwork to
identify a problem or an impending problem.
(2) In SNA Management Services (SNA/MS), a high priority event that
warrants immediate action.

ALS
See Adjacent Link Sation.

ANR
See Automatic Network Routing.

APF
See Authorized Program Facility.

APPC
See Advanced Program to Program Communications.

APPL
A VTAM term used to describe the definition that allows an application to
use VTAM facilities.

APPN
See Advanced Peer-to-Peer Networking.

APPN Network
A collection of interconnected network nodes and their client nodes.

APPN Network Node
A node that offers a broad range of end-user services and that can provide
the following:

. Distributed directory services, including registration of its domain
resources to a central directory server

. Topology database exchanges with other APPN network nodes,
enabling network nodesthroughout the network to select optimal routes
for LU-LU sessions based on requested classes of service.

. Session servicesfor itslocal LUs, and client end nodes

. Intermediate routing services within an APPN network
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Automatic Network Routing (ANR)
In high performance routing, a highly efficient routing protocol that
minimizes cycles and storage requirements for routing network layer
packets through intermediate nodes on the route.

ASN.1
Abstract Syntax Notation One, defined by 1SO 8824, is an abstract syntax
used to describe data structures. 1t is used by Mapping Services to define
data structures within Management Services.

Authorized Program Facility (APF)
Describes the specia authorization level required within the operating
system for certain applications.

Backup Focal Point
A focal point that provides Management Services support for a particular
category for anode in the event of a communications failure with the
primary focal point. Both assigned focal points (explicit and implicit) and
default focal points can have backup counterparts. Contrast with Primary
Focal Point.

Backward Explicit Congestion Notification (BECN)
A bit set by aframe relay network to notify an interface device that
congestion avoi dance procedures should beinitiated by the sending device.

Beaconing
Pertaining to repeated transmission of a beacon message when a normal
signal is not received because of a serious fault, such asaline break or
power failure. The message isrepeated until the error is corrected or
bypassed.

BECN
See Backward Explicit Congestion Notification.

BIND
() A VTAM term describing the action of logically linking one network
resource with another network resource.
(2) In SNA, arequest to activate a session between two logical units.

Border Node
An APPN network node that interconnects APPN networks having
independent topology databasesin order to support LU-LU sessions
between these networks.
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Boundary Node
In SNA, a subarea node with boundary function.

Note
A subarea node may be a boundary node, an intermediate routing
node, both, or neither, depending on how it is used in the network.

Broadcast Services
Broadcast Servicescontrol sthe sending of messagesthroughout NetM aster
systems.

CDRM
See Cross-Domain Resource Manager.

CDRSC
See Cross-Domain Resource.

Central Directory Server
A network node that provides a repository for information on network
resource locations; it aso reduces the number of network searches by
providing afocal point for queries and broadcast searches and by caching
the results of network searchesto avoid later broadcasts for the same
information.

Channel Adapter
A communication controller hardware unit that is used to attach the
communication controller to a host channel.

Checkpoint
Refers to a point of synchronization in processing where a unit of work is
complete, or partially complete, such as where datais recorded for restart
purposes. A point at which information about the status of transmission
can be recorded so that it can be restarted later.

Class of Service (CoS)
A set of characteristics (such as route security, transmission priority, and
bandwidth) used to construct a route between session partners. The CoS
is derived from a mode name specified by the initiator of a session.

Client
A functional unit that receives shared services from a server.

CNM
See Communications Network Management.

CNMPROC
The name given to an NCL procedure used to intercept CNM records
received across the VTAM CNM interface by the NEWS component of
NetMaster for SNA.
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Command Partition
A term associated with NPF that describes the group of network resources
auser 1D isauthorized to reference with VTAM commands.

Communications Network Management (CNM)
IBM term for its SNA management facilities.

Configuration M anagement
An1SO/OSl classification of management functionsthat apply totheability
to set or change operating parameters of the system, to collect and distribute
information on their status, to associate names with the entities, and to
change the system configuration.

Congestion
See Network Congestion.

Control Member
A term associated with NPF that describesthe list of resource table names
applying to auser ID. This control member is referenced in the definition
of USERID.

Control Point
(1) A component of an APPN or LEN node that manages the resources of
that node. In an APPN node, the CP is capable of engaging in CP-CP
sessions with other APPN nodes. In an APPN network node, the CP also
provides services to adjacent end nodes in the APPN network.
(2) A component of anode that manages resources of that node and
optionally provides services to other nodes in the network. Examples are
aSystem ServicesControl Point (SSCP) inatype5 subareanode, anetwork
node control pointinan APPN network node, and an end node control point
inan APPN or LEN end node.

CP-CP Sessions
The parallel sessions between two control points, using LU 6.2 protocols
and amode name of CPSVCMG, on which network services requests and
replies are exchanged. Each CP of agiven pair has one contention-winner
session and one contention-loser session with the other.

CP Name
A network-qualified name of aControl Point (CP), consisting of anetwork
ID qualifier identifying the network (or name space) to whichthe CP' snode
bel ongs, and aunique name within the scope of that network ID identifying
the CP.

Cross Domain
In SNA, pertaining to control or resourcesinvolving morethan onedomain.

Cross-Domain Resource

A VTAM term describing thedefinition of anetwork resourcethat isowned
by aVTAM in another domain.
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Cross-Domain Resource Manager (CDRM)
In VTAM, the function in the System Services Control Point (SSCP) that
controls initiation and termination of cross-domain sessions.

Data Link Connection Identifier (DLCI)
Thenumericidentifier of aframerelay subport of aPV C segmentinaframe
relay network. Each subportinasingleframerelay port hasauniqueDLCI.

DLCI
See Data Link Connection Identifier.

Domain
1. An SNA term describing a domain that consists of the set of SNA
resourcescontrolled by one common control point called an SSCP. Interms
of implementation, an SSCP isthe host access method (VTAM). An SNA
network consists of one or more domains.
2. A VTAM term that describesalogical division of anetwork. Networks
are divided into domains that are associated with the way they are
controlled.

Domain ID
Term for a 1-4 character mnemonic used as a unique identifier for a
NetMaster system.

Dynamic Allocation
Assignment of datasets to a program at the time the program is executed
rather than at the time the job is started.

End Node
In communications, anode that is frequently attached to a single data link
and cannot perform intermediate routing functions.

ER
See Explicit Route.

Exception
Theresult of aservicerequest that did not complete successfully. See Reply
and Response.

Exit
An ingtallation-written routine that can be driven from a point within a
program to provide datato the program, or perform additional processing
relevant to that installation’s specific requirements.

Explicit Route (ER)
In SNA, a series of one or more transmission groups that connect two
subareanodes. AnExplicit Routeisidentified by anorigin subareaaddress,
a destination subarea address, an Explicit Route number, and areverse
Explicit Route number. Contrast with Virtual Route.

Glossary-7



Glossary-8

Extended Datastream
A 3270 datastream containing fields that utilize color and extended
highlighting capabilities of the terminal.

Extended Multiple Console Support (EXTMCS)
EXTMCS consoles are consoles that the SY SCMD facility can use as an
aternative to JES consolesin an MVS/ESA 4.1, or later, environment.

EXTMCS
See Extended Multiple Console Support.

FCS
See Finance Communications System.

FECN
See Forward Explicit Congestion Notification.

Finance Communications System (FCS)
A system used by banks and other large financial institutions.

Forward Explicit Congestion Notification (FECN)
A bit set by aframe relay network to notify an interface device that
congestion avoidance procedures should be initiated by the receiving
device. Contrast with BECN.

FrameHandler
Synonym for Frame Relay Frame Handler (FRFH).

Frame Handler Subport (FHSP)
The access point of aframerelay frame handler to aPV C segment. Frame
Handler SubPortsfunctionin pairs, framesenter the frame handler through
one frame handler subport and exit through the other. Contrast with
Terminating Equipment Subport.

FHSP
See Frame Handler Subport.

Frame Relay
(1) Aninterface standard describing the boundary between auser’s
eguipment and a fast-packet network. Inframe relay systems, flawed
frames are discarded; recovery comes end-to-end rather than hop-by-hop.
(2) A technique derived from the integrated services digital network
(ISDN) D channel standard. It assumes that connections are reliable and
dispenses with the overhead of error detection and control within the
network.

Frame Relay Connection
See Frame Relay Physical Line and Permanent Virtual Circuit (PVC).
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Frame Relay Frame
The frame relay frame structure defined by American National Standards
Institute (ANSI) Standard T1.618.

Frame Relay Frame Handler (FRFH)
(1) Thefunctioninaframerelay nodethat routes (or switches) framesalong
apermanent virtual circuit. A frame handler receives frames from an
adjacent frame relay node and uses the DL CI to forward them to the next
node on the PVC. Synonymous with frame handler. See also framerelay
switching equipment support and frame relay terminating equipment.
(2) In NCP, the function that switches frames between frame handler
subports on an internal PV C segment. The NCP frame handler function
can also switch frames to the frame relay terminating egquipment function.

Frame Relay Network
A network that consists of frame relay handlers and in which frames are
passed from one frame relay terminating equipment station to another
through a series of one or more frame relay frame handlers.

Frame Relay Physical Line
The physical connection between two framerelay nodes. A frame relay
physical linecan simultaneously support PV C segmentsfor both theframe
handler and terminating equipment functions. In NCP, aframe relay
physical lineis defined as a nonswitched duplex line.

Frame Relay Switching Equipment (FRSE)
See Frame Relay Switching Equipment Support.

Frame Relay Switching Equipment Subport Set
Theset of primary and, optionally, substitute frame handler subportswithin
an NCP that comprise those used for a given frame relay segment set.

Frame Relay Switching Equipment Support
In NCP, a set of frame relay functions that include the frame relay frame
handler function and the Local Management Interface (LMI) function.
These functions are defined by American National Standards Institute
(ANSI) Standards T1.617 and T1.618, and International Telegraph and
Telephone Consultative Committee (CCITT) Standards Q.922 and Q.933.
NCP provides additional functions, including performance measurement
and enhanced reliability, that are not defined by ANSI or CCITT standards.

Frame Relay Terminal Equipment (FRTE)
A devicethat can connect to aframe relay network and provide the Frame
Relay Terminating Equipment function. See also Frame Relay Frame
Handler and Frame Relay Terminating Equipment.
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Frame Relay Terminating Equipment

The function at the end of aframe relay permanent virtual circuit. Frame
relay terminating equi pment provides higher-layer protocolswith accessto
aframerelay network through terminating equipment subports. It does by
(a) adding frame relay frame headers to data for another protocol and
sending the framesto adjacent frame relay nodes, and (b) receiving frames
from adjacent frame relay nodesand removing the frame headers. Seeaso
Frame Relay Frame Handler, Frame Relay Switching Equi pment Support,
and Frame Relay Terminal Equipment.

Frame Switching
The function performed by frame relay nodes to route frames through a
network. See also Frame Relay Frame Handler.

FRFH
See Frame Relay Frame Handler.

FRSE
See Frame Relay Switching Equipment.

FRTE
See Frame Relay Terminating Equipment.

Gateway
(1) A functional unit that interconnects two computer networks with
different network architectures. A gateway connects networks or systems
of different architectures. A bridge interconnects networks of system with
the same or similar architectures.
(2) The combination of machines and programs that provide address
translation, name trangdlation, and System Services Control Point (SSCP)
rerouting between independent SNA networksto allow those networks to
communicate. A gateway consists of one gateway NCP and at |east one
gateway VTAM.
(3) IntheBM token-ring network, a device and its associated software
that connect alocal area network to another local area network or a host
that uses different logical link protocols.
(4) In TCP/IP, synonym for router.
(5) Totherouting layer, the logica distance between two nodesin a
network.

ICS (Initialization and Customization Ser vices)
Initialization and Customization Services is an AutoAssist facility that
helps you set up your region parameters.

IMS
See Information Management System.

Information Management System (IMS)

IBM’s database/data communication (DB/DC) system that can manage
complex databases and networks.
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INMC
See Inter-Management Services Connection.

I nter-M anagement Services Connection (INMC)
Thisfacility allowssystemsrunning inanetwork containing multiple CPUs
to communicate with each other, providing general-purpose data transfer
between CPUs within the network. INMC provides the capability for up
to sixteen sessions between any pair of systems. |n appropriate systems,
these sessionscantraversedifferent physical network paths, thusincreasing
throughput. This component also provides additional link security and
management facilities.

Inter-System Routing (I SR)
ISR is used to propagate system and network management information
between systems in the network.

Interchange Node
A VTAM nodethat actsasboth an APPN network nodeand atype5 subarea
node to transform APPN protocol s to subarea protocols and vice versa.

Intermediate Network Node
(1) InAPPN, anodethat is part of aroute between an Origin Logical Unit
(OLU) andaDestination Logical Unit (DLU), but doesnot containtheOLU
or DLU and does not serve as the network server for the OLU or DLU.
(2) InVTAM, deprecated term for intermediate routing node.
(3) In NCP, deprecated term for subarea node.

ISR
See Inter-System Routing.

JES (Job Entry Subsystem) Consoles
Virtual consoles, defined when you first perform the NetMaster for SNA
initial startup procedure. These consoles can be acquired by an authorized
program for usein issuing MV S and subsystem commands.

Key Sequenced Data Set (KSDS)
A VSAM dataset whose records are directly accessed by a user-supplied

key.

KSDS
See Key Sequenced Data Set.

LAN
See Local Area Network.

LEN
See Low Entry Networking.
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Link
A term used to describealogical connection between two or more systems.
See aso INMC (Inter-Management Services Connection).

Link Service Access Point
In the IBM token-ring network, the logical point at which an entity in the
Logical Link Control (LLC) sublayer provides servicesto the next higher

layer.

LLC
See Logical Link Control.

LMI
See Local Management Interface Protocol.

LMI Subport
A framerelay subport that exchanges line status information with adjacent
nodesusing L ocal Management Interface (LMI) protocol. INNCP, theLMI
subport is the link-station subport for the physical line.

L ocal Area Network (LAN)
(1) A computer network located on a user’s premises within a limited
geographical area. CommunicationwithinaL AN isnot subject to external
regulations; however, communication across the LAN boundary may be
subject to some form of regulation.
(2) A network in which a set of devices are connected to one another for
communication and that can be connected to alarger network.
Contrast with WAN.

L ocal Management I nterface (LM1) Protocol
INNCP, aset of frame-relay network management proceduresand messages
used by adjacent frame-relay nodesto exchangelinestatusinformation over
DLCI X'00'. NCP supports both the ANSI and CCITT versions of LMI
protocol. These standards refer to LMI protocol as link integrity
verification tests.

Logical Line
The representation of the connection between NCP and a node
communicating with NCP over aphysical line such astoken ring or frame
relay. A single physical line can support multiple logical lines. Contrast
with physical line.

Logical Link Control (LLC)

The protocol inaLAN that governs the exchange of transmission frames
between data stati ons regardless of how the transmission medium is shared
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Logical Unit (LU)
The point of access for any user to an SNA network. SNA introduced the
concept of the LU. The LU isatype of SNA Network Accessible Unit
(NAU) that provides protocols for end users to gain access to the network
and to the functional components of the LUs.

LOGMODE
A VTAM term used to describe atable entry that definesthe characteristics
and protocols of aterminal.

L ogoff
A request by an LU that it be disconnected from a VTAM application
program.

L ogon
A reguest by an LU that it be connected to aVTAM application program.

LOGPROC
The name given to an NCL procedure used to intercept messages destined
for the Management Services activity log.

Low Entry Networking (LEN)
A capability of nodesto attach directly to one another using basic peer-to-
peer protocols to support multiple and paralel sessions between LUs.

LSR (Local Shared Resources)
A technique for buffering 1/0 to VSAM files called LSR pools. NCL
supports this type of processing for User Databases (UDBS).

LU
See Logical Unit.

LUO
Anunconstrained SNA protocol that allowsimplementersto select any set
of available protocol rules, aslong asthetwo L Us are able to communicate
with each other successfully according to the rules chosen. Therefore, all
LU types are an implementation of LU Type 0.

LU1
A line-by-line or typewriter type terminal (for example 3767, 3770), using
SNA protocols.

LU2
A 3270 type terminal using SNA protocols.

LU3

LU Type3wasimplemented to support printerswith adifferent datastream
format. LU Type 3 isused by printers attached to an IBM display cluster
controller.
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LU4
LU Type 4 wasimplemented so that office system products could transfer
documents. LU Type 4 is used by banking devices.

LU6.2
A protocol that serves as a port into an SNA network. LU6.2 definesa
specific set of services, protocols, and formats for communication between
logical processors. LUB6.2 provides presentation services for presentation
of datato the end user, transaction services for performing transaction
processing on behalf of the end user and LU services for managing the
resources of the LU.

LU7
An SNA protocol that is used by word-processing devices.

MAC
See Medium Access Control.

Major Node
InVTAM, aset of resources that can be activated and deactivated as a
group. Contrast with Minor Node.

Management Services
Management Services provides the central core of functions and service
routines for the 3270 Unicenter, NetMaster, and SOLVE products.

M anagement Services Unit (M SU)
A dataunit in an SNA network. There are various types of SNA MSUs,
and many reasons for the generation of each type of MSU.

Mapped Data Object (MDO)
Any dataitem that can be represented as a continuous string a bytesin
storage.

MDO
See Mapped Data Object.

Medium Access Control (MAC)
In LANS, the sublayer of the datalink control layer that supports medium-
dependent functions and uses the services of the physical layer to provide
servicesto thelogical link control sublayer. The MAC sublayer includes
the method of determining when a device has access to the transmission
medium.

M essage Partition

A term associated with NPF that describes the group of network resources
for which a user ID will receive unsolicited (PPO) VTAM messages.
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Minor Node
In VTAM, auniquely defined resource within a major mode. See Major
Node and Node.

MSGPROC
An NCL procedure used to intercept and process messages destined for a
user’s Operator Console Services (OCS) window.

M SU
See Management Services Unit.

NAU
See Network Accessible Unit (NAU).

NCL
See Network Control Language.

NCL Procedure
A member of the procedures dataset comprising NCL statements and
Management Services (MS) or VTAM commands. The NCL statements
and other commands are executed from an EXEC or START command
specifying the name of the procedure.

NCL Process
The NCL task that isinvoked, usualy by a START command to execute
one or more associated procedures. Each NCL process has a unique NCL
process identifier.

NCL Processing Environment
Providesthe internal services and facilities required to execute NCL
processes for the user, from its associated window.

NCL Processing Region
All users (real or virtual) have an NCL Processing Region associated with
their user ID whilelogged on. Thisregion provides al of the internal
servicesneededtoallow theuser to have processesexecuted ontheir behalf.
Theremay beamaximum of two active NCL environmentsinauser’sNCL
region.

NCLID
A 6-digit NCL processidentifier which is unique within the system. Itis
used to identify a process for the purpose of communicating with that
process.

NCP
See Network Control Program.

NCS
See Network Control Services.
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NDB
TheNetMaster Database. Anextensionto NCL which providesarelationa
database facility that can be used as arepository for applications running
within asystem. Full update capabilities, including scans with extensive
Boolean logic, are provided.

Network Accessible Unit (NAU)
In SNA, alogical unit, aphysical unit, or asystem services control point.
TheNAU istheorigin or destination of information transmitted by the path
control network. Synonymous with network accessible unit.

Network Control Language (NCL)
Theinterpretive language that allows logical procedures (programs) to be
developed externally to Management Services and then executed by
Management Services on command. NCL contains awide range of logic,
built-in functions and arithmetic facilities which can be used to provide
powerful monitoring and automatic control functions.

Network Control Program (NCP)
Thisresides within and controls the operation of a communications
controller. The NCP communicates with VTAM.

Network Control Services (NCS)
A facility of NetMaster for SNA that provides full screen displaysand
navigation of the network in Management Services.

Network Error Warning System (NEWS)
A facility of NetMaster for SNA which is used to provide network error
and traffic statistics and error alert messages.

Network Management Vector Transport (NMVT)
A Management Services Request/response Unit (RU) that flows over an
active session between Physical Unit management services and Control
Point Management Services (SSCP-PU session).

Network Node
See APPN Network Node.

Network Partitioning Facility (NPF)
A facility of Management Servicesthat allowstherange of resourceswhich
an operator can influence to be denied.

Network Tracking System (NTS)
A facility of NetMaster for SNA used to provide SNA session monitoring,
dynamiconlinenetwork tracing, accounting, and responsetimeinformation
in conjunction with diagrammatic representations of session partners.

NEWS
See Network Error Warning System.
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NMINIT
The NCL procedure automatically executed after system initialization has
completed. It cannot contain commandsthat require VTAM facilitiesasit
is executed before the primary ACB is opened. The procedure name can
be changed by the installation.

NMREADY
The NCL procedure automatically executed once system initialization has
completed. It can contain commands that require VTAM facilitiesasit is
executed after theprimary ACB isopened. Procedure name can bechanged
by the installation.

NMVT
See Network Management Vector Transport.

Node
(1) A connection point in a communications network.
(2) In network topology, the point at an end of a branch.
Any device, attached to a network that transmit and receives data.
(3) Anendpoint of alink or ajunction common to two or more linksin a
network. Nodes can be processors, communication controllers, cluster
controllers, or terminals. Nodes can vary on routing and other functional
capahilities,
(4) InVTAM, apoint in anetwork defined by a symbolic name.
See Major Node and Minor Node.

NPF
See Network Partitioning Facility.

NPF Control Member
A member of the NPF dataset member which definesalist of member names
that are to be the resource tables for the associated user ID.

NPF Resource Table
A member of the NPF dataset that defines a group of network resource
names. Theresource namescan bedefined specifically or generically using
wildcard characters. A resource tableis pointed to by acontrol member.

NT 2.1
Node Type 2.1. A nodeinan SNA network. It implements a peer-to-peer
protocol and allows greater dynamics in network configuration, greater
independence in session set up between partner LUs and reduced
definitions.

NTS
See Network Tracking System.

OCS
See Operator Console Services.
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Operator Console Services (OCS)
A facility of Management Servicesthat providesgeneral operational control
and an advanced operator interface to VTAM for network management.

0S/390
An IBM operating system.

Packet
Thelogical unit of transmission in a network.

Partitioned DataSet (PDS)
A type of dataset format that supports multiple individual membersin the
one physical dataset. Equivaent to the Source Statement Library in SP
systems.

Path Information Unit (PIU)
An SNA packet.

PDS
See Partitioned DataSet.

Peer
In network architecture, any functional unit that isin the same layer as
another entity.

Peer-to-Peer M anagement
A non-hierarchical heterogeneous network management system.

Permanent Virtual Circuit (PVC)
(1) In X.25 and frame relay communications, avirtua circuit that has a
logical channel permanently assigned to it at each data terminating
equipment (DTE). Call-establishment protocolsare not required. Contrast
with switched virtual circuit (SVC).
(2) Thelogica connection between twoframerelay terminating equi pment
stations, either directly or through one or more framerelay framehandlers.
A PV C consists of one or more PV C segments.

Physical Line
The physical connection between NCP and an adjacent device or local area
network (LAN). A single physical line, such astoken ring or framerelay,
can support multiple logical lines. Contrast with logical line.

Physical Unit (PU)
(1) Thecontrol unit or cluster controller of an SNA terminal. The part of
acontrol unit or cluster controller which fulfilsthe role of an SNA-defined
PU.
(2) Each node (alogical grouping of hardware) in an SNA network is
addressed by itsPU. Thereare 4 typesof nodesor PU in an SNA network:
PU-T5, PU-T4, PU-T2, PU-T1. SeePU Typex. A PU isatypeof NAU.
Contrast with Network Accessible Unit (NAU).
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PIU
See Path Information Unit.

PLU
See Primary Logical Unit.

PPI
See Program to Program Interface.

PPO
See Primary Program Operator.

PPOPROC
Thenamegiventothe NCL procedure used to intercept unsolicited VTAM
(PPO) messages .

Primary and Secondary
(SNA) Primary and secondary are SNA termsfor describing theLU’srole
when the session is established. The primary LU sends the BIND request
that causesthe session to be established, and the secondary LU receivesthe
BIND request. Rulesdefinedinthe BIND request determinewhich of these
isthe first speaker in the exchange of information.

Primary Focal Point
A focal point understoodto bethepreferred source of M anagement Services
support for aparticular category. Contrast with Backup Focal Point.

Primary Logical Unit (PLU)
In SNA, atypeof LU that isusually used by the application programsin a
host. It refersto the BIND sender for a session.

Primary Program Operator (PPO)
A VTAM term that describes afacility of VTAM that allows unsolicited
network messages to be delivered to an application program, such as
Management Services, for processing. (See aso SPO.)

Primary Route
In NCP framerelay, the internal PV C segment between the two primary
frame handler subportsin a subport set. Contrast with substitute route.

Program to Program Interface (PPI)
PPI is a general-purpose facility which allows programs, written in any
language, to exchange data.

PU
See Physical Unit.

PU Typel

(SNA) A type of Physical Unit or Nodein an SNA network. Consistsof a
terminal (such asan IBM 3278).
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PU Type?2
(SNA) A type of Physical Unit or Nodein an SNA network. Consistsof a
cluster controller (such as an IBM3x74, 3276, 3770 or 3790).

PU Type4
(SNA) A type of Physical Unit or Nodein an SNA network. Consistsof a
communications controller (such asan IBM 3704, 3705, 3725 or 3745).

PU Type5
(SNA) A type of Physical Unit or Nodein an SNA network. Consistsof a
host computer system (such as an /390 or z900, running VTAM or
sometimes VCAM).

PVC
See Permanent Virtual Circuit.

Quiesce
(1) To end a process by allowing operations to complete normally
(2) To request that a node stop sending synchronous-flow messages

Quiesce Protocol
In VTAM, amethod of communicating in one direction at atime. Either
theprimary logical unit or the secondary logical unit assumestheexclusive
right to send normal-flow requests, and the other node does not send such
requests. When the sender wantsto receive, it releases the other node from
its quiesced state.

Rapid Transport Protocol (RTP) Connection
In high-powered routing, the connection established between the endpoints
of the route to transport session traffic.

RECFMS
See Record Formatted Maintenance Satistics.

RECMS
See Record Maintenance Satistics.

Record Formatted Maintenance Satistics (RECFM S)
A statistical record built by an SNA controller and usually solicited by the
host.

Record Maintenance Satistics(RECM S)
An SNA error event record built from an NCP or line error and sent
unsolicited to the host.

Remote Operator Facility (ROF)

A facility of Management Services that allows an operator to signonto a
remote location, execute commands and have the results returned.
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Reply
The information returned to a directive as aresult of arequest. This
information may be either a response or an exception, together with
appropriate arguments. See Exception and Response.

REQMS
See Request for Maintenance Satistics.

Request
The invocation of adirective, together with appropriate arguments. See
Exception and Response.

Request for Maintenance Statistics (REQMYS)
A host solicitation to an SNA controller for a statistical data record.

Request Unit (RU)
(SNA) A message unit that contains control information such as a request
code, or function management headers, end-user data, or both.

Resource Table
A term associated with NPF that describes alist of resource names or
generic resource names that define a command or message partition .

Response
The success result of a service reguest. See Exception and Reply.

Response Time M easurement (RTM)
Measurement of the time which passes between the user starting an action
(by pressing akey) and the response appearing on the screen.

Response Time Monitor (RTM)
A facility provided by IBM’s 3x74 control units to monitor end-user
response times. NEWS can interpret this data .

Response Unit (RU)
(SNA) A message unit that acknowledges a request unit.

Return Code
A codereturned from the system that indicates the success or failure of the
task performed.

ROF
See Remote Operator Facility.

Route
(1) An ordered sequence of nodes and Transmission Groups (TGs) that
represent apath from an origin node to a destination node traversed by the
traffic exchanged between them.
(2) The path that network traffic uses to get from source to destination.

Glossary-21



Glossary-22

Router
(1) A computer that determinesthe path of network traffic flow. The path
selection is made from several paths based on information obtained from
specific protocols, algorithms that attempt to identify the shortest or best
path, and other criteria such as metrics or protocol-specific destination
addresses.
(2) Anattachingdevicethat connectstwoLAN segments, which usesimilar
or different architectures, at the reference model network layer.
(3) InOSl terminology, afunctionthat determinesapath by which an entity
can be reached.
(4) In TCP/IP, synonymous with gateway.
(5) Contrast with bridge.

RouTing update Protocol (RTP)
The Vlrtual NEtworking System (VINES) protocol that maintains the
routing database and allows the exchange of routing information between
VINES nodes.

RTM
(1) See Response Time Measurement.
(2) See Response Time Monitor.

RTP
See Rapid Transport Protocol Connection.

RU
(1) See Request Unit.
(2) See Response Unit.

SAW
See Session Awareness Data.

SDLC
See Synchronous Data Link Control.

Secondary Logical Unit (SLU)
In SNA, atype of LU that isusually used by the end-users at the terminals
or by programs which reside in the peripheral node.

Secondary Program Operator (SPO)
A VTAM termthat describesafacility of VTAM that allowsonly messages
generated by commands issued by an application program, such as
Management Services, to be delivered to the application program for
processing. Unsolicited messages are not delivered. Contrast with PPO.

Security Initialization Unit

A hardware devicethat creates and loads encrypting codes, aso known as
keys, for your computer system.
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Sequence Number
A number assigned to each message exchanged between a VTAM
application program and an LU. Values increase by one throughout the
session, unlessreset by the application program using an STSN or CLEAR
command .

Server
A process designed to servethe datato aclient, or request process, for one
Or more users.

Service Point
Anentry point that supportsapplicationsthat provide network management
for resources not under the direct control of itself as an entry point. Each
resourceiseither under thedirect control of another entry point or not under
the direct control of any entry point. A service point accessing these
resourcesis not required to use SNA sessions (unlike afocal point). A
service point is needed when entry point support is not yet available for
some network management function.

Session

(2) Innetwork architecture, for the purpose of datacommunication between
functional units, al theactivitieswhich take place during the establishment,
maintenance, and release of the connection.

(2) A logical connection between two Network Accessible Units (NAUS)
that can beactivated, tailored to provide variousprotocols, and deactivated,
asrequested. Each session isuniquely identified in atransmission header
accompanying any transmissions exchanged during the session.

Session Awareness Data (SAW)
A type of network management data supplied by VTAM and processed by
NTS.

Session Name
A nameassigned to aworkstation or sessionto permit it to receive messages
or share resources.

Session Replay Facility (SRF)
A part of the MAI/EF facility of SOLV E:Accesswhich providesthe ability
to record and playback terminal session scenarios.

SIS
See Screen Image Services.

SLU
See Secondary Logical Unit.

SMF
See System Management Facility.
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SNA
See Systems Network Architecture.

SOLVE
The term SOLV E encompasses the services provided by Management
Services and Automation Services. For example, the SOLVE PPl isa
serviceprovided by thesubsysteminterface (SSI) in Management Services.

SPO
See also Secondary Program Operator.

SRF
See Session Replay Facility.

SSCP
See System Services Control Point.

Structured field
Representation of user ID attribute information exchanged between
Management Services and its security exit.

Subarea
A portion of the SNA network consisting of a subarea node, attached
peripheral nodes, and associated resources. Within a subarea node, all
Network Accessible Units (NAUS), links, and adjacent link stations (in
attached periphera or subarea nodes) that are addressable within the
subarea share a common subarea address and have distinct element
addresses.

Subport
(1) Anaccess point for dataentry or exit over alogical connection. The
relationship between the physical line and the port is analogous to the
relationship between thelogical connection and the subport. (2) Inaframe
relay network, the representation of alogical connection on aframe relay
physical line and the point where the logical connection attaches to the
framerelay frame handler. Each subport on a physical line has a unique
datalink connection identifier and can represent an FRTE, FRFH, or LMI
connection. SeeFrameHandler Subport and Terminal Equipment Subport.

Subport Set
In NCP, aset of frame handler subports linked by internal PV C segments.
A subport set consists of two primary frame handler subports and an
optiona substitute frame handler subport for each primary.

Substitute Route
In NCP framerelay, an internal PV C segment between a primary frame
handler subport and a substitute frame handler subport in a subport set.
Contrast with Primary Route. See also Substitute Subport.
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Substitute Subport
In NCP, aframe handler subport in asubport set that isused when aprimary
frame handler subport in the set is not available.

Subtask
A unit of work whose environment is established by a main task, but has
itsown TCB, and is displaceable by the operating system.

Subvector
A subcomponent of the NMV T major vector.

SVvVC
See Switched Virtual Circuit.

Switched Virtual Circuit
An X.25 circuit that is dynamically established when needed. the X.25
equivalent of a switched line.

Synchronous Data Link Control (SDLC)
A discipline conforming to subsets of the Advanced Data Communication
Control Procedures (ADCCP) of the ANSI and High-Level DataLink
Control (HDLC) of the Internationa Organization for Standardization, for
managing synchronous, code-transparent, seria -by-bit information
transfer over alink connection. Transmission exchanges may be duplex or
half-duplex over switched or nonswitched links. The configuration of the
link connection may be point-to-point, multipoint, or loop.

SYSPARMS
System parameters—values that affect some NetMaster system
capabilities. Some SY SPARMS can be modified dynamically.

System M anagement Facility (SMF)
An optional control feature of OS/390 and z/OS that provides the means
for gathering and recording information that can be used to eval uate system

usage.

System Services Control Point (SSCP)
A function that VTAM implements to exchange data between CNM
applications and PUs in an SNA network

Systems Networ k Architecture (SNA)
This term describes the logical structure, formats, protocols, and
operational sequences for transmitting communication data through the
communication system (Fujitsu equivalent is FNA). A set of standards
that allows the integration of al the different IBM hardware/software
productsinto auniversal network. Introduced in 1974.

TDU
See Topology Database Update.
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TESP
See Terminating Equipment Subport

Terminal Equipment Subport
A subport that serves as atermination point on avirtual circuit.

Terminating Equipment Subport (TESP)
The endpoint of aframerelay permanent virtual circuit; the point at which
frame relay terminating egquipment has access to the PVC. A terminating
equipment subport provides higher level functions with access to aframe
relay physical line. Each terminating equipment subport in asingle frame
relay port has aunique Data Link Connection Identifier (DLCI). Contrast
with Frame Handler Subport.

TG
See Transmission Group.

Thread
A unit of work running under the control of an application program.

Time Sharing Option (T SO)
Allowsterminal operatorsto interact directly with computer resourcesand
facilities. Used mainly by application and system programmers. (Fujitsu
equivalent is TSS).

Timestamp
Theinstant of time at which the information described by a dataitem was
valid.

Token Ring
(1) According to IEEE 802.5, network technology that controls media
accesshy passing atoken (special packet or frame) between media-attached
stations.
(2) A FDDI or IEEE 802.5 network with aring topol ogy that passestokens
from one attaching ring station (node) to another. See also LAN.

Topology
In communications, the physical or logical arrangement of nodesin a
network, especially the relationships among nodes and the links between
them.

Topology Database Update (TDU)
A message about a new or changed link or node that is broadcast among
APPN network nodesto maintain the network topol ogy database, whichis
fully replicated in each network node. A TDU contains information that
identifies the following:

. Thesending node

. Thenode and link characteristics of various resources in the network
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. The sequence number of the most recent update for each of the
resources described

Transmission Group (TG)
(1) A connection between adjacent nodesthat i sidentified by atransmission
group number.
(2) Inasubareanetwork, asinglelink or agroup of linksbetween adjacent
nodes. When atransmission group consists of a group of links, the links
areviewed asasinglelogical link, and the transmission group is called a
multilink transmission group. A mixed-media multilink transmission group
isone that contains links of different medium types (for example, token-
ring, switched SDLC, nonswitched SDLC, and frame-relay links).
(3) Inan APPN network, asingle link between adjacent nodes.

TSO
See Time Sharing Option.

UAMS
See Userid Access Maintenance Sub-system.

ubDB
See User Data Base.

UDM
See UnDeliverable Message.

UnDeliver able M essage (UDM)
A term that applies to the Network Partitioning Facility (NPF) of
Management Services. It describes a message that cannot be directed to a
terminal operator partitioned for the resource to which the message refers,
or amessage that does not apply to a specific resource.

Unfor matted System Services (USS)
A VTAM term that describes afacility that trandates an unformatted
command such as LOGON or LOGOFF, into afield formatted command
for processing by formatted system services. Appliesto terminals before
connection to an application.

User Data Base (UDB)
(1) UDB file access method layer alowing file access from NCL.
(2) Atermusedtoidentify VSAM datasetsto which NCL procedures may
have access using the & FILE verb (GET, PUT, ADD, and DEL options).

User ID
Definesthe function and privilege level to which aspecific user isentitled
when they sign on to the system. It isassociated with a secret password to
prevent use by unauthorized personnel. This definition is stored in the
UAMS dataset or on an external security system.
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Userid Access M aintenance Sub-system (UAMS)
The security component of Management Services that supports the
definition of authorized users and their associated function and privilege
levels.

USs
See Unformatted System Services.

Verb
Theterm given to astand-alone statement inan NCL program. NCL verbs
cause actionsto occur. Therearedifferent types of verbs, somethat dictate
the flow of processing and logic, others that fetch information for the
procedure to process and others that cause datato flow to external targets.

VFS
See Virtual File Services.

Virtual File Services (VFS)
The VSAM dataset, used by many facilities as a database.

Virtual Machine (VM)
A superset operating system that allows other operating systemsto run as
if they each had their own machine.

Virtual Route (VR)
(1) InSNA, either (a) alogical connection between two subareanodesthat
is physically realized as a particular Explicit Route, or (b) alogical
connection that is contained wholly within a subarea node for intranode
sessions. A VR between distinct subarea nodes imposes a transmission
priority on the underlying explicit route, provides flow control through
virtual route pacing, and provides dataintegrity through sequence
numbering of path information units.
(2) Contrast with Explicit Route.

Virtual Storage Access Method (VSAM)
A method for processing data filesthat utilizes relative, sequential, and
addressed access techniques. Conceptually identical to ENSCRIBE.

Virtual Telecommunications Access Method (VTAM)
A suite of programs that control communication between terminals and
application programs.

Vital Product Data (VPD)
Hexadecimal data used to describe a particular device and its associated

software
VM
See Virtual Machine.
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VM/ESA
An enhanced version of VM that supports 31-bit addressing.

VPD
See Vital Product Data.

VR
See Virtual Route.

VSAM
See Virtual Sorage Access Method.

VTAM
See Virtual Telecommunications Access Method.

WAN
See Wide Area Network.

Wide Area Network (WAN)
(1) A network that providescommunication servicesto ageographical area
larger than that served by alocal area network or a metropolitan area
network, and that may use or provide public communication facilities.
(2) A datacommunication network designed to serve an area of hundreds
or thousands of kilometers; for example, public and private packet-
switching networks, and national telephone networks.
(3) Contrast with Local Area Network.

Wildcard
The term used to describe the character used (usually an asterisk) when
defining resources generically—no specific matching character isrequired
in the wildcard character position.

z2/I0S
An IBM operating system capable of supporting 64-bit architecture.

ZIVM
An IBM operating system capable of supporting 64-bit architecture.
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Index

Symbols

$NCCNFG procedure 15-37
$NMSMF macro 3-8, E-2, E-8, F-2, F-6,
G-1
$NSINIT procedure 6-11, 9-2, 15-37
$NTFMHDF macro H-3
$NTRUDEF macro H-2
$NTSCDEF macro H-2
$NW3B6S0 procedure D-2, D-3
$SNWALERT procedure 15-40
$NWCNMPR procedure 2-8
$NWCNM RO procedure 8-6
$NWDS13B procedure D-2, D-4
$NWDSPLY procedure B-11
$NWFCSSO procedure D-2, D-8
$NWLPDA?2 procedure D-2, D-9
$NWRTM SO procedure D-2, D-12
$NWRUNCM procedure D-2, D-14
$NWSOLCT procedure D-2, D-16
$NWVPDSO procedure D-2, D-18

& CNMALERT verb 2-8, 2-10, 15-39,
15-40

& CNMCLEAR verb 2-10
& CNMCONT verb 2-10
& CNMDEL verb 2-10

& CNMPARSE verb 2-10
& CNMREAD verb 2-8, 2-10, B-10
& CNMSEND
statement E-1
verb 2-10, B-10
& CNMVECTR verb 2-10
& NEWSAUTH verb 2-10
& NEWSRSET verb 2-11
& SNAMSverb 2-4, 2-11

A

ACBs
CNM 10-2
MAI 3-10
NEWS 2-3
NTS9-5, 10-2
accounting data 3-5, 3-7, 3-12
NTS9-5, 9-7,9-13, C-7, C-11, C-14
NTS-SI C-20
activity log 1-8, C-9
administrative tasks
on startup 6-2
advanced peer-to-peer networking, see
APPN networking
alert monitor 2-8
ALERTHIST parameter group 15-5
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ALERT-NETOP NEWS application E-1
alerts 15-39, B-9

APPN E-1

basic 15-42

CNMPROC procedure 15-39

creating 15-41

event filters 6-7

generic 15-45

NCL procedures 15-39, 15-40

NEWS 2-8

non-generic 15-42

operators 15-42

subvectors 15-44, 15-47

types 15-41
alias names

and NTS 3-6

definitions 15-28

translation facility 2-12, 15-26, E-7
APPN networks 2-4, 2-8, 15-15, B-9
attention messages 15-39

NTSC-5
attentions, real-time 15-39

Automation Services
and NetMaster for SNA 1-9

AVAL event type 2-6

B

batch command interface D-4
boundary values, RTM C-2
buffers and trace data 9-18
BY PS event type 2-7

C

class definitions C-15
class-of -service names 15-27
CMC C-17

CNM
application B-1
information carrier B-2
interface
concepts B-1
NEWS 2-3, 2-8, 15-39, B-8
NTS 3-5, 10-2
SNA networks 2-3
VTAM E-1
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record B-10, C-13
record processing 6-5, 15-23
requests, SSCP-related B-7
user exits E-1
CNM parameter group 6-15, 7-2, 10-2,
E-2
CNMFILTERS parameter group 2-7, 6-7
CNMLOGGING parameter group 8-2,
8-5, 8-6
CNMPERFOBJ parameter group 6-8
CNMPROC procedure 2-6, 2-7, 2-8, 6-8,
8-5, 15-39, B-9, B-10, B-11
record processing 2-8
CNM-RUs B-8
command entry facility 1-8
commands, general
authority 1-6
batch command interface D-4
CAStables 14-2
entering commands 1-8
NetView emulation 1-7
NEWS commands, summary 2-11
0OS/390 operating system 1-7
VTAM 1-6, 10-2
commands, specific
DEFALIAS 15-26, 15-29, 15-30
DEFCLASS9-2, C-2, C-3
DEFCLASS RESOURCE 9-7
DEFCLASSRTM 9-10
DEFCLASS SAW 9-8
DEFCLASS SESSION 9-5
DELALIAS 15-26, 15-32
DELCLASS 114
ISR 15-14, C-21
NTSDBMOD 9-18, 11-6
NTSMOD 3-7, 11-3
REPALIAS 15-26, 15-31
REPCLASS 11-4, C-2
SAWARE STOP CLOSE 9-16
SHOW DEFALIAS 15-28
SHOW DEFCLASS 11-4
SHOW SKEEP 11-6
SHOW UDBUSERS 8-5
STRACE 3-3, 11-5, C-11, C-12
SYSPARMS 9-11, 9-15, 11-2, 11-5,
11-6,11-7,C-11
UDBCTL 3-9
XLATE 15-33
Z NET,QUICK 7-3
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Communications Management
Configuration, see CMC

Communications Network Management,
see CNM

configuration database and NCS 15-37
control

codes 2-5

database 2-5, B-8

database, control codes 2-5
correlation interval 9-17, C-13
CSCF Batch Command Interface D-4
CUST event type 2-6

D

data

accounting 3-5, 3-7, 3-12, 9-7, 9-13,
C-7,C-11

APPN networks 2-4

correlation interval 9-17, C-13

ISR 2-5, 3-5

MAI 3-6

network 2-11

NEWS 2-3, 2-13

NTS3-2, 3-4, 9-1, 10-1, C-1, C-16,
C-18, C-20

session trace 3-3, 3-5

resources C-10

response time 2-2, C-13

route configuration 3-4

RTM 3-5, 3-11, C-5, C-9, C-12,
C-14,C-20

SAW 3-2, 3-5, 3-11, 10-2, C-9, C-14,
C-18

sessions C-4, C-10, C-14, C-20

sharing, SAW C-18

SNAMS 2-4

solicited 2-2, 2-8, 10-2, B-10, C-13,
Cc-21

SSCP 2-3, 3-2

statistical 2-6

trace 3-12, 9-7, 11-3, C-10, C-11,
C-14,C-20

unattended solicitation 2-11

unsolicited 2-2, 2-6, 2-8, 10-2, B-11,
C-13,C-14,C-21

database
NEWS 6-6, 6-9, 8-2
NTS3-9, 3-12, 9-5, 9-16, 10-1, 10-3,
C-14
initialization strategy 1-3
maintenance 11-6
dots, NTS sessions 3-9
detail records 8-4
device
configuration 7-3
solicitation procedures D-2
DEVICESUPP parameter group 6-9
displays, size limits 12-2
DLRC event type 2-6
dormant network C-18
DSECT macro 3-8, F-6, G-1

E

EDS, NTSevent generation 3-8, 9-7, 9-17
entry points
management 15-19, 15-20
nodes 15-15
ENV event type 2-6
EQUATES CAStable 14-2
event filters 6-7
Event ID B-9
events
and EDS 3-8
characteristics 2-7
filtering 2-7
generation, NTS 9-17
NEWS 2-6
types 2-6, 2-7, 6-7
exits, see user exits

F

filtering events 2-7, 6-7
focal points
backup 15-16
local 15-16
management 15-15, 15-17
nesting 15-16
nodes 15-15
function codes, NEWS user exits E-5
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ICS parameter groups
ALERTHIST 15-5
CNM 6-15, 7-2,10-2, E-2
CNMFILTERS 2-7, 6-7
CNMLOGGING 8-2, 8-5, 8-6
CNMPERFOBJ 6-8
DEVICESUPP 6-9
ISRIN 3-6, 7-2, 9-20, 15-14
ISROUT 3-6, 9-20, 15-14
NCS 12-2
NEWS 6-4, 6-10, 8-5
NEWSDBOPTS 6-6, 6-10, 7-2
NSCNTLCACHE 6-6
NTS6-4
PPINETVALRT 6-9, 15-11
SAW 3-5, 6-15,9-13, 10-2, 11-7, F-2,

H-5

SAWLOG 10-3
SMFT37 6-8
SNAINIT 6-5, 6-11, 6-12, 14-2
SOCKETS 15-7

IMP event type 2-6

IMR event type 2-6

INFO/MASTER
and NCS configuration data 15-38
Information Database 1-8
INMC 1-5, 1-6, 3-6, C-15
INST event type 2-6
intensive message recording 9-16
interface, MAI/NTS 3-11, 3-12
Inter-Management Services Connection,
seeINMC
Inter-System Routing, see ISR
INTV event type 2-6
ISR
and MAI 9-20
and NEWS 2-5, 15-14, 15-39, 15-40
and NTS 3-6, 3-12, 15-14, C-6, C-8,
c-1
and NTS-SI 3-13, C-14, C-18, C-21
communication links 9-20, 15-14,
E-1
data 2-5, 3-5
handshake C-8
ISRIN parameter group 3-6, 7-2, 9-20,
15-14
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ISROUT parameter group 3-6, 9-20,
15-14

ISTPDCLU VTAM interface 3-5

L

LAN
IBM LAN Manager 1-7
management 1-7
License Manager Program (LMP) keys
19
line commands, device solicitation D-2
logmode names 15-27

M

MAI
and NTS 1-4, 3-6, 3-10, 3-12, 9-20
data 3-6
interffaceto NTS 3-11, 11-7
session logging 3-12, 9-16
Management Services
and NetMaster for SNA 1-9
commands 1-8
masks, resource 2-8
master records 8-4
MSUs B-9
for NEWS 2-4
Multiple Application Interface 3-10
Multiple Domain Support 2-4
multiple domains, see VTAM domains

N

NAUs 3-2

NCL

procedures
NCPView 13-5
NCS 15-37
NEWS 2-10, 15-39, 15-40, B-8,

B-10

summary, NEWS 2-10
tailoring 6-11

verbs, summary, NEWS 2-10
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NCP 1-5, 5-2
and NCPView 5-2, 13-5
dumps
storage needs 15-35
unformatted 15-34
operations 7-2
parameters 7-2
statistics records 7-2

NCPView
and communications processors 5-1
and NCP 5-2
and SPO 5-2
and VTAM 5-2
exit 13-5
NCP dumps 15-35
overview 1-5
tailoring 13-5
NCS
and INFO/MASTER 15-38
and VTAM 4-2
configuration data 4-2, 15-37
displays, size limits 12-2
graphic displays 4-1, 12-2
overview 1-5
summary displays 4-1, 12-2
tailoring 12-1, 15-39
NCS parameter group 12-2
NetMaster for SNA
components 1-1, 1-2
LMPkeys 1-9
overview 1-2
system requirements 1-9
NetSpy and NetMaster for SNA 1-9
NetView operator command emulation
1-7,6-11
network
addressable units 3-2
alias nametrangdation, see dlias
names translation facility
data2-11
definitions, NTS 3-6
dormant C-18
management 1-1
reference C-18
services control file 2-5, B-8
see also NEWS contral file
shutdown 7-3
statistics 6-8
Network Control Program, see NCP
Network Control System, see NCS 1-5

Network Error Warning System, see
NEWS

Network Management Facility 1-6
Network Management Vector Transport,
see NMVT
Network Services
Control File, see NSCNTL
reguest units, see NS RUs

NEWS
and ISR 2-5
and NTS 2-2, C-13
assigning record processing codes
B-9
command summary 2-11
control file 2-5, 6-5, 15-23, B-8, B-10
control file maintenance 15-23
data 2-2, 2-13
database 6-6, 6-9, 8-2
device recognition B-9
events 2-6, 6-7
NCL procedures 2-10
NCL verbs summary 2-10
NEWSFILE 8-5
NEWSFILE and CNMPROC 8-5
overview 1-3, 2-1
parameters 8-1
procedures, see NEWS NCL
procedures
Process ID B-10
processing path selection B-10
record processing 2-5, B-8
record type B-8
SMF exit sample E-8
tailoring 7-1
user exits 2-13, E-1
coding requirements E-3
function codes E-5
initialization E-2
iSsuing messages E-7
parameter list E-4
processing E-3
registers E-3
samples E-2
verbs, see NEWS NCL verbs
NEWS parameter group 6-4, 6-10, 8-5
NEWSDBOPTS parameter group 6-6,
6-10, 7-2
NEWSEXIT exit member E-2
NEWSFILE, see NEWS

NEWSXSMF exit member E-2, E-8
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NMNTTABS
compile errors H-4
modification H-5
tablesH-3
using H-1

NMVT
alerts, see derts
records B-8
RU 15-41, B-4

NS RUsB-2

NSCNTL and NEWS 2-5, B-8
see also NEWS control file

NSCNTLCACHE parameter group 6-6
NTFY event type 2-6

NTS
accounting data9-5, 9-13, C-11, C-14
and MAI 3-12, 9-16, 11-7
and NEWS 1-3, 2-2, C-13
and SMF 11-7
and SNA 9-20
and SNI 3-6
buffer pool definition 3-7
class definitions 9-2, 11-4, C-1, C-4,
C-15
CNM-RUsB-8
data 3-2, 3-4, 9-1, 10-1, C-1, C-16,
C-18,C-20
response time C-13
VTAM interfaces 3-5
database
connecting and disconnecting
10-3
connecting to 3-9
historical information 10-1, 1-2
initialization strategy 1-3
logging 3-9, 9-5, 9-7, 9-16, 10-3
MAI session logging 3-12
maintenance 11-6
singleimage C-14
space requirements -2
intensive message recording 9-16
interfaceto MAI 3-11
maintaining 11-1
modifying NTS processing 11-2
network definitions 3-6
overview 1-4, 3-1
processing and storage requirements
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I-1
resources, see resources
return codes F-6
route configuration data 3-4
RTM data, see RTM
SASreports 11-7
session awareness data 3-2
Sessions, see sessions
Setting up 6-12
Single Image C-11
SMF record formats G-2
SNA descriptor table H-1
storage alocation 3-7
storage requirements I-1
SY SPARMS command 9-11, 9-15
system parameters 9-11
tailoring 9-1, 11-2
trace data 9-7, 11-5, C-10
user exits F-1
function codes F-4
implementing F-1
initialization F-2
i ssuing messages F-7
MAI sessions 3-12
parameter list F-3
processing F-2
registers F-3
resource monitoring C-9
resource statistics C-9
session data 3-8
single image data presentation
C-14
NTS parameter group 6-4
NTS-SI 3-12, 3-13, C-11, C-14
storage requirements |-2
NTSXSMF exit member F-1

O

objective
percentage C-2
response time C-2
oCs
and NTS class definitions 9-2
and PIUs C-10
CNMPROC messages 2-8
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P

PAFF event type 2-6

parameter groups
ALERTHIST 15-5
CNM 6-15, 7-2, 10-2, E-2
CNMFILTERS 2-7, 6-7
CNMLOGGING 8-2, 8-5, 8-6
CNMPERFOBJ 6-8
DEVICESUPP 6-9
ISRIN 3-6, 7-2, 9-20, 15-14
ISROUT 3-6, 9-20, 15-14
NCS 12-2
NEWS 6-4, 6-10, 8-5
NEWSDBOPTS 6-6, 6-10, 7-2
NSCNTLCACHE 6-6
NTS 6-4
PPINETVALRT 6-9, 15-11
SAW 3-5, 6-15,9-13, 10-2, 11-7, F-2,

H-5

SAWLOG 10-3
SMFT37 6-8
SNAINIT 6-5, 6-11, 6-12, 14-2
SOCKETS 15-7

path information units C-10

PERF event type 2-6

PERM event type 2-6

PIUs 3-3, 11-5, C-10

PPI interface and NEWS 2-5

PPINETVALRT parameter group 6-9,

15-11
PROC event type 2-6

procedures, device solicitation D-1
line commands D-2

Process ID in NEWS records B-10

R

RECFMS

NS RUs B-6

records B-8, B-9
RECMS

NS RUs B-7

records 6-8, B-8, B-9
record processing

CNMPROC 2-8

NEWS B-8

reference network C-18
REQMS
NS RUsB-5
type 1 B-5
type 2 B-5
type 3 B-5
type 4 B-6
type 5 B-6
type 6 B-6
Request Units B-2
Resource ID B-9

resources
alias name translation 15-26
class definitions 9-2, 9-5, C-6
class processing C-6
dataC-10
masks 2-8
monitoring 3-2, C-9
statistics 9-14, C-7, C-8, C-9, G-1
collection intervals 9-19
RTM C-8
trace request C-11
Response Time Monitor C-12
RLST event type 2-7
ROF overview 1-6
route configuration data 3-4
RTM 3-3, C-3
boundary values C-2
class definitions 9-2, 9-3, 9-6, C-2,
C4
class processing C-5
data2-2, 3-3, 3-5, 3-11, 6-8, C-2, C-5,
C-9,C-12,C-14,C-20
resource statistics C-8
RUsB-2, H-1
CNM-RU B-8
deliver B-3
forward B-3
NMVT NS B-4
RECFMSNSB-6
RECMSNSB-7
REQMSNSB-5
translate-inquiry B-8, E-7
translate-reply B-8
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SAW
class definitions 9-2, 9-3, 9-7, 11-5,
C-2,C4,C-10,C-11
data 3-2, 3-5, 3-11, 10-2, C-9, C-14,
C-18
buffers 9-18
sharing C-18
interface concepts C-1
processing 10-2
SAW parameter group 3-5, 6-15, 9-13,
10-2,11-7,F-2, H-5
SAWL OG parameter group 10-3
SCUR event type 2-6
secondary program operator 5-2
security 1-6
exit, full A-1
structured field descriptions A-2
UAMS6-12, A-1
sense codes, SNA 3-8, H-1
session awareness data 3-2, 3-5
Session Replay facility 1-8
sessions
arrival processing C-15, C-23
awareness processing 10-1
class definitions 9-2, 9-3, C-3, C-4
class processing C-5
classifications C-4
data C-4, C-10, C-14, C-20, G-1
history 1-2
sharing C-20, C-22
rules C-19
storage |-1
database slots 3-9
end processing 3-8, C-15, C-23
events 3-8, 9-17
keep counts 3-9, 9-7, 9-18, 11-6, -3
MAI and SNA 3-10, 9-16, 9-20
partner names 3-9, 9-5
partners 3-12, C-14, C-20
SAW and trace data buffers 9-18
shutdown processing 9-15
singleimage C-14
start processing 3-7
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storing datafor C-10
trace data 3-3, 3-5, C-14
virtual MAI 3-10
warm start 10-2
single image session C-14
SMF
and NEWS 2-13, E-8
and NTS 3-8, 3-12, 11-7, C-9, F-2
database F-1
record formats E-8, G-2
record processing 6-8, E-2
resource statistic processing C-9
SMFT37 parameter group 6-8
SMFWTM macro F-2
SNA
code tranglation H-1
event type 2-6
Management Services, see SNAMS
MSUs 2-4, B-9
Network Interconnection 3-6
resource session status codes 1-5
sense codes 3-8
sessions
MAI 3-10
NTS9-20
SNAINIT parameter group 6-5, 6-11,
6-12, 14-2
SNAMS 15-15, 15-19
data2-4
SNI
and NEWS 15-27
and NTS 3-6
SOCKETS parameter group 15-7
SPO and NCPView 5-2
SSCPB-1, C-9
data 2-3, 3-2
star network and NTS 9-20, C-17
statistical data 2-6
storage requirements |-1
structured field description, security A-2
SYSCMD overview 1-7
System Management Facility C-9
system requirements 1-9
System Services Control Point B-1

P01-166



T parameter list F-3
processing F-2

tailoring registers F-3
NCL procedures 6-11 resource monitoring C-9
NCPView 13-5 resource statistics C-9
NCS12-1 sample 3-8, F-1
NEWS 7-1 session data 3-8
NTS9-1 single image data presentation
TEMP event type 2-6 C-14
threshold for network statistics 6-8
trace

data 3-3, 3-5, 3-12, 9-7, 11-3, 11-5, V
C-10, C-11, C-14, C-20

buffers 9-18 virtual session, MAI 3-10
limits, NTS9-17, 11-5 VSAM
translate-inquiry RUs B-8, E-7 control interval 1-3
translate-reply RUs B-8 definitions 8-5
space 8-5
VTAM
alias name tranglation 2-12, 15-26,
U B-8
. and NCPView 5-2
UAMS security A-1 and NTS 3-11, 10-2
Unicenter TNG, and alerts 1-3 CNM interface E-1
USER event type 2-6 commands 1-6, 10-2
user exits domains 1-5, 1-6, 3-2, 3-3, 3-5, 3-12,
CNM E-1 4-2,5-2, C-10, C-11, C-14,
defining 6-15 C-15
full security A-1 trace data C-10, C-11, C-14
function codes E-5
NCPView 13-5
NEWS 2-13, 6-15 W
coding requirements E-3
maintaining registers E-3 warm start 10-2

parameter list E-4
processing exits E-3
NTS 3-8, 6-15, F-1
function codes F-4 Z
initializetion 2 ZNCUX000 exit 13-5
issuing messages F-7
MAI sessions 3-12
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